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Abstract

This thesis presents the details of two reservation modetted for improved re-
source allocation in wireless All-IP networks in order togtthe Quality of Service
(QoS) requirements of real-time applications whilst maimihg resource utilisation
at high levels. The two mechanisms are proposed as extengiahe Resource
Reservation Protocol (RSVP). The first was designed to exjhleifuture compati-
bility provisions built into the RSVP standard architectarel can therefore be eas-
ily installed at end systems without affecting the operatb unmodified nodes in
a network. The second model provides better overall pedoce at the expense of
a higher level of complexity, and requires changes to be rnmd# RSVP-capable
nodes in a network.

Wireless networks are rapidly evolving into an All-IP, orUfth Generation
(4G) architecture, and are expected to deliver real-timeices such as Voice-
over-IP (MolP) and Video-over-IP (VIP) seamlessly and @fitly even for mo-
bile users. These applications impose strict QoS conssraim timely delivery of
packets and packet loss. QoS guarantees for such apptisatquire additional
network resource control mechanisms to be added to therexiSCP/IP protocol
stack. Firstly, a mechanism is needed to replicate the diairaracteristics of
Public Switched Telephone Networks (PSTNs). This is addaysing RSVP, the
industry’s de facto standard for wired network resourceranRSVP explicitly re-
serves network resources to ensure a low and fixed amounkyf wéh effectively
no loss. Secondly, another mechanism is required to alloada to move freely
across different wireless subnets whilst maintaining @snectivity. Mobile IPv6
(MIPv6) is the standard developed by the Internet Engingefask Force (IETF)
to facilitate such seamless mobility in wireless IPv6 netso

However, RSVP was designed for end-systems whose IP adddisset change.
Once mobility of an end-system is allowed, the dynamicaligreging MIPv6 ad-
dress inevitably impacts on RSVP performance. The first daittis thesis aims
to quantify the significance of this impact using a framewooksisting of a sim-
ulation model to assess application-level performance,aasignaling cost model
to measure the network-level performance. The objectivthisfeffort is twofold:
To highlight the critical issues involved in such an intéi@ae, and to serve as a
performance benchmark in the design process of a more effigieS scheme.

The second part of this thesis proposes the Mobility AwareoRe® Reser-
vation Protocol (MARSVP) in which mobility and QoS signaliage performed



as a single functional block. The key concept of MARSVP is tovey mobility-
specific information (binding updates and their associat&thowledgments) by us-
ing newly defined RSVP objects embedded in existing RSVP messéa appeal-
ing feature of MARSVP is that it adheres to the current RSVPdateth(RFC 2205)
and thus requires minimal changes at end nodes withouttiaifleany of the con-
ventional RSVP routers in between. MARSVP addresses seveR&$3P’s defi-
ciencies by reducing the QoS re-establishment time fromRwand Trip Times
(RTT) to 1.5RTT. The results of the simulation-based experits confirm that the
proposed MARSVP mechanism provides superior applicageat performance
during handoffs than standard RSVP. Moreover, its use redineenetwork-level
signaling costs accordingly.

The third part of this thesis proposes a new packet classificenechanism for
RSVP (called RSVP-H0A) in which routers are configured to da$ews based
on the home address option in the MIPv6 destination opticeedér. Through
this approach, intermediate RSVP routers are able to cbrrelentify an RSVP
flow, even after a Mobile Node (MN) changes its Care-of-AdgdreBloreover, a
crossover router (COR) using this mechanism can detect thyeldgortion of the
end-to-end RSVP session and confine RSVP signaling to the edarggles. As a
result, the RSVP re-establishment time and network siggalosts drop substan-
tially. Another key advantage of the proposed mechanisrasit overcomes the
dual reservations issue confronted when using standard PRp@Wket classification
for a roaming MN.

Depending on a service provider’s desired level of compexiny of the two
outlined QoS mechanisms presented in this thesis repold t@implemented as
extensions to the RSVP to improve the level of performanceiialess networks:
While MARSVP provides a simple and efficient alternative, RINGA delivers
superior application-level performance to the end usetendti the same time im-
posing fewer signaling costs on the network. This howegeachieved at the ex-
pense of a higher level of complexity since changes are redjio be made to all
RSVP-capable nodes in the network.
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Chapter 1

Introduction

1.1 Background and Motivation

Mobile phone usage began with the launch of the First Geiner§lG) mobile
technology in the early 1980s [FAG95]. The main design dbjecf 1G mobile
networks was to provide a wireless architecture that allwiscribers to place mo-
bile calls and maintain connectivity as they moved from omeecage area (cell) to
another. 1G standards include the Analogue Mobile Phonac®efAMPS) in the
United States, Total Access Communications System (TACS)arUnited King-
dom, in addition to the C-450 in West Germany, Portugal andtsSéfrica. The
second generation (2G) on the other hand, witnessed tlogludtion of digital mo-
bile communications [ZAB99]. Digitised voice signals hake advantage of being
compressed and multiplexed much more efficiently than gnsignals, thus result-
ing in a significant increase in link capacity utilisationltiough this was the main
driving force behind the development of 2G, an all-digitetem also has the capa-
bility of delivering some data services such as the Shortdsiging System (SMS)
and email. Another key advantage is that digital mobilescate much more less to
eavesdropping [SMMAOQ6]; thereby making 2G phone commuitna immensely

more private than their predecessors. 2G standards inG&M (Global System

1



for Mobile telecommunications) [GSMb], originally from Eape but used world-
wide and CDMAL (Code Division Multiple Access) [CDM] used in tAenericas
and parts of Asia.

With the massive success of 2G technology, the number oflmebbscribers
increased from 214 million in 1997 to 1.162 billion in 2002 {02]. It is pre-
dicted that this figure will continue to grow, reaching 1.[fican by 2010 [KJC"03].
This indicates that voice-oriented mobile technology iprapching its saturation
point (as depicted in Figure 1.1 [IR02]). With this notion imneh, service providers
started exploring ways of creating new demand by introdyngw (and more band-
width hungry) services, including faster Internet access$ the Multimedia Mes-
saging Service (MMS) [Ope]. To explore the pickup rate oktheew services and
demand potential with minimal financial risks, intermedigenerations were in-
troduced as add-ons to the existing 2G infrastructure tilitite packet-switched
connections (thereby improving data transfer capabiliéypopular 2.5G standard
is GPRS (General Packet Radio Services) offering an averdgeata of 40 kbps
[GSMa]. Another standard is the 2.75G Enhanced Data rateG %/ Evolution
(EDGE) [Glo] capable of delivering data at a theoretical mmaxm rate of 384 kbps,
although actual data rates average at around 100 kbps.

While 2.5G and 2.75G offered basic data services, the maosifisgnt feature
offered by the third generation (3G) mobile technologysdbitoadband capabilities
to support the increasing demand for high data rates. Matketf 3G services
often focused on video telephony, although upon roll-owsim downloading and
video streaming proved to be the most popular. The two domiB8& standards
are CDMAZ2000 in the United States, and Wide-band CDMA (WCDMA) [UNh
Europe and Asia.

Despite its promising potential, 3G adoption has been kangederwhelming;
part of the reason is the separate standards maintaineGfeu¢h as the 3rd Gener-
ation Partnership Project (3GPP) [Thea] and 3GPP2 [Theid.ifitial speculation

was that 3G would serve as a universal standard, althoughdroeconomic point

2
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Figure 1.1:Evolution of Mobile and Fixed Subscribers [IR02].

of view, it was far more cost-effective for service provisléo make 3G networks

backwards compatible with their existing 2G infrastruetuiThis propagated the
incompatibility of the competing 2G standards into 3G, aadde 3GPP was based
on GSM, while 3GPP2 on CDMAL.

Another drawback is the financial costs of launching 3G sgstevhich include
the billions of dollars invested in acquiring 3G licenses. As a result, the reluc-
tant Telecom industry slowed down the roll-out of 3G netvegjéonfining coverage
to metropolitan areas) and relied on the intermediate 2rid>2a75G technologies

to meet demand for greater bandwidth.

Even though the speculated 3G maximum data speeds of 2 Mbpshedreti-
cally sound, they where not practically attainable in réalimplementations. As a
result, 3G subscribers had to temporarily settle for speettsv 384 kbps [Dur01],
which made them start to question 3G network’s ability tavéelgenuine broad-
band capability. As demand for mobile broadband serviceeased and compe-
tition matured, another intermediate generation (3.5& lmanched. With 3.5G,

users are able to reach download speeds ranging from 80Qd2ddbps depend-
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ing on location and network configuration. The two domina®i&standards in-
clude the Evolution-Data Optimized (EV-DO) [3GP], basedGIDMA2000 in the
United States; and High-Speed Packet Access (HSPA) [GSkkgdon WCDMA

in Europe and Asia.

While 3G and 3.5G mobile technologies promise to support ledisbadband
access, they will soon find themselves competing with emgrgiireless access
technologies. Competition first appeared in the form of 8DR2.Wireless LAN
(WLAN) [IEEc] hotspots, which provide Mbps speeds in publieas (albeit within
alimited coverage area). Hotspot deployment has been dxpgpever since, mainly
due to the cost savings involved: WLAN access points costdidma of the mo-
bile infrastructure equivalent since there are no licem$aes involved in deploy-
ing WLAN networks. Moreover, equipment costs are signifigaldwer due to
the highly competitive nature of hardware manufacturingh@ computer world
(in contrast to highly monopolised telecommunicationdiaare manufacturing).

Early applications already started to appear in the malketpsuch as dual mode
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mobile phones that could connect to hotspots for accessetapen broadband ser-
vices. Nonetheless, the 802.11 group of technologies dpose a direct threat
to 3G mobile networks due to their limited coverage and ldckeamless mobility
(vet).

However, newly proposed wireless access technologiesasuitie IEEE 802.16
World Interoperability for Microwave Access (WiIMAX) [IEBand the IEEE 802.20
Mobile Broadband Wireless Access (MBWA) [IEED] have the pt#drtio create a
big impact on the mobile broadband market. WiMAX and MBWA nolygoromise
continuous and ubiquitous metropolitan network coveragealso offer high data
rates surpassing those of 3G mobile networks. Not surgigithese advanced
wireless access systems received an unwelcome responsgiftot 3G manufac-
turers. This however has not hindered their development. WiMAXeeash, for
example, is actively supported by chipset manufacturiagigntef. Moreover, the
price paid per Hz for WiMAX and MBWA spectrum is approximateyhousand
fold cheaper than that for 3G spectrum [Mar07]. This resuitea high number
of licensees with a total of 721 licenses worldwide for WiIMAXBWA, compared
with 106 for 3G [Mar07]. Endless debates have spurred conugithe future of
mobile networks. A comprehensive 52-page report [DatOghrging this issue

reached the following conclusions:

1. With more than 2 billion wireless subscribers globally,single mobile tech-
nology can satisfy all market needs. A mixture of diversevoeks is needed

to provide optimal service both indoors and outdoors.

2. The report shows the dramatic decline in subscribersStaahobile networks
can support as users adopt broadband services. The onlyoansypport
more broadband users is to employ more densely deployetegssraetworks

whether WiMAX or MBWA.

1In July 2005, EU frequency allocation for WiMAX was blocked Brance and Finland, where
manufacturers have invested heavily in 3G technology [&lia0

2Intel's WIMAX chipset, Code-named Rosedale 2, is currestijpping in sample quantities to
allow equipment manufacturers to develop their product®$
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3. In mobile markets, WiMAX/MBWA operators must employ lowst, high-
density base station architectures to deliver superica@gpand in-building
penetration. A feasible solution is to design and integvsiIAX/MBWA

into existing 2.5 and 3G base stations.

The conclusions presented in [Dat05] (and various othesrmecendations sug-
gested by the research community) lay the foundations oPdraked Fourth Gen-
eration (4G) wireless network solution in which all techogies are integrated
through a single IPv6-based core [JTKKO5]. An all-IP 4G ratwhas inherent
advantages over its precursors, the principal advantagg beat IP supports trans-
parency above the radio access technology (i.e. IP cantepevar different un-
derlying network platforms such as UMTS and WiMAX). Thisreihates the close
coupling between the core networking protocol and the lenel (radio) proto-
col, thereby allowing a high degree of flexibility in selegtithe access network.
Moreover, both layers could be developed independentlyaoh ether. Another
advantage is that an open system IP network offers a high éévequipment in-
teroperability, resulting in significant cost savings fernsce providers since they
would not be constrained to a single vendor for the entireoit system. Further-
more, because an all-IP core layer is easily scalable, itei suited to meet the
increasing demand for rich wireless multimedia contemahy, using an IP-based
4G wireless solution, network providers can offload broadb@ata services from
the valuable mobile network spectrum on to the less expe MiMAX/MBWA ac-
cess networks. According to [Tac03], the cost per bit shbeldeduced to between

10% to 1% of current 3G systems costs.

1.2 Basic Concepts

Voice and data networks serve different purposes, and hdiffee in their design
and application. Traditional voice networks are comprigedrcuit-switched con-

nections over Public Switched Telephone Networks (PSTMjaMetworks, how-
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IPv6-based
Core Network

Figure 1.3:A Fourth Generation All-IP Network.

ever, rely on packet-switched datagrams over the Intefivet. different modes of

transmission are used in packet-switched networks:

e Connection-oriented (virtual circuit networks): Develdge emulate circuit-
switched functionality over the packet-switched Internémnecessitates the
establishment of a session between the sender and rec&ivetual circuit
network guarantees correct packet sequencing (packdegiralong the same
path with minimal delay variation), although it suffersingreater overhead

than a connectionless one.

e Connectionless (datagram networks): Does not requiresessiiation, pack-
ets are delivered independently to the receiver (each magitferent paths).
A datagram network provides minimal services with neitheargntees to

packet delivery nor correct packet sequence.
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Virtual circuit networks are not widely used nowadays. Thetnet’s basic archi-
tecture is built on connectionless mode of transmission.n€ction-oriented trans-
port layer protocols that operate over connectionless nebtfansmission such as
the Transmission Control Protocol (TCP) was originally desdjto reliably deliver
a packet with little emphasis on the amount of time it take®#xh its destination.
This type of “guaranteed delivery” transmission is adegdat delay-tolerant ap-
plications such as web browsing or file downloading. Today ¢bnvergence of
voice, video and streaming multimedia results in highlyedse traffic, with each
traffic type requiring different levels of bandwidth alldicen, delay and tolerable
packet loss. The guaranteed delivery service provided by i§@®t suitable for
such time-sensitive applications (since packet retrassion goes against the na-
ture of real-time services). Voice applications, for exémpvhich originate from
PSTN, exhibit a very deterministic behaviour. In PSTN, eoiaffic experiences
a low and fixed amount of delay with effectively no loss. Hoelwvhen voice
is transported over an IP network, a variable and unprdaietamount of delay is
introduced with some voice packets being dropped duringestion periods. As a
result, the traditional IP network does not provide the beha that the voice ap-
plication requires. To address the issue, the Qualityasfsse (QoS) concept was

developed with the following design objectives:
e Support dedicated bandwidth;
e Set traffic priorities across the network;
e Improve loss and delay characteristics;
e Maximise network utilisation.

By deploying QoS provisioning mechanisms in an IP networlgplication could
specify a set of parameters essential to guarantee itapph level performance.
These QoS parameters may range from bandwidth and packebldslay and jit-

ter, depending on the specific traffic characteristics. Th& @echanism would
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then manage network resources by setting certain routingtges and traffic shap-
ing in order to ensure that the services are delivered in aapable form to the
end user.

In the Internet research community, two main schools of ghouhave been
developed with regards to QoS provisioning: Differentiatervices (DiffServ)
[BBC*98] and the Integrated Services (IntServ) [BCS94]. The DifiSmodel
follows a flexible approach in classifying its datagrams.ckess are marked in-
dividually by setting specific DiffServ Code Point (DSCP, abisfield in the IP
packet header) values and are forwarded in a hop-by-homéntionless) manner
by routers in the network. The way packets are forwarded bydhters is referred
to as Per-Hop Behaviour (PHB). Since no end-to-end sessierseaup. DiffServ
provides a high level of scalability and is therefore weltetito manage resources
in core IP networks.

IntServ, on the other hand, abides by a thorough classtitatistem: Network
resources are explicitly identified and reserved, and datag are treated in a per-
flow manner. Each particular data flow is assigned specific gao&meters known
as FlowSpec; imposing explicit reservations on the endrtpath which works in
a similar fashion to conventional circuit-switched netlgor

Resource Reservation Protocol (RSVP) [BZH] is a robust signaling proto-
col developed to operate within the IntServ model. It deflm®s applications place
reservations and how they can relinquish the reserved reseonce an RSVP ses-
sion is terminated. RSVP operation generally results inuess being reserved in
each node along the end-to-end path, although it can fundti@ugh non-RSVP
routers along the way.

While QoS mechanisms ensure application level performdRaapbility refers
to mechanisms that allow a node to move freely across diffesgabnets whilst
maintaining IP connectivity. Mobile IP (MIP) [Per02] is tloairrent standardised
mobility protocol by the Internet Engineering Task FordeTF) to facilitate mo-

bility of end nodes mainly in a wireless environment. Theitations of traditional
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IP addressing and routing are the main driving force behaibping MIP. In an
IP network each host maintains at least one unique IP addéessP address is
essentially comprised of two parts: A network prefix and a kaffix. This IP ad-
dress is not only used to uniquely identify the host, but &sfind a path to this
host from hosts in other subn&tcross an IP network.

The close coupling of the IP address a host uses means thah#dmges sub-
nets due to mobility, its current IP address should be censdlinvalid as it would
not reflect its new location at the newly connected subnet? Btldresses this is-
sue by allowing a host, called Mobile Node (MN) in MIP parlanto have two
IP addresses: a permanent Home Address (HoA) and a Careevegsi (CoA),
which is associated with the foreign subnet. Using MIP, isogh@y move across
different subnets whilst maintaining connectivity andhsparency at the applica-
tion level. With introduction of IPv6 networks, a new MIP stird named Mobile
IPv6 (MIPv6) [JP04] was proposed accordingly. Since itad#adisation, various
deficiencies have been addressed and proposed as exterfsioosg these, Hier-
archical Mobile IP (HMIPv6) [Cas00] and Fast Handovers fordi® P (FMIPV6)
[Koo05] are the most promising [PCTMHO03]. The first aims toueel the num-
ber of mobility signaling messages transmitted to the honb@et, while the latter
aims to reduce the handoff delay by acting proactively onbaradoff is deemed

imminent.

1.3 Migrating to 4G

In 4G wireless All-IP networks, two contradicting demandsse ubiquity and di-
versity. Users expect a large variety of services (withedéht QoS requirements) to
be delivered across a diverse platform of mobile and wisetesess technologies.

Since 4G systems will be based on an IP core network, arthredconsiderations

3A subnet, or “subnetwork”, is a logical group of connectetivaek devices, typically within
close physical proximity, sharing a common network prefix.
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Figure 1.4:Vertical and horizontal handoffs of a mobile terminal [HYO03].

in the IP layer become a key factor to 4G’s success. 4G maditeihals are ex-
pected to roam freely across different wireless systems iamtbing so, undergo
handoffs both horizontally and vertically. Figure 1.4 [H¥Gllustrates the concept
of horizontal and vertical handoffs. A horizontal handoficars when a mobile
terminal moves from one access point to another within tineesaireless system
(e.g. from one GSM cell to another). A vertical handoff, hoesm occurs when
a mobile terminal moves from one wireless system to anothgr from WiMAX

to GSM). The key challenges to migrate current systems toah@ heen reviewed
extensively in [HYO03]. In the work presented in this the#i® focus is on two main

network-level issues:

e Seamless Mobility: A mobile terminal should be able to roam across differ-
ent access points with minimal disruption in service (i.andoff execution

should be seamless at the application level).
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e Resource Control: An active application should be restored to an acceptable
level of performance (minimal, or no, degradation in QoSjeoa handoff is

completed.

Supporting QoS in 4G wireless networks poses a major clgelenainly due to the
varying characteristics of the different wireless systeamislved. End-to-end QoS
guarantees have to be established in the IP core layer (RShP). Once a mobile
terminal undergoes a vertical handoff (e.g. from an IP-8a8&MAX network
to a UMTS network), the IP-level QoS parameters could themapped on to the
equivalent UMTS-specific QoS parameters. Consequentlyi@edd IP-level QoS
guarantees serve as a common ground in managing applitetieinperformance
for such heterogeneous wireless systems.

Internet telephony services in the UK shed some light onuhaé of 4G. Mo-
bile Internet operator Truphone has launched the first rmololP service for Wi-
Fi enabled handsétsUsing the well-established Session Initiation Proto&iP)
[RSCF02], users can place and receive VoIP calls when they arenititie range
of a Wi-Fi hotspot and use the licensed mobile network atraihges. While the
concept of Voice-over-Wi-Fi (VOWiFi) is not considered @peering development,
a stepping milestone achieved by Truphone is its abilityamlitate seamless han-
dovers between mobile and Wi-Fi networks. Although the iseedefinition of a
true 4G network varies, Truphone’s mobile VoIP satisfieslisic requirements
of a 4G system: high data rates, all-IP infrastructure aedude of open Internet
standards (e.g. SIP).

In terms of broadband capabilities, research in Japan Iseegpéimistic results:
In controlled experiments, prototype phones were usedew B2 high definition
video streams in a vehicle traveling at 2 km/h. Officials frNifiT DoCoMo claim
that the phones were able to receive data at 100 Mbps on the amay at up to

1 Gbps while stationary [DoC07]. This was further increaseefdild at the end

4Truphone (Software Cellular Network Limited) has declaitsdlf the world’s first 4G network
operator with the launch of its mobile VoIP services basetlliokia’s E-series handsets.
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of 200€. In spite of this substantial achievement, researchenseatigat initial
implementations may restrict data speeds to 20 Mbps dueetoutrent high cost
of the technology. This however is still considered a sutigthimprovement from
the current 3G/3.5G speeds.

It is evident that the future of 4G looks bright. The two maintivations pro-
pelling its development are the broadband capabilitieggs-on connection), and
the economical incentives of a truly worldwide wirelesswak based on a hybrid

of mobile and wireless access technologies.

1.4 Ciritical Issues and Research Aims

The research presented in this thesis focuses on resourtreland seamless mo-
bility in the IP layer which will be the backbone of the 4G taclogy [JTKKO5].
Although QoS mechanisms, such as RSVP, address applidatiehperformance
efficiently, they were initially designed for land-basedt®yns whose end nodes do
not move. Once mobility of the end nodes is allowed, seveslas arise which
inevitably impact the RSVP performance.

The first issue relates to the failure of RSVP routers to estabkservations for
a MN, such as a Truphone handset, in foreign subnets. Asedtin Section 1.2,
a MN would start using a new IP address called the CoA once iesioutside the
boundaries of its home subnet. In MIPv6, however, the HomerA@HA) forwards
the MN’s packets to its new location using IP-in-IP encaasah [Per96], which
basically wraps packets with an external IP header. As dtraéflsa sender tries to
start an RSVP session with the roaming MN, the RSVP messagdsl Wwelfirst
encapsulated by the HA and then forwarded to the MN at thegorgubnet. How-
ever, RSVP routers along the way would not be able to iderti#gé¢ “concealed”

RSVP packets and hence no resources would be reserved folNhe M

5In December 2006 in Yokosuka, Kanagawa; Japanese mobileaainations company NTT
DoCoMo, claimed that it has achieved a maximum packet tregassom rate of approximately 5 Gbps
in the downlink using 100 MHz frequency bandwidth to a mobtigtion moving at 10 km/h.
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Similarly, if a MN has an active RSVP communication sessidiofigeit moves
to another subnet, it will lose any existing reservationsrad handoff occurs. This
is because the MN’s IP address has changed while the RSVRsa@ueestill in the
process of reserving resources using the old IP address. awvMNd therefore have
to initiate a new RSVP session using its new CoA. However, MIBn@ RSVP
were designed independently of each other and thereforatepas two distinct
functional blocks. A MN with an existing RSVP session wouldréfore undergo
two phases during a handoff: Mobility signaling and RSVP aly.

The first relates to the basic MIPv6 handoff delay, which esamount of time
it takes the MN to connect to the new subnet and acquire a new BaAng this
time, any traffic sent to or from the MN is lost (i.e. destipathost unreachable).
The second phase refers to the amount of time it takes the MMN:&te a new RSVP
session using its new CoA (RSVP signaling delay). During ilm&t communica-
tion is resumed with the MN, but receives best-effort treaitruntil the necessary
resources are reserved on the new link.

At the application level, the above-mentioned phases woeldbserved first as
a disruption in service (handoff delay), followed by a temgrg substandard level
of service (RSVP signaling delay). Since we are mostly caorextmwith real-time
applications, we measure the Total Interruption in Qo%ddJlas the time it takes
the application to return to its previous QoS level. Themfd ly.s is simply the
sum of the handoff delay and the RSVP signaling delay. The atim®research is
to reduce this value as much as possible.

Furthermore, a handoff would most likely change only a seaiiment of the
complete path between the sender and the receiver. HowRSdP currently has
no mechanisms to identify this and has to therefore estahlompletely new ses-
sion along the end-to-end path. This results in double vaiens on the unchanged
portion of the link for the same MN (one reservation usingdltelP address while
the other using the new CoA). In severe congestion scenarldbl’s own old reser-

vation could possibly block it from acquiring a new reseivaiafter a handoff.
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With these issues in mind, a feasible reservation modelldreatisfy the fol-

lowing design requirements:
¢ Interoperable with Mobile IP (specifically with IP-in-IP esgpsulation);
e Minimise Tlgesin the event of a handoff;
e Localise RSVP signaling to the affected sections of the eneird path.

A key aspect in the design process of any optimisation probeto identify the
constraint. In this particular case, the optimisation t@mst is to adhere to the
current RSVP standard (RFC 2205) [BZ®8/] and hence be backwards compatible
with it. Although incorporating this constraint into thesiign process would limit
the efficiency of the solution (since modifications to thetpecol would be kept to

a minimum), it has the advantage of simple integration int&/R¥outers. Within
the scope of this research, two reservation models are pedpoThe first takes
into account the optimisation constraint and hence reguii@imal changes to the
end nodes (without affecting other routers in the netwoid)e second, however,
reduces Tdos further, at the expense of requiring changes be made to allFRSV
routers in the network. Nonetheless, one could argue teatebond solution would
still be considered viable since RSVP routers are not widelayed and hence
such a solution could be standardised and integrated intdR8WMters in the near

future.

1.5 Thesis Overview and Contributions

The remainder of this thesis is organised as follows:

The next chapter lays the necessary background theoryreelfor this research
by presenting an overview of the Resource Reservation Piaaddhe Mobile In-
ternet Protocol. The functionalities and limitations otlbprotocols are discussed,

in addition to a review of proposed extensions. The chapim tontinues with a
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critical review of the research community’s related workhe area of QoS provi-

sioning mechanisms in wireless IP networks. This liteturvey was presented
at the Third Workshop on the Internet, Telecommunicatiors Signal Processing
(WITSP’04) in Adelaide, Australia, and published in the amehce proceedings
[BcMO4].

In order to accurately measure any improvements achievettwwy proposed
mechanisms, a performance benchmark needs to be estddisiaepoint of refer-
ence. Prior to this work, few speculations have been madbédyeisearch commu-
nity as to how would RSVP and MIPv6 nodes most likely interaaieal networks
[Tho02]; although no experimental or analytical models evdeveloped to fully

comprehend the issue.

Chapter 3 addresses this requirement by introducing a peaftce analysis
study to investigate the interaction of RSVP and Mobile IPm6l(iding its exten-
sions). The analysis framework is comprised of a simulaliased section to mea-
sure application-level performance, and a signaling aoaslyais section to measure
network-level performance. Preliminary results of thisdst were presented at the
IEEE International Conference on Communications (ICC’06) taribul, Turkey,
and published in the conference proceedings [BcMO0O6b].

Chapter 4 presents a mechanism for enhancing RSVP perfornoaacdvio-
bile IPv6 and its extensions, called Mobility Aware ResouReservation Protocol
(MARSVP). The key concept of MARSVP is to convey mobility-sibiecinfor-
mation using newly defined RSVP objects embedded in existingFR8essages.
This allows a single message exchange to establish botevdP-tonnectivity as
well as QoS guarantees on the new link. The appealing agriduMARSVP is
that it requires minimal changes to end nodes and hence ¢iimepaith the RSVP
standard RFC 2205. Preliminary results of this work were gt at the IEEE
Global Conference on Telecommunications (GLOBECOM’06) in Seamcisco,
USA, and published in the conference proceedings [BcMO6am@ehensive re-

sults were submitted as a journal article to the Computer Camuations journal,
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published by Elsevier.

In Chapter 5, stronger emphasis is put on improving RSVP padaoce over
Mobile IPv6 with less obligation to comply with RFC 2205. Inew of this, a
new packet classification mechanism for RSVP (called RSVP)H®Aroposed in
which routers are configured to classify flows based on theehaadress option in
the MIPv6 destination options header. Through this appgroatermediate RSVP
routers are able to correctly identify an RSVP flow, even at®N changes its
CoA. Moreover, a crossover router (COR) using this mechanismdegect the
changed portion of the end-to-end RSVP session and confine RigjiRling to
the changed nodes. Results of this study were accepted focatidn as a journal
article in the Wireless Communications and Mobile Computmgnal, published
by Wiley InterScience.

Finally, in Chapter 6 we conclude the thesis by presentingexommendations

and identifying the research directions for future workha field.
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Chapter 2

Mobility and QoS Support in
Wireless All-IP Networks

2.1 Overview

This chapter first reviews the basic principles of RSVP, Mlandl MIPv6 (in ad-
dition to two mobility extensions: HMIPv6 and FMIPv6). Thenictionalities and
limitations of each protocol are discussed. Once the readamiliarised with the
basic concepts, the chapter then continues with a compsafeeliterature survey
of the research community’s prior work in the field. The ktiere can be subdi-
vided into two sections according to the approach used: RISd4ed approaches,
and handoff-based approaches. The chapter then concluithea summary of the
remaining issues of RSVP and Mobile IP interaction and pantshe method in

which they should be addressed.

2.2 Resource Reservation Protocol

The Resource Reservation Protocol (RSVP) [B2B] was standardised by the

Internet Engineering Task Force [IETF] to operate withie thtegrated Service
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Figure 2.1:RSVP message format.

(IntServ) model [BCS94]. RSVP is essentially a network-cdmgrotocol used by

hosts to guarantee certain levels of Quality-of-Service}Xor time-sensitive ap-
plications such as Voice-over-IP (VolP) or Video-over\RK). RSVP is a receiver-
initiated protocol in which the sender advertises the dattarsstics of its pending

data flow (data rate, token bucket rate and token bucket dfzbg receiver chooses
to accept the connection, necessary resources (bandwliired to satisfy the ad-
vertised data flow characteristics) are reserved upstreaarts the sender.

The main motivation behind this receiver-initiated designo cater for large
multicast broadcasts where different receivers may reqglitésrent levels of QoS.
RSVP also permits merging of multiple reservations whichieases its scalability
for such broadcast applications. Within the scope of thesid) however, RSVP’s
multicast and merging abilities are not delved into, maimdcause we focus our
attention to unicast communications typically used in téalmobile networks. It
is also worth noting that RSVP does not perform its own roubograther com-
plements the underlying routing protocol by prioritisifgetway in which certain
packets are handled by routers. RSVP is usually transpovierdU4DP or directly

over IP.
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Two main message types exist in RSVP: The Path message andshenes-
sage. A sender establishes an RSVP session by sending a Pethgeevhich

contains three important pieces of information known as@tsj(Figure 2.1):

1. Sender Template, which essentially consists of infolenaised to correctly
identify packets that belong to the sender’s data flow (egder’s IP address

and port number).

2. Sender Tspec, that specifies the characteristics of dffectto be sent, and

hence the desired level of QoS.
3. PHOP, which is used to store the IP address of the previgusduter.

As the Path message propagates downstream towards theer€Eggure 2.2), it
does not reserve any resources but rather installs whdersed to as th®ath State
in every intermediate router along the way. The Path Statsesl to store the IP
address of the previous hop (PHOP) router. This informasarsed to ensure that
when the receiver replies with a Resv message, it is routeebiidpp upstream
along the reverse path of this associated Path message.

Once the Path message reaches its destination, the rebai¢he choice of
either accepting the connection or rejecting it. If the nemeaccepts the connection,

it generates a Resv message which contains the following R®jéete:

1. FlowSpec: Defines the desired QoS level to be assignee tiatia flow (may

not necessarily be the same as the advertised QoS level Hathenessage).

2. FilterSpec: Contains information needed to correcthyniifg the sender’s

data flow, in addition to the session information.

At every RSVP-enabled router along the way, the Resv messagedsssed by

the router's RSVP module which first consults two decision uhesl (Figure 2.3):

1. Policy Control Module: To check whether or not the user lthsinistrative

permission to make the reservation.
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Figure 2.2: Path and Resv messages exchanged between sender and re-
ceiver to reserve resources along the way.

2. Admission Control Module: To check whether or not there suicient

available resources to deliver the desired QoS level.

If the request successfully passes both decision moduleS, gdarantees are
implemented using two modules that together constitutdth#ic Control Mech-

anism:

1. Packet Classifier: Used to classify packets and identify R&&vs.

2. Packet Scheduler: Implements QoS for each flow, using bitieecservice

models defined by the Integrated Services Work Group.

The RSVP module passes the FilterSpec object to the paclesifea and the
FlowSpec object to the packet scheduler. This effectivetpldishes the required
reservation for that particular flow and the Resv messagewgafaed upstream to
the next router using the address stored in PHOP. The precesseated for every
router along the way until it reaches the sender which is ready to send its data
flow. However, in the case that any router fails to reservenieessary resources,
a ResvErr message is generated and is sent downstream tdkardseiver, relin-

quishing all preceding reservations.
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Figure 2.3:RSVP functional diagram.

If a reservation request is successful and the sender haslsés data flow
(i.e. is ready to terminate the connection), it sends a Resvifessage that tra-
verses downstream towards the receiver, relinquishingtigting reservations and
hence freeing up valuable network resources. However, tisgTRar message is
not restricted to the sender: A receiver aware that the @e$sis ended (or is no
longer interested in the session) could send a ResvTear geegpatream, thereby
releasing the reservations.

An important characteristic of RSVP is that its reservatimtpuire periodical
refresh messages to keep them alive. This is performed attsetals where the
sender generates a Path message down towards the receaivex@etts a Resv
message in reply. The advantage of this method is that ir#msinission from the
sender to the receiver ends abruptly (i.e. none of the twtsteends a ResvTear
message) the existing reservation’s refresh timer (lacaieeach RSVP router)
would eventually expire after a certain period of time anddegeresources would be
freed regardless of the ResvTear message. The disadvamthigeapproach is ap-
parent: network resources are consumed by the periodicaPR8esh messages.

As a result, every active call will create significant signgloverhead.

Another important characteristic is that RSVP reservatayesimplex. As are-

sult, RSVP treats the sender as an exclusively independgtyt 'eom the receiver;
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even though in duplex applications sender and receiveliracttaneously. There-
fore for such applications, two distinct reservations widuve to be made: One in
the downstream direction (Caller A to Caller B) and another @r#dverse direction
(Caller B to Caller A).

Finally, RSVP is flexible in that it can operate through patte tross networks
which do not deploy RSVP-enabled routers. In such netwoirks, RSVP message
arrives at a non RSVP-enabled router, the router forwardR8¥P message with-
out inspecting it or making any reservations. However, i thessage reaches an
RSVP-enabled router further down the way, reservationsdesiill be established
in that portion regardless of the preceding non-RSVP secfidns proves useful
in realistic implementations of reservations across therhet. RSVP is typically
deployed in access networks where bandwidth needs to b&atedwand could be
in scarcity; while in Internet backbones there is usuallpknbandwidth and hence
tight resource control may not be critical. Therefore adcgpRSVP session would
reserve resources at the sender’s access network, followadnon-RSVP cloud
across the Internet, then once again reserve resources ggdhiver’s access net-

work.

2.3 Mobile Internet Protocol

The Internet Protocol (IP) has proven to be a successfularktiayer protocol. It
provides a host with an IP address used by other hosts to caroate with it across
the Internet. IP achieves this by implementing a distindrasglsing mechanism that
splits an IP address into two portions: a network prefix andst Buffix. The first
specifies the network in which the host is located while thttetainiquely identifies
the host within that network. This addressing format allowsters to efficiently
route packets across the Internet since IP packets aretieflgeouted according
to their network prefixes. Once a packet arrives at the dsstims edge router,

the host suffix is used to deliver the packet to the concerostlih the destination
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network.

Although this approach which couples closely a host’s IPresklto its home
network facilitates universal packet routing, it is sigaonfined to stationary nodes.
Once the mobility of a host from network to network is perettt complications
start to occur: a Mobile Node’s (MN’s) IP address becomeslidvas it moves
from one network to another since it no longer reflects the $/dirrent location
at the foreign network (the network prefix still points to theme network). To
address this issue, the IETF standard called Mobile IP ({RB)02] was proposed.
MIP provides an efficient mechanism that enables a MN to sesstyl roam across
different subnets whilst maintaining its IP connectiviffhis transparency above
the IP layer allows a user, for example, to maintain an a@wglication such as
VoIP while moving freely from one WLAN to another. MIP accongples this by

allowing a MN to have two IP addresses:

e Home Address (HoA): The conventional permanent IP addrésiseoMN

used by all nodes to communicate with it, regardless of igstbocation.

e Care-of-Address (CoA): A temporary IP address assigned ththievhen it

moves into a foreign subnet.

These IP addresses are managed by two MIP entities: The Hgmet AHA) and
the Foreign Agent (FA). The HA is essentially a MIP-enablateway at the edge of
the home network that stores information in its binding ea@nregularly-updated
table containing information about local MNs). The FA, oe thther hand, is a
MIP-enabled gateway at the foreign network that assigns QoAasiting MNs.
When a MN leaves the boundaries of its home subnet and entersigrf subnet
(Figure 2.4), it acquires a CoA from the FA and has to then nasfHA by send-
ing it a Binding Update (BU) message which contains the MN'AHmd CoA.
Upon receiving the BU, the HA creates an entry in its bindiaghe associating
the MN'’s new CoA with its HOA, in addition to replying to the MNithi a Binding
Acknowledgment (BAck). Any packets destined to this paitac MN (using the
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Figure 2.4:A Mobile Node undergoing a handoff in Mobile IP.

HoA) would be intercepted by the HA, encapsulated with the @sAhe destina-
tion address and forwarded to the MN (i.e. packets are tedniebm the HA to
the MN). In essence, this forwarding mechanism is analogotise conventional
postal system in which a customer could move cross-coumitdyagquire a new
mailing address. The customer would then subscribe to thefomaarding ser-
vice, in which all mail destined to the old mailing addresaulgobe forwarded by
the local post office to the customer’s new mailing address.

As is the case in such postal systems, it is more efficienti®MN to directly
receive its packets (using the CoA) rather than have themetadrby the HA. A
Correspondent Node (CN), for example, could be co-located thi¢ MN at the
visited foreign network but would still have to send packetsg the HOA across
the Internet to the MN’s home subnet, only to have them twethbhck to the MN
by the HA. This indirect routing delays the delivery of the Mdackets, in addition
to placing unnecessary burden on networks and routers giengay. To overcome
this, an extension called Route Optimisation was proposeddPwhere the MN
sends an additional BU to the CN. This notifies the CN of the MNéa/ rCoA,
thereby facilitating direct communication and avoiding tbreviously mentioned

triangular routing.
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The initial MIP proposal was principally designed to offeoliity to IPv4
nodes, and is hence duly referred to as MIPv4. With the adveRv6, Mobile
IP naturally evolved from MIPv4 to MIPv6. The new MIPv6 prgab not only of-
fers the inherit large addressing space of IPv6, but alse adderal improvements
[JPO4]:

e MIPV6 does not require a dedicated FA to assign CoAs at thegiorestwork.

¢ Route optimisation is a fundamental part of MIPv6 and is noadded ex-

tension.

e Route optimisation operates securely without pre-arrasgedrity associa-

tions.

In MIPv6, a MN acquires its CoA using either a stateful or &g address configu-
ration. Stateful address configuration utilises the Dymarost Configuration Pro-
tocol for IPv6 (DHCPv6) [DBV 03] and hence requires a dedicated DHCP server
(located within the boundaries of the visited network) teigis and control IP ad-
dresses. This address configuration mechanism is uselid ifeétwork administra-
tor requires tight control of addressing. Stateless aatdiguration, on the other
hand, gives the MN the flexibility to configure its own CoA. Tiesaccomplished
by appending the MN’s Ethernet hardware address (also krr®MAC address)
to the network prefix received in the advertisement genétayethe visited access
router. Furthermore, according to [TN98], the MN shouldfpen Duplicate Ad-
dress Detection (DAD) in order to verify the uniqueness efgenerated IP address.
This is done by the MN advertising the generated CoA, and ifostdreply indicat-
ing that an address conflict exists, the CoA is considered aald is hence assigned
to the MN.
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2.4 Hierarchical Mobile IPv6

Although Mobile IP enables seamless mobility of end nodedoes not take net-
work scalability into account: Every time a MN performs a daff, it acquires
a new CoA and has to send BU messages across the Internet té isdHCN
(in addition to receiving the associated acknowledgment#en considering the
growing number of mobile devices and available access mksyMIPv6’s signal-
ing overhead could impose a significant burden in such higbilihoscenarios.
Hierarchical Mobile IPv6 [Cas00] was introduced as an extento MIPV6.
HMIPV6 organises a foreign network into a multi-level hietay architecture, iso-
lating a MN’s global mobility (movement across differentgets) from its local
mobility (movement between two access points that belontdpéosame subnet).
When a MN first enters a HMIPv6-enabled foreign network (i.eabgl mobility
occurs), it acquires two CoAs from the Mobility Anchor PoitAP) which is

essentially an FA at the highest level of the hierarchy (Fedi5):
e Regional Care-of-Address (RCoA)
e Local Care-of-Address (LCoA)

The RCoA is valid throughout the MN’s duration of stay at theefgn network
(regardless of any local movement), and is therefore theeaddised by external
nodes to communicate with it. The LCoA, on the other hand, lisl\waly on the
exact link that the MN is connected to and is only known to th&Ryiin addition to
any local nodes within the foreign network. The MN then nesifits HA and CN
of the RCoA through a BU message. It also notifies the MAP of iecelocation
by sending it another BU message indicating its LCoA. As alteswy packets
destined to the MN are sent using the RCoA. Once a packet retuhddAP, it
checks its binding cache and retrieves the MN’s LCoA, endapssi the packet
with the LCoA, and then forwards it down to the MN'’s exact locat

Although this multi-addressing mechanism might seem icieffit at first, it sig-
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Figure 2.5:Local and Global Handoffs in Hierarchical Mobile IPv6.

nificantly reduces signaling overhead and handoff latenlsgrconsidering local
mobility: When the MN experiences a local handoff (i.e. cariado a different
access point within the same HMIPv6 foreign network), ityoatquires a new
LCoA whereas the RCoA remains unchanged. The MN then notifié$AR of its

new location by sending it a BU message. This hierarchicdtess$ing limits local
mobility signaling to the edge of the foreign network, in dibth to significantly

reducing handoff latency since the BU only traverses todballMAP (as opposed
to across the Internet to the HA and CN). As a result, the MNésllonovement at

the foreign network is completely transparent to the HA and CN

Due to its efficiency in managing local mobility, HMIPV6 isteh referred to as
a Micro-Mobility protocol and is used within access netwsrklIPv6 on the other
hand, is used for global mobility (Macro-Mobility protogoAnother advantage of
HMIPV6 is that it is backwards compatible with MIPv6: In thase that a MN’s
home network deploys only MIPv6, the MN could still use HM&at the foreign
network while using the RCoA as tlemnventionalCoA to communicate with its
HA.
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2.5 Fast Handovers for Mobile IPv6

Fast Handovers for Mobile IPv6 (FMIPv6) [Koo05] was deveddgo reduce the
latency perceived by a MN during a handoff, without much eag$on mobility
signaling load. The main goal of FMIPV6 is to allow a MN to menfigure its CoA
before it moves into the new subnet, and be able to immegiagts it once it gets
connected to the new Access Router (nAR). Another key advardbgMIPV6 is
that it also establishes a temporary forwarding tunnel betvthe old Access Router
(0AR) and the nAR during handoff execution. The idea is thatecime new CoA
(nCoA) has been negotiated and the MN is about to disconnewt fis existing
subnet, the 0AR is requested to forward any incoming dateheoMN to the nAR.
This temporary tunnel ensures that no packets are droppetydwandoff execution
since the nAR would buffer them temporarily and once the Mdbmmects at the
nNAR, the nAR would deliver them using the nCoA.

A handoff is essentially comprised of two sub-processes:Ltyer-2 handoff
and the Layer-3 handoff. The first consists of the physicatess of the MN con-
necting to the new access router, while the latter consiststavork-level signaling
required to gain a new IP address and hence resume IP-leveéctivity. A key
requirement of FMIPv6 involves the anticipation of the MN®vement.

This requires the involved nodes to gather information ftomer layers (e.g.
signal power measurements) to inform the Layer-3 mechafidviiPv6) that a
handoff is about to occur. This ensures that the Layer-3dfindmmences before
the one at Layer-2 (i.emake-before-bregk However, in the case that FMIPv6
fails to anticipate a handoff, a MN could still perform a centional handover as

outlined in the MIPv6 standard. Four message types aredinted in FMIPV6:
e Router Solicitation for ProxyRtSolPr)
e Proxy Router AdvertisemeliPrRtAdv)

e Handover Initiation(HI);
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e Handover AcknowledgmergHAck).

FMIPVG6 is executed in two phases, the firspre-handoffand involves nCoA con-
figuration while the second is executed during the actuadlbfimnd involves trig-

gering the forwarding mechanism:

Pre-handoff

When a MN receives information about an anticipated hand(ibeough Layer-
2 triggers), it sends a RtSolPr to its 0AR containing the IPrestl of the nAR to
which it wishes to attach to (Figure 2.6). The 0AR uses tH@rmation to configure
the nCoA and sends this information back to the MN in a PrRtAdgsage. The
O0AR also sends a HI message to the nAR, informing it of the MMisent CoA

and the proposed nCoA. The nAR checks the nCoA and, if valid reply with a

HAck to the 0AR; the two ARs then stand by for the actual handoff.
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Handoff Execution

When the Layer-2 handoff isimminent, the MN sending a BU tadAR just before
it disconnects. Upon receiving the BU, the 0AR sends two BAdssages, one to
the MN (to inform it that the binding was successful) and aeotto the nAR to
notify it of the incoming forwarded packets for the MN. Dugithe actual handoff,
the 0AR forwards all the MN’s packets to the nAR which tempibyduffers them.
Once the MN enters the nAR'’s subnet, it notifies the nAR by senidia Neighbour
Advertisement (NA), to start receiving the forwarded pask&’he MN continues
receiving its forwarded packets (using the oCoA) until ities the CN and the
HA of the nCoA through two BU messages. Once the CN and the HAGtried,
packets could then be delivered directly to the MN using @sA.

2.6 QoS Provisioning Mechanisms in Wireless Net-

works

2.6.1 The Two Approaches for QoS Provisioning in Wireless Net-

works

IP protocols have been designed to operate in wired netwesksy fixed IP ad-
dresses. The behaviour of these protocols can be affedet{snes considerably,
as in the case of RSVP) once mobility is allowed and IP addsease dynami-
cally assigned and changed constantly. This is largely dteet fact that protocols
supporting mobility and QoS have been developed indepéiydsreach other.

To resolve this matter, two main approaches have been ahkeerby the re-
search community (Figure 2.7): The RSVP-based approachhartdandoff-based
approach. The first aims to modify default RSVP in order to mbkeore efficient
and feasible in wireless scenarios, while the latter maglifie mobility signaling

mechanism to incorporate QoS signaling. The following isestreview several
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Figure 2.7:QoS Provisioning Mechanisms in Wireless Networks.

proposals that fall within these two approaches, outlinirgcontributions and lim-

itations of each.

2.6.2 RSVP-based Approaches
Mobile Resource Reservation Protocol

Talukdaret al. [TBO1, TB99] proposed one of the first extensions to RSVP, called
Mobile RSVP (MRSVP) in order make it feasible for deploymentineless net-
works. MRSVP relies primarily on advance resource reseymatin neighbouring
subnets made by the Mobile Agent (MA) on behalf of the MN. Idasrto achieve
this, however, a MN must provide a message calfl&peowhich contains informa-
tion about the MN’s movement and the prospective subnet tadied. MRSVP
also supports two type of reservatiorctive reservationgcurrently used by the
MN) and Passive reservation@dvance reservations for the MN but not currently

allocated to it). Three new message types are also intraduc®RSVP:
1. MSpec message.

2. Passive Path message.
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3. Passive Resv message.

A typical MRSVP session commences in a similar manner to thatamdard
RSVP: A sender sends a Path message to the receiver (irgtdith state in routers
along the way), and the receiver (MN) replies with a Resv ngss$a activate the
soft-state reservations along the reverse path. MRSVP,eattter hand, adds the
following procedure: The MN also sends an MSpec message MAtwhich estab-
lishes passive reservations (using the Passive Path asiyé&esv messages) on
behalf of the MN at the nominated subnets indicated in the &S3pessage. Once
the MN moves into one of these subnets, the passive resarvatthat particular
subnet is activated while the active reservation in the olthet becomes a passive
one (Figure 2.8). Although this approach reduces the timgaired to re-establish

an RSVP session after a handoff, it suffers from several daalsd

e Itassumes a MN’'s movement to be deterministic, which is Boessarily the

case in real life scenarios.

e It forms a possibly large set of passive reservations whitdces the net-

work’s bandwidth utilization.

e A MN may have to suffer from a long waiting time before all thaspive

reservations are completed in order to start receiving RSMP data flow.

¢ In order to make the passive reservations, a communicataognl needs to
be implemented between the mobility proxies; which incesagbe complex-

ity of the network.

To improve network utilisation, passive reservations imghbouring subnets
could either be assigned to other data flows requiring weQké& levels or used for
best-effort services. However, when the MN moves into thmetiand activates the
reservations, theses flows may be affected. Mahmoaatiah [MH99] proposed a

Progressive Resource Registratiorechanism as an extension to MRSVP in order
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to address the first issue mentioned above: The MA acts as aR B&Wer and dis-
tributes a Path message to all neighbouring mobile proxa&hkdr than use MSpec
to send a Passive Resv message to nominated mobile proxes)n&thod checks
for the available resources at router-level along the p@tlal surrounding MAs.

Each MA could then either reply with a Resv message (invokiagsive reserva-
tions) or reject the reservation with a ResvErr message.oAth this procedure
eliminates the need for the MSpec message, it still suffens fthe same disad-
vantage of poor resource utilization, as well as addititradlic overhead (since all

surrounding cells are invoked).

Sender-initiated and Mobility-support Reservation Protool

Shangguaret al. [SSKO00] proposed Sender-initiated and Mobility-supporséte
vation Protocol (SMRP) as a fundamental modification to RS&#Rar than a com-
plementing extension. The authors argue that RSVP was aesgpecifically for
multicast groups and hence incurs additional processidgstorage overheads on

the network routers. This is mainly due to RSVP’s receivetiated approach:
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Each receiver makes its own reservation based on the infanmadvertised by
the sender. This detachment of the path-finding process esetvation-setup is
reflected in RSVP’'s implementation (Sender sends Path vexaeiplies with Resv)

SMRP is essentially a sender-initiated protocol, adaptedfiacast communi-
cation. The path selection and resource reservation is ic@thlinto one process.
An SMRP sender initiates a session by sendifRpguesimessage to the receiver.
This message is processed by every intermediate routeg #he@nway, checking
for the available resources. Every router stores the raBenvrequest as a success
or a failure, modifies the Request message accordingly améfds the message
downstream to the receiver. The receiver then simply rettlrase results through
an Echomessage sent back to the sender. This technique cuts thespnog time
in half since all processing is done in the Request messade thieiecho message
simply informs the sender of the results and is not procelsgeshy routers.

Another advantage of SMRP is the improved soft-state reBenvenechanism:
A sender does not have to periodically send Request messagederr to refresh
the reservations as along as data is being transmitted. Beapgssages are only
required in idle mode (no data is being sent to the receiver).

Given the above mentioned advantages, SMRP still suffera tioe setback:
An SMRP Agent needs to be installed in all nodes along the erehtl path be-
tween the sender and receiver in order to successfully deépldRP. Although
SMRP could function in non-SMRP clouds, it would not be ableunction if
any RSVP routers exist at any point down the line. Therefamfa practical point
of view, SMRP would not be commercially appealing since it @ backwards
compatible with RSVP.

Wireless Lightweight Reservation Protocol

The Wireless Lightweight Reservation Protocol (WLRP) [Paf@#8posed by Param-
eswaran, incorporates loss tolerance into the reservptmress. A MN not only

specifies the required QoS level, but also the degradatiahilas willing to toler-
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ate. The author argues that this approach increases thahplitbof an on-going

application to establish a successful reservation in tegged subnet. Moreover,
WLRP utilises passive reservations in neighbouring submetsraplements hard-
state for its active reservations in the existing subnet. ARFtenabled MN peri-
odically sends out two messagesMbbility Profile (anticipated motion path), and

anApplication Profile which consists of the following:

e br: Application data rate.

e LNEG Loss negotiability, which is a negative degradation ofdpplication’s
acceptable loss in data rate (from O to 1) that an applicaiailling to accept

in order to avoid rejection under overload.

e LProfile: Loss Profile, an application can choose either a distribatea

bursty loss.

e QHO: Levels of service an application expects during a handoff.

The Mobility Agent (MA) monitors the periodically receiveédobility Profile (to
predict the MN’s anticipated subnets to be visited) and Agapion Profiles (to send
passive reservations to the nominated subnets). The suocéslure of these pas-
sive reservations is then fed back to the MN, thereby progdne user with a QoS
forecast of the surrounding subnets. In the case that trevpagservations fail in
a particular subnet, the user has the choice of either chgrige route to another
subnet or staying in the current subnet.

Unlike RSVP, WLRP requires no refresh messages since its aetgegvations
are hard-state. An active reservation expires by an exgeardown message sent
to the old subnet. Passive reservations, on the other hemdp#-state and can be
used to support best-effort traffic in neighbouring subnetd they becomes active
when the MN enters the subnet. Since these passive resaivatie soft-state, they

automatically expire after a network-tunable durationimiet
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When reviewing WLRP, the true benefit of utilising hard-stasereations seems
particularly questionable. In hostile environments ofelMss communications, the
probability of an active session being ended abruptly isiB@ant. For example, a
session could be terminated due to low signal levels (capp)Jior a mobile device’s
battery running out. In such conceivable situations, aivadV/LRP reservation
would theoretically be held for an indefinite amount of tiniece the MN would
not have sent a Teardown message to the subnet.

Another questionable attribute of WLRP is its tolerance foowdr level of
QoS. From a commercial point of view, a service provider isl lmEcountable for
the level of service it provides. Whereas in WLRP, there is neifipgguarantee
to deliver the desired Qo0S. Some applications, such as \dmdeVideo over IP,
explicitly specify a set of QoS parameters necessary torermuacceptable level
application performance. In WLRP however, there is alwaysamcé that a user
will be assigned the lower-bound QoS level. With a growingber of occurrences,

this could affect the user’s experience and dissatisfaatith the service provider.

Adaptive Resource Reservation Protocol

When a handoff occurs, only a specific portion of the entire-tereind path be-
tween the sender and receiver is affected. Nonetheless, RB¥B this session as

a completely new one and hence renews the entire end-toag¢hd4daptive RSVP
(ARSVP) [MTT"03] was proposed to confine the RSVP re-establishment process
to the changed portion of the link. Routers are required tongethe next hop
(NHOP) router address, in addition to the standard PHOPp@sfeed in the RSVP
specification). ARSVP introduces a hew message, c&kalch used to identify

the changed nodes in the event of a handoff. When a MN with astiegiRSVP
session is about to disconnect from its subnet, the follgyirocedure is followed

(Figure 2.9):

1. A MN sends a Search message from its old Access Router (0AtRg toew
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Figure 2.9:ARSVP existing and renewed reservations.

Access Router (NAR).

. Since this message travels from the 0AR to the nAR, it affelgt passes

through the nodes that will change in the new RSVP connection.

. As routers receive and process this Search message,ezacts the IP ad-
dress of the PHOP router and the NHOP router as P&y and NHOREgarcH

respectively.

. The PHORgzarcHand NHOREgarcH are compared against the original RSVP
session’s PHOP and NHOP stored in each RSVP router. Thigieéilsaden-
tifies the changed nodes in the link, the routers then uptaie tespective

Path states with the IP address of the new nodes.

. Once the MN completes the handoff, it receives this Seaetsage from the

NAR, and replies with a Resv message to the sender.
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6. When a router receives this Resv message, it refers to isidé entries and
either reserves the new link (if it is part of the changedipajtor maintains
the current link reservation and forwards the Resv messagigeam (if it

hasn’'t changed).

In this process, only the reservations in the changed reater renewed while
the routers that are common between the old and new pathfarmédtered. An
important observation is that ARSVP assumes that, if a rasteommon between
the old and new RSVP session, it would not be renewed and the iRessage
would simply be forwarded upstream towards the sender.

The RSVP Packet Classifier, however (Figure 2.2), classifiesHR@&¢kets ac-
cording to the IP addresses and port numbers of the sendeeeigler. Since the
MN would change its IP address after a handoff, the resemstivould therefore
not be applicable to it. This implies that ARSVP assumes thdiNgs IP address
doesn’t change after the handoff and is therefore suitatlle for simple WLAN
scenarios that deploy several access points serving a&siegess router. In such
architectures, users are assigned unique static IP addrésg. a university cam-
pus). Hence for true seamless mobility, a feasible soligfwuld cater not only for

changed nodes, but changed IP addresses as well.

RSVP Mobility Proxy

The key idea behind RSVP Mobility Proxy (RSVP-MP) [PKZMO02] csénhance
QoS and mobility functions while at the same time minimisthg modifications
required to the existing infrastructure and protocols. R3X#P relies on a hier-
archical mobility architecture (such as HMIPv6) since dl&es signaling within
the access network. In the same manner that a MAP controlditpaignaling at

the edge of the access network, RSVP-MP is responsible for RS&43age han-
dling. RSVP-MP could be implemented at the MAP, although nasg a crucial

requirement.
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As outlined in section 2.4, HMIPv6 allows a MN to have two IRlegsses: the
RCoA for communication with external nodes, and the LCoA foelinal commu-
nication within the access network. If default RSVP is deptbythe IP-in-IP en-
capsulation performed at the MAP would effectively condbalRSVP messages’
identity from routers, and would thus be forwarded as nomash packets (i.e. no
reservations are made). This is because the IP-in-IP enlcgdios assigns an outer
packet header with a protocol ID number of 4 while RSVP usesméddition to
concealing the router alert option (RSVP uses this to infaratars that the packet

needs to be processed).

RSVP-MP modifies the content of inbound and outbound RSVP rgessawap-
ping the MN’s RCoA and LCoA (depending on the direction of theked This
method ensures that reservations are successful regaafiiéee HMIPV6 architec-
ture since RSVP-MP avoids the IP-in-IP encapsulation of RS\éBsages at the
MAP. This is performed using Dynamic Address TranslatioATP For an RSVP
message originating from a MN inside the network to a CN oetsiet network,
RSVP-MP swaps the LCoA with RCoA (in the source address field)il&ilyy any
packet destined to a MN residing in the network is intercg g RSVP-MP and
the RCoA is swapped with the LCoA (in the destination field).

In the event of a local handoff where the MN is the receiver,M $¢nds a BU
(with the new LCoA) to the MAP which notifies the RSVP-MP. Sinbe MN is
the receiver and therefore can not renew its RSVP sessiog asiesv (it needs
to reply to a Path message), RSVP-MP sends a Path messageMbl thie behalf
of the CN (using the CN’s IP address). This triggers the MN whiaglies with a
Resv message; RSVP-MP then intercepts this message and swdpSdA with
the RCoA. Although this Resv message does not create any résasvheyond
the MAP (the RCoA hasn’t changed), it is forwarded as a peradd®SVP refresh

message.

Similarly if the MN is a sender and undergoes a local handbifsues a Path

message towards the CN in order to re-establish the RSVP se3$ie RSVP-MP
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intercepts this message and replies with a Resv messageNtiNliiesing the CN'’s
address). The RSVP-MP also swaps the LCoA with the RCoA in therRatisage
and forwards it to the CN (as a refresh message).

As can be observed, RSVP-MP not only enables reservationsIMIRvV6 net-
work (avoiding IP-in-IP encapsulation), but also signifita reduces the RSVP re-
establishment time after a handoff (RSVP signaling is exghdrbetween the MN
and RSVP-MP rather than the CN). RSVP-MP is an efficient prottadl moves
the complexity away from the end nodes, and performs cepdicket processing at
the edge of the access network.

Nonetheless, RSVP Operation over IP Tunnels [TKWZ00] seeraslieve the
same goal with less complexity (no RCoA and LCoA swapping), olitaah to not
being restricted to a HMIPv6 network (could be applied to #hyunnel). RSVP
Operation over IP tunnels, recursively sends a Path messatie tunnel entry
point and creates a separate RSVP session over the tunneakfdree when this
mechanism is used with HMIPV6 it effectively establishes tndependent RSVP
sessions (the external one and the local one). This en&lgl®4N to re-establish the

local session in the event of a local handoff without modifythe external session.

2.6.3 Handoff-based Approaches

The previously mentioned approaches are all considereshgixins of RSVP and
hence implement two independent functional blocks: Thelbtirprocedure and
the RSVP re-establishment procedure. The following apfresaim to integrate
the two procedures into one, thereby reducing the signidexdjand handoff latency

experienced by a MN.

QoS-Conditionalised Handoff

Qos-Conditionalised Handoff [SKO03] is designed over a HMIwrastructure in

order to utilize its inherited advantages. A QoS option ideatito the IP header of
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the Binding Update message (BU) to include QoS-related dathis consequently
called aBU+QoSmessage. This approach allows the MN to perform a one-pass
check for resource availability during the handoff proaediérurthermore, the pro-
posed approach assumes that the coverage areas of thesssalmets overlap in

order to provide the MN with a choice during handoff execatio

When a handoff is about to take place, the MN sends a BU+QoSagess the
MAP via the new Access Router (nNAR). As the message propagpstéteam, each
router passes the QoS parameters (stored in the QoS option}s internal QoS
mechanism. Resources are checked for availability and asrved if available.
The message is then forwarded to the next hop. If resoureesaravailable, a
negative Binding Acknowledgment (BA+QoS) is sent downstréa the MN (re-
leasing any prior reservations made in previous hops). TNetén has a choice of
either retrying with lower QoS requirements or choosingféergnt access router.
However, if all resources are available (BU+QoS messagsesathe MAP) a pos-
itive BA+QO0S is returned to the MN and the MAP’s binding cacheipdated to
reflect the new LCoA. Finally, the MAP sends a Teardown mesgagards the old

Access Router (0AR) to release the reservations in the old path

The advantage of this proposal is apparent in the shorter dielay due to the
merging of the handoff process and the RSVP re-establishr@enthe other hand,
the fundamental drawback of the proposal is that it expicgquires the MN to
send the BU+Qo0S message through the new access bmiteethe actual handoff
occurs. This puts a strict requirement on highly overlagpioverage areas, in
which the MN could access both the old and the new accesssaiteultaneously
during the execution of the proposed mechanism: Maintarctdmnection with the
OAR to continue receiving data packets while resource dhgdks done through
the nAR. Another point to consider is that the proposed mashamnequires all
nodes involved to be modified, which is not highly appealirapf a commercial

viewpoint.
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QoS-Aware Handoff using RSVP

QoS-Aware Handoff using RSVP [BAO3] works in a preemptive mamand fo-
cuses on reducing the latency of handoff call admissionrobnHandoff call ad-
mission control mandates that, if a connection requiretacetevels of QoS, it
should not be accepted during a handoff unless resourcesaitable in the visited
subnet (i.e. call is dropped if resources can not be alldgat€his puts a strin-
gent obligation on the network to either completely fulfiletQoS requirements or
decline the connection. Even though this approach coulcase the call block
probability, it would provide the network administratorcacate feedback regard-
ing the level of service provided and hence assist in morerate network planning
and improve the overall performance of the network.

The aim of the proposed mechanism is to reduce the latencarddif call
admission for QoS traffic by performing the resource avditgltheck well before
the handoff occurs. This results in a faster handoff respairsce result of the
QoS check is readily available in a continuously updatedlkde. This is achieved

through the decomposition of the conventional handoff mgssnto two:

1. Pre-Handoff Info: Is a non-real time component containing handoff-related
information such as: Mobile ID, Traffic Specification, QoSpextations and

Resource Demands.

2. Handoff Request Real time component containing minimal information
(Mobile ID).

The proposed mechanism also introduces two new RSVP mes&ageQuery
andResvQueryused to check for resource availability without making esgerva-
tions. Moreover, Expected Visitor List (EVL) processorgddo be installed at all
surrounding subnets. An EVL processor maintains recorttssofandidate MNs in
EVL entries indicating the Pre-Handoff Information alonghwtwo dynamic fields:

Decision Acceptor Rejecy and Validity (valid or Invalid).
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The Pre-Handoff information message is sent from all MNsht&rtrespective
local EVL processors. The EVL processors then update théir éntries with the
gathered information (the Decision and Validity fields huerare not yet filled).
Next, all EVL processors exchange the generated informaioongst themselves
and hence every EVL processor gains the handoff informatidhe neighbouring
MNs. A resource availability check is made on behalf of themedidate MNs by
the EVL processors of surrounding subnets. This is done bgisg PathQuery
messages to the respective CNs. Unlike the conventional R&PrRessage, a
PathQuery message only checks for resource availabilttyout making any reser-

vations.

The CN then either replies with ResvQuerynessage indicating that the re-
quired resources are available (Decision field markeficagp} or a notification of
failure is sent back and the Decision field is markedRagect Regardless of the
Decision result, the Validity field is marked &&lid initially. However, if any of
the resource status in the network are changed (capacigase or decrease), it is
reflected in the EVL entry as follows: An increase in capavibuld change &e-
jectdecision’s Validity field fromvalid to Invalid, while anAcceptdecision remains
Valid (since more resources are available). In contrast if thaagpdecreases, an

Acceptdecision would becomiavalid while aRejectwould remain unmodified.

The method proposed reduces the handoff admission comtrdéS traffic
flows by preemptively checking for resources availabiliBlthough this process
helps reduce the decision-making process of acceptingdffandt does not af-
fect the actual handoff execution. This means that if a hHindaccepted, the
MN would still have to perform mobility signaling and the RS¥Rnaling inde-
pendently. Another point to consider the signaling load e network. The first
concern since the exchange of PathQuery and ResvQuery raedsetgveen EVL
processors and the respective CNs of surrounding MNs. Tlondemncern is the
synchronisation of EVL entries amongst the different EVbgassors. In a highly

congested network, this could affect the network’s pertomoe.
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Table 2.1: Summary of Surveyed Proposals.

Proposal Mobility New Modi fications New
Prediction Messages Nodes
MRSVP Y MN and CN Proxy
Agents
SMRP N All network entities -
WLRP Y MN and MA -
ARSVP N MN and all -
Internal Routers
RSVP-MP N DAT on all Mobility
RSVP packets Proxy
QoS-Conditiona- N MN and all -
lised Handoff Internal Routers
QoS-Aware Y MN and all EVL
Handoff Internal Routers Processors

2.7 Conclusion

This chapter outlined the necessary concepts requirethéareimainder of the the-

sis. RSVP’s functionality, in addition to Mobile IP and two itd enhancements,

was explored. Although RSVP is considered a mature protocfiked networks,

offering adequate levels of quality, various issues arisemconsidering deploy-

ment in wireless and mobile environments. This is largely thuthe independent

and non-synchronised standardisation of RSVP and Mobilehigh did not take

into account the joint performance of the two protocols.

The chapter also presented a literature survey of the @seammunity’s re-



lated work in the field (summarised in Table 2.1). All of theaemined proposals
reflected the diversity in the approaches used, whether tgnéig the standard
RSVP or by embedding QoS functionalities in existing hangofitocols. At the
present stage no flawless solution exists, but rather cosagiens that have to be
made. Each proposal tries to improve a certain aspect of dubhamism (e.g. sig-
naling overhead, latency or complexity of the signalingtpcol) at the expense of
another. For example, MRSVP provides a higher level of traresy and shorter
latency at the expense of excessive number of advance oesmsgervations. The
two handoff-based approaches, on the other hand, imposgharhevel of com-
plexity on the wired-network in order to alleviate the loadtbe wireless nodes by
integrating QoS signaling with handoff signaling.

Based on this literature survey, more efficient wireless Qu&tisns were in-
vestigated within the scope of this research. First, a p@doace benchmark and
methodology were established in order to serve as a refeneoiot and to accu-
rately measure any improvements achieved. The next Chaputedps the details
by introducing a performance analysis study comprised ahalation-based sec-
tion to measure application-level performance, and a §igaost analysis section

to measure network-level performance.
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Chapter 3

A Framework for Analysing RSVP

Performance over Wireless Networks

3.1 Overview

The growing popularity of advanced multimedia services ligblighted the im-
portance of Quality of Service as a key network ingredienaltocate resources
and ensure acceptable levels of application performantteetend users. However,
the introduction of node mobility makes QoS provisioningeaen more challeng-
ing task. Since RSVP and Mobile IP were developed indepehlydehéach other,
they can work quite efficiently when deployed separately.iffaeir functionalities
are combined, several inefficiencies arise in terms of Qd&rideation and under-
utilisation of network resources. The main reason being R&VP was designed
for end-systems whose IP addresses do not change. Onceétynofiain end-system
is allowed, the dynamically changing Mobile IP address itadly impacts RSVP

performance.

Various speculations have been made by the research comymasnto how
would an RSVP and a Mobile IP entity most likely interact inlreatworks, al-

though no experimental or analytical models have been dpedlto date for a
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full comprehension of the issue. The framework presentdtignchapter aims to
address this issue by quantifying the impact of mobilitytpeols on RSVP per-
formance. It is comprised of two components: A simulationdeldo assess the
application-level performance as perceived by the end aadran analytical model
to examine the signaling costs incurred at the networkkléMee results presented
in this framework serve as a performance benchmark and eerefe point when
proposing a more efficient QoS solution.

The simulation model is particularly focused on the effeftsnd-to-end packet
delay and packet loss on a Voice-over-\BIP) or Video-over-IP VIP) session un-
der different congestion scenarios. The E-Model (ITU-T Reemndation G.107
[ITOQ]) is used to assess the performance metrics of the eaferiments, while
the Peak-Signal-to-Noise-Ratio (PSNR) is used to assesstf@mance of VIP
experiments. Using these assessment methods, the sonuteults are mapped
onto realistic network figures, namely the R-factor and theaiM®pinion Score
(MOS), commonly used in real-life network planning.

The analytical model, on the other hand, examines the signebsts involved
during the execution of a handoff. The total signaling cestilculated as the sum of
the mobility signaling cost (binding updates and the asdediacknowledgments),
and the QoS signaling cost (re-establishing the resenatia the new link). The
costs are further subclassified into transmission costegssing costs, and buffer-
ing costs. The effect of the number of mobile nodes is exathimeaddition to the

effect of the average residence time in a subnet.

Although other models exist (such as network queuing modilsblocking),
the simulation and analytical models were selected forrdgsarch as they provide
an overall indication of application and network-levelfoemance. Network queu-
ing models, on the other hand, are used to analyse the ihteathanics of packet
scheduler implemented in routers. Therefore such modelsare appropriate for
research focusing on network queuing algorithms (e.g. Latehcy Queueing or

Weighted Fair Queuing), as opposed to network control prito(e.g. Point-to-
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Point Protocol or Resource Reservation Protocol).

The remainder of this chapter is organised in the followirenmer: The next
section outlines the methodology used to investigate tipdicgtion-level perfor-
mance of RSVP, including simulation environment, netwonkology and traffic
characteristics. This is followed by a description of th@emmental procedures
used to quantitatively measure the performance of the tpestyf traffic examined
(Section 3.2.2). The results are then presented in Sect2o8, 3ollowed by analysis
and discussion.

In order to investigate the network-level performancenalmg cost models are
formulated in Section 3.3. Numerical results are obtaingddsigning parameter
values to the derived models and are presented in Sectid) 88Bowed by a brief
discussion. The chapter then concludes with a compreteosmparison and anal-

ysis of the results obtained from both application- and oetwevel perspectives.

3.2 Application-Level Performance

3.2.1 Methodology and Implementation

The aim of the simulation model is to model RSVP behaviour ovieeless net-
works as accurately as possible. This is accomplished bgniexag the appli-
cation’s performance as observed by a single mobile noderexing different
congestion levels in the network. With this in mind, the natkvtopology shown
in Figure 3.1 was chosen. This topology depicts a typical iddBPVv6 deployment
configuration in a simplified form and has been used extelysinevarious earlier
studies [HS02, SCMBO05].
The Network Simulator 2 [UCB] (version ns-2.26 patched with RSMMIPv6

and FMIPv6 extensions [Mur, Wid, Hsi]) was used for the ekpents. The RSVP
model was further extended to implement reservations ieless scenarios. For

HMIPv6, RSVP Operation over IP Tunnels [TKWZ00] was used talesth a local
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Figure 3.1:Simulation Model.

RSVP session across the tunnel between the Mobile Node (MiN)tsuMobility
Anchor Point (MAP). The Weighted Fair Queuing (WFQ) mechamisas used
to manage all packet queues. Route Optimization was alsemgited to avoid
triangular routing of packets from the Correspondent Node) (©Xhe MN via the
Home Agent (HA).

The simulation scenario is comprised of a CN and a HA connedotaccentral
switch node {V;). The link from N; to the N, models an Internet backbone con-
nection. In the case of HMIPv6, the MAP functionality is irapiented atV, to
manage local mobility signaling in the foreign network whiconsists of Access
Points 1 and 2 connected to thg via nodesN, and N3 respectively.

As can be observed in Figure 3.1, the bottlenecks occur ifldsemile” at the
foreign network (linksN,-AR; and N;3-AR,) where the link capacity is 1 Mbps.

Therefore, in order to increase the network load, contargioould be created at
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these specific links. For example, for a 10% network loadkdgaomind traffic of
100 kbps is created at botN,-AR; and N3-AR, (to ensure that the target MN
experiences the same congestion level as it handoffs fr@raocess point to the
other). This is done by adding a pair of CNSX,,., ;, CN,,,») which transmit data
at 100 kbps to their corresponding MN8&/{V,.. ;, MN,_. »); located atAR; and
AR, respectively. Similarly, for every increase of 10% netwlw&d, another pair
of CNs/MNs is added until there are finally 20 CN/MN pairs foribdR1 and AR2,
resulting in a network load of 200%. This implementationyiles a more realistic
approach than using a single CN/MN pair in which the data sa¢amply increased
from 100 kbps to 2 Mbps in steps of 100 kbps. Moreover, the dpazknd traffic
is split into a combination of 70% VoIP traffic and 30% VIP fraf According to
[FCX*03] the average number of voice calls per day for the massehadgment
is 1.768, compared with 0.679 for video calls which resuitam average mixture

of 70% voice traffic and 30% video traffic.

Table 1 summarizes the simulation parameters used in adddithe specific
traffic parameters. For the wireless nodes, a 914 MHz Lucewveidan DSSS Card
running the Wireless LAN 802.11 protocol was simulated withransmission range
of 100 m. Two types of traffic are considered: Voice-over\BIP) and Video-
over-IP (VIP). The VoIP source is modeled as a 2-state “dhMérkov chain. The
alternate periods of activity (on) and silence (off) areagntially distributed with
average durations of 1.004 s and 1.587 s respectively. Asmeended by the ITU-
T recommendation P.59 [ITO3] for conversational speeahatrerage activity cycle
can be modeled as 38.53%. During talk spurts Constant Bit Rate (@8R stream
is generated with a packet of size 220 bytes (Figure 3.2aghwbtransmitted using
RTP (Real-time Transport Protocol) over UDP. For the VoIP etpa G.711 codec
is assumed, which requires a total bandwidth of 88 kbps. TP Wacket format
consists of a payload size of 160 bytes and a total headerlofté8 (12 bytes RTP
+ 8 UDP + 40 bytes IPv6 header). Therefore the VoIP packetisiz20 bytes total.

For the VIP traffic source, an MPEG-4 encoded video sequernQearter Com-
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Figure 3.2:Voice and video packet generation sequence.

mon Intermediate Format (QCIF) was used. QCIF is a videocen&eng format
that specifies data rates of 30 frames per second (fps) with fame contain-
ing 144 lines and 176 pixels per line. QCIF was chosen becdassaipport is
required by the ITU-T H.263 [ITO5] videoconferencing stardland is widely used
by the 3rd Generation Partnership Project (3GPP) for vichgmable mobile devices.
MPEG-4 on the other hand, is a widespread video coding tgakenileveloped to
target the low bit rates of Internet video. It achieves thi®tigh intra-frame and
inter-frame compression. Intra-frame compression is dnetly within the same
single video frame, while the latter compresses the temhpedlandancies that typi-
cally occur between successive video frames. An MPEG segusansists of three
kinds of frames: |, P, and B-frames. An I-frame (intra-fransegn intra-coded com-
pression of a single frame and can be reconstructed withgutederence to other

frames.

A P-frame (predictive) is a frame constructed using infaiorafrom the previ-
ous I-frame, while a B-frame is a “bidirectional predictecdrhe depending on the
previous or following I- or P-frames. Furthermore, MPEGnfes are arranged in
Group of Pictures (GOP). A GOP consists of exactly one I-&#amd some related
P-frames and optionally some B-frames between these |- drahfes (see Figure
3.3). Given the fact that an I-frame contains the most infdram, losing it would

cause a “ripple-effect” distortion of all the following frees in a GOP. A P-frame
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Figure 3.3:MPEG-4 GOP structure and its dependencies.

loss however, would only influence the adjoining B-frameslevttie loss of a B-
frame would not influence any other frame. For the preseniadlation study, the
NCTU MPEG-4 codec [Nat]jwas used. Each VIP packet has a maxipayioad

of 1000 bytes with a 60 byte total header (12 RTP + 8 UDP + 40)Pegulting in

a maximum packet size of 1060 bytes. It is assumed that a aatafteady exists
between the different CNs and their corresponding MNs. AsHertarget MN, an
active RSVP session is assumed to be already in place be®iwatidoff occurs.
Finally, all reported results are based on averages taken 20 simulation runs

initiated with different random seeds.

3.2.2 Experimental Procedures for Methodology Assessment
Assessment of VoIP Quality Using the E-Model

Since voice quality is typically assessed through a ligterseibjective perception,
the Mean Opinion Score (MOS) [IT96] test has become the d® fstandard of
analysing the performance of VoIP systems. In these testsnérs grade the per-
ceived quality where “excellent” quality is given a scorépfgood” a 4, “fair” a 3,

“poor”a 2, and “bad” a 1. An arithmetic average is then coragud produce a final
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Table 3.1: R-Factor to MOS Mapping.

R — factor QoS Assessment MOS

90< R< 100 Excellent 4.34-45
80<R<90 Very Good 4.03-4.34
70< R < 80 Good 3.60-4.03
60<R< 70 Fair 3.10-3.60
50< R < 60 Poor 2.58 -3.10
O0<R<50 Bad 1.0-2.58

MOS score. As one can observe, the MOS test is both time canguand expen-
sive. Instead, a computational model, called the E-ModelTTRecommendation
G.107 [ITO0] can be utilized to estimate MOS value. The E-glohs designed to
be used for transmission and QoS planning, and its outpaticsilated as a single
quantitative figure, called the "R factor,” using variougp@rment factors including
packet delay and loss. Once the value of R- factor value isel#rit can be mapped
to an estimated MOS value (Table 3.1). This method is oftex urs planning and

predicting the performance of VoIP systems. The R-factoxjgessed as:

R=R,—I,—I,— I +A, (3.1)

whereR, represents the signal-to-noise ratio (SNR), &nandl. represent equip-

ment delay and packet loss impairment factors, respegtivEhe value of § is

codec dependent whilg depends on loss patterns such as random or bursty. The

Advantage FactorA) is used to represent the convenience to the user of beieg abl

to make the phone call, for example a mobile phone is conaetdeuse therefore
people are more forgiving on quality. Since it is a very satiye term, quantify-
ing the advantage factor is a non-trivial task. Although {TURecommendation
G.701 recommends a value of O for conventional PSTN telegh@md a value

of 5 for cellular networks, no such agreement has been reaeftd regards to
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Figure 3.4:MOS as a function of R-factor.

wireless VoIP services. One could argue that there is litlevenience in using
wireless VoIP due to its limited coverage area compared twaational cellular
networks, which implies that there exists a similar geolyiegd limitation to that
of conventional PSTN telephones (especially when conisigarordless phones).
Consequently, the advantage factor is set to the defauleafl0 for our calcula-
tions. ls, on the other hand, represents the signal-to-noise impairfactor and is
a function of several parameters which are independentedtfitidlerlying transport
protocol. Since equipment performance is not the focusesthdy but rather the
transport protocol, the set of default values for theserpatars as recommended
by ITU-T Recommendation G.107 have been used. Choosing tleéselidvalues,
the R-factor (Equation 3.1) can be simplified to:

R=942— (I;+1). (3.2)

Calculatingly andl, is a lengthy process which involves a range of quantities
[ITOO]. For the simulation analysis, a method suggestedd3J1] was used to es-

timately andle values using packet latency and loss. Once the R-factor ipotad
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using Equation 3.2, the corresponding MOS value can thereheed as follows
[ITOO]:
MOS =1+ 0.035R + R(R — 60)(100 — R)7.107. (3.3)

This relationship between MOS and the R-factor is depictdéigure 3.4. As
can be observed, the minimum value for MOS is 1 and the maximuh®d (due to
codec imperfections). Once the values of R-factor and MO® baen computed,
Table 3.1 can then be used to map them to the matching swe€atS assessment

as perceived by a human listener.

Assessment of VIP Quality using Peak Signal-to-Noise Ratio

As is the case with VoIP, various objective metrics [WPO02]ehbeen developed to
estimate the MOS of VIP systems. The most widespread meshibe icalculation
of the peak signal-to-noise ratio (PSNR) of individual framBSNR is a derivative
of the well-known SNR [HCSO01]. The definition of the PSNR of am® image (s)

and a distorted image (d) is given as:

PSNR(s,d) = 20log MS‘;L(‘T:CZ)[CZB], (3.4)

whereV,,,; is the maximum possible signal energy. In the case of a video
transmission, this equates tok(21) wherek is the bit colour depth. In the simula-

tions presented, an 8-bit colour depth was used and ther®fpy; is equal to 255.
MSE(s, d) is the Mean Square Error of (s) and (d):

N

MSE(s, d) — J L SOSSMig) - D ) (35)

colNrow —
=0 j

The PSNR values of all individual images are then averagptbiduce the mean
PSNR of the complete video sequence; which is then mappée tcorresponding
MOS value by using Table 3.2.
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Table 3.2: PSNR to MOS Mapping.

PSNR[dB| MOS
> 37 5 (Excellent)
31 —37 4 (Good)
25 —31 3 (Fair)
20 — 25 2 (Poor)
< 20 1 (Bad)

Mobility Impacts

An RSVP flow is identified by the 5-tuple (Source IP Address,tDasion IP Ad-
dress, Protocol ID, Source Port Number and Destination Ramtber) [BZB"97].
Since a MN changes its IP address after a handoff, the datadloarlonger iden-
tified correctly by the intermediate RSVP-enabled routerstieg reservations be-
come invalid. As a result, a new reservation needs to beledtal. In the case
that the MN is the sender, it would have to send a new Path megadth the new
IP address) to the CN which will reply with a Resv message toaetithe new
reservation. However, if the MN is the receiver, it can nat@y send a new Resv
message since there would be no corresponding Path-stabdig®ed for it at the
intermediate routers (the existing path-state wouldIsglpointing to the old CoA).
If default RSVP behaviour is used, a MN would typically haveviit anywhere up
to 30 seconds before receiving the Path message perigtseait from the CN (de-
fault value to refresh an RSVP session is 30 seconds). Thisasly unacceptable
and thus it is assumed that a signal generated by the MIP mauygers the RSVP
module at the CN in the following manner: Upon receiving a BUGM will use
this information to immediately send a new Path messageetd/tN's new CoA.
As one can observe, the total service disruption is at leastound trips (one for
exchanging BU/Back and another for Path/Resv message pairs).

Another key issue is the behaviour of the sender during tisiziption in ser-
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Figure 3.5:VIP transmission using RSVP (left image) and best-effort (right).

vice. Once again, if the default RSVP behaviour is used, thelexewould treat
the reservation as a new RSVP session and would have to waitéo/e the Resv
message from the receiver before transmitting data. Twescai® considered: One
where the sender follows default RSVP behaviour and stopsrtrdting data while
the reservation is being re-established; and another wthersender immediately
resumes sending data upon receiving a BU. This requires segree of correla-
tion between RSVP and Mobile IP which is feasible since it grlyuires minimal
change at the end node (triggering a Path message uponioeceid BU from the
mobility routing protocol). For analysis purposes, thetfiscalled“RSVP Default
Flow” (RSVP-DF) and the lat¢iRSVP Continuous Flow(RSVP-CF). The data
flow of RSVP-CF is treated as Best-Effort (BE) traffic by the intedciate routers

until the RSVP session is re-established.

3.2.3 Results and Observations
RSVP performance for fixed nodes

The performance of RSVP over MIPv6, HMIPv6 and FMIPv6 wasegstnder
varying congestion levels while monitoring the effect oniR%nd VIP application-

level performance. In order to ensure that RSVP performsrataly, the packet
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Figure 3.6: The effect of RSVP on packet loss. The results were obtained
by changing the background traffic density to increase the offered link load
from 0% to 200% of the link capacity.

loss of RSVP-enabled traffic flows was measured and compaeedsadpest-effort
traffic. As observed in Figure 3.6, when the offered traffitess than 90% of the
link capacity, the packet loss for both RSVP and best-efforeiro (whether using
VolIP or VIP traffic). Beyond this point however, the priordtion of RSVP starts
to take effect, confining the RSVP-VoIP and RSVP-VIP packet tosabout 1.3%.

In contrast, best-effort traffic packet losses increaseropgrtion to the in-
creased link load and roughly 50% of packets are discardeshwhe offered link
load reaches 200% of the capacity. Interestingly, in higklkof network conges-
tion Best-Effort VIP traffic suffers higher packet lossestlsest-Effort VoIP. This
is due to two reasons: (i) VIP packets have a larger packetaiA060 bytes, as
opposed to 220 bytes for VoIP, (ii) the WFQ buffer size is “pgteb rather than
“per packet” for more accurate operation of the fair quelgprithm. Moreover,

during high congestion the routers buffer incoming packetstheir WFQ queues
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Figure 3.7:Effect of RSVP on latency under varying network loads.

and as more packets arrive, the remaining available byffecesis reduced. At the
critical point where the remaining buffer size is less th@bytes, an arriving
VIP packet would be discarded whereas a VolP packet wouldibetied into the
gueue. As a result, the large VIP packet has a higher charteeing dropped than
a VoIP packet.

In Figure 3.7, a similar effect on end-to-end packet lateacyoted: In low con-
gestion levels, latency of VolP packets is around 106 msaniiP packet latency is
higher at 121 ms (due to the higher packet size). In high cstiggelevels, RSVP-
VoIP maintains packet latency at 147 ms while best effoftitraeaches 177 ms.
Similarly, RSVP-VIP maintains a packet latency of 160 ms e/tuest effort VIP
traffic reaches 192 ms. RSVP’s ability to maintain shorteikkpatatency during
high congestion is a direct consequence of the WFQ mechanisohwchedules

RSVP traffic to the front of the queue in order to reduce the opgetime.
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Figure 3.8:Impact of the number of handoffs.

Impact of RSVP behaviour during handoffs

Figure 3.8 presents the impact of number of handoffs on thenV&pinion Score
(MOS) of“RSVP Default Flow’(RSVP-DF) andRSVP Continuous Flow(RSVP-
CF). When only one handoff occurs, RSVP-CF1 slightly outperfoR8VP-DF1.

This is expected since even though both experience an emalrd of disruption
time due to the MIPv6 handoff latency, they behave diffdyenmce the handoff is
completed: During the reservation re-establishment t@RI T + processing time
at every router) RSVP-CF continues to send data (receivingdbiest treatment)
while RSVP-DF does not. As the number of handoffs increasds the qual-
ity of RSVP-DF5 degrades even further (compared to RSVP-CH®MR user’s
perspective, it is more favourable to temporarily receivghdly lower quality of

service than undergo abrupt silence periods during hasidoff
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Impact of Voice-over-IP Traffic

This subsection presents a study of the performance of R®Bled VoIP traffic
flows in wireless IP networks using different mobility protds (MIPv6, HMIPv6

and FMIPv6). Handoffs are introduced and the offered lilaific is varied to ex-
amine the effect on voice quality. When considering a handdfiMIPv6, mobility

signaling is exchanged with the MAP (node N4), rather thaGN which is several
hops away. Moreover, because RSVP Operation over IP Tursmetgpiemented,
only the local RSVP session between the MN and its MAP is rabdished. This
means that HMIPv6 generally yields better performance WMHPv6 in almost all

applications.

One exception, however, is observed in this study: When tfexauf traffic
is increased beyond 80% of link capacity, HMIPv6 performghdly worse than
MIPv6 (Figure 3.9). Given that a typical VoIP packet is rafaly small in size,
the IP-in-IP encapsulation introduced by HMIPv6 at the MAldsan extra 40 byte
IPv6 header. This increases the packet size to a total of @8 lvhich translates
to an 18% increase. Moreover, the “per byte” treatment oM buffer results
in slightly higher packet loss and end-to-end packet latghan MIPv6. Since
the E-Model computation depends primarily on packet detai/lass, the R-factor
decreases and so does the corresponding mapped MOS valweevétpas the
number of handoffs increases, HMIPVv6 starts to outperforiRvd (Figure 3.10).
This is largely attributed to the reduced handoff latencyidfIPv6 which results

in fewer lost packets and hence a higher MOS value.

FMIPv6 performance on the other hand, surpasses both MIRd6HMIPv6
(Figures 3.9 and 3.10). The underlying reason for this isfaldo FMIPv6 an-
ticipates a handoff through Layer-2 triggers and prepavest fin advance. This
reduces the handoff latency since no address resolutianismequired (the new
CoA has already been negotiated between 0AR and nAR). Therethson relates

to the Layer 3 registration process (when the MN sends a BhetélA and another
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Figure 3.9:VoIP performance at 1 handoff under varying offered link loads.

to the CN). Any data destined to the MN using the old CoA is fodealr by the
OAR to the MN'’s new location. This technique proves to be \affgctive in terms
of packet loss. Since FMIPv6 cuts down both disruption timd packet loss, it

performs best at frequent handoffs (Figure 3.10).

Impact of Video-over-IP Traffic

In this subsection the results of the experiments are predemhich are similar
to the ones discussed in the previous section but were expeaing a VIP traffic
source instead. As can be observed by comparing FiguresaBd B.12 against
Figures 3.9 and 3.10, the performance of VIP is worse ovénal that of VoIP.
To help understand this, a closer analysis of the differéatsps that a MN goes
through during a handoff is required: The MN has to first dgthta connection on
the new link (mobility signaling), and then reserve the segey resources (RSVP

signaling). During the first phase, the MN is unreachableamdpackets destined
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Figure 3.10VolIP performance at 5 handoffs under varying offered link loads.

to it are dropped. Once mobility signaling is completed. (aenew CoA has been
acquired and the HA/CN updated accordingly), packets careldeeded to the MN
at its new location. However, since the MN is now using a new Gb# old reser-
vations (on the unchanged portion of the end-to-end patharlonger valid for
the data flow. As a result, any packets destined to the MNved®st-effort treat-
ment until RSVP signaling is completed. An important didfiore between the two
phases is that during the first, packets are lost regardiesfwork congestion (MN
is actually disconnected) while in the latter, packet losgsashds on congestion level
and traffic type due to best- effort treatment (Figure 3.6)thVihis in mind, the
following observations are noted:

Single handoff, in periods of high congestion:VolP MOS drops to 4.22 while
VIP MOS drops to 3.92 (Figures 3.9 and 3.11): The primary opdser this is
the best-effort treatment received during RSVP signalingrat handoff. In high
congestion, VIP packets suffer a higher packet loss anddgtidhan VoIP (Figures

3.6 and 3.7). This is reflected on the calculated PSNR vatbesgby resulting in

66



MIP1" —+—
4.4 "HMIP1" ---x-—-
"FMIP1" ---%---
[ EERR SLERE SRS SLEEe N
T TR
4.2 s N TR Koo WK RS ¥ LSRR REERE
X\
4 \ \\\\X\n
I \O—O‘H .
S +
O
(%]
§ 38
=
a
[©)
=
S 36
=
3.4
3.2
3
0 0.5 1 15 2

Offered Traffic

Figure 3.11.VIP performance at 1 handoff under varying offered link loads.

the observed lower VIP MOS.

Five handoffs, in periods of low congestionMolP MOS is 4.26 while VIP MOS

is 4.05 (Figures 3.10 and 3.12): Since this occurs when tiogelevel is low

and ample bandwidth is available, the best-effort treatmereived during RSVP
signaling does not have an effect (packet loss for bestteffi®® is approximately

1.3% in periods of low congestion). RSVP signaling is therefauled out as a
contributing factor while mobility signaling becomes thenginant one. Since the
VIP traffic source adheres to H.263 QCIF standards, it proglacame rate of
30fps. This translates to an average data rate of approgiyn200 kbps. When
compared to VoIP (88 kbps for our G.711 codec), VIP traffic lddose a larger

amount of data than VoIP for the same period of time. Moreawer VoIP model

is bursty with "on” and "off” cycles while the VIP traffic sooe is constantly "on”.

Naturally there is a smaller probability of a VoIP packetrgedropped than a VIP
packet.

Five handoffs, in periods of high congestionVIP MOS for MIPv6 and HMIPv6
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drops at a steeper rate (Figure 3.12) than FMIPv6: When cad@gainst Figure
3.11, it is apparent that MIPv6 and HMIPv6 have reached sosgee@ of a break
point where VIP performance deteriorates sharply in parioidhigh congestion.
Since this slump in MOS occurs only during high congestibis safe to assume
that it is a consequence of best-effort treatment after ddf&nTo understand why
this happens, the structure and dependencies of an MPEGPAHae to be taken
into account. As discussed in Section 3.2.2, an I-framewasdd cause a “ripple
effect” loss on the following frames of a GOP (see Figure .318)the simulation
study, an I-frame was constructed typically every 300 msjeMRSVP signaling
took one round trip between the MN and CN. This results in daffi¢ undergoing
best-effort treatment for an average time of 204 ms for elkandoff. Therefore, the
probability of exactly one I-frame being treated as be&irefraffic is 68% (204 ms
/ 300 ms). Even if only one I-frame was treated as best- dffaffic, the probability
of dropping it depends on the congestion level (for exampéeket loss is 14%
when offered traffic is 110% and 51% when it reaches doublértkeapacity). As
a result, the total probability of losing an I-frame duringechandoff when offered
traffic is 9.52% (0.68 x 0.14) when offered traffic is 110% c# timk capacity, and
34.68% (0.68 x 0.51) for an offered traffic of double link ceipa As the number of
handoffs is increased to five, this probability increasesrdtically and losing an |-
frame becomes practically inevitable. An I-frame loss ltssn additional losses of
the subsequent frames in the GOP, hence resulting in thevaossglump in MOS.
VIP traffic and FMIPv6: FMIPv6 performs best with VIP traffic (Figures 3.11
and 3.12): When a handoff occurs in the particular implentemtaf FMIPv6 used
in this study, the two ARs establish a local RSVP session owetdaimporary for-
warding tunnel between them. This technique not only reslpeeket loss through
tunnelling but also maintains the QoS level. This arrangemesults in FMIPv6’s
superior performance in all network conditions.

VIP traffic and HMIPv6: HMIPv6 outperforms MIPv6 (Figure 3.9): In Section

3.2.3 at one handoff using VoIP, MIPv6 was found to be suimylg a better can-
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Figure 3.12:VIP performance at 5 handoffs under varying offered link loads.

didate than HMIPv6 (Figure 3.9). With video traffic howewiis is not the case.
Due to the larger size of a VIP packet (maximum of 1060 byteg)added 40 bytes
IP-in-IP encapsulation of the MAP in HMIPV6 results in a 3.B¥%rease (40/1060)
as opposed to 18% (40/220) for VoIP traffic. This slight e in packet size
does not create a significant effect on VIP performance. blae such a minor
hindrance is easily subdued by HMIPv6’s shorter handofilay. Hence HMIPv6

can be asserted as a better candidate for video traffic thBr®JI

3.2.4 Analysis and Discussion

A set of simulation based experiments were used to assesgpieation-level
performance of RSVP in wireless IP networks using real-tiraffic. VIP traf-
fic was found to be more susceptible to network congestion thaat had been
previously speculated. Although VIP’s larger packet sedates to its reduced per-

formance, the frame dependencies of MPEG-4 remain theghivattor in truly
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realising higher quality video communications over wissléP networks. In high
congestion and high mobility scenarios, the I-frame depanes of a GOP could
inflict a significant deterioration in VIP performance (tebBy dropping the per-
ceived QoS assessment from “Excellent” to a borderliner”zah viable solution
would be to incorporate a selective dropping mechanism in R8Nabled routers
that distinguishes the different frame types of an MPEG 4 dream and assigns
levels of priority accordingly: An I-frame would be giverethighest priority while
a B-frame the lowest. This prioritised treatment of MPEG-taddreams should not
only be applicable to RSVP flows but more importantly to bdfireflows (since

RSVP flows inevitably go through a best-effort treatment prafter a handoff).

In terms of mobility protocols, however, FMIPv6 performssbander all net-
work circumstances. Having said that, the following coasadion needs to be taken
into account: In the presented study the two ARs establisital RSVP session
over the temporary tunnel between them, hence maintaingtgide QoS level dur-
ing the execution of a Layer 3 handoff. This did not have alpletampact on the
other MNs since they generated best-effort traffic to createention at the access
network. Therefore, although FMIPV6 is beneficial from theget MN's point-of-
view, it could have a substantial effect on other MNs utiigziRSVP flows in the
same network. In severe cases (high congestion and mylhigge temporarily
established reservations can block new RSVP sessions fiidatinmg (resulting in

a higher call blocking probability).

An interesting behaviour was observed for HMIPV6: In thesaais\VoIP traffic,
MIPV6 surprisingly proves to be a better choice than HMIRw&i(g to its smaller
packet size). Nonetheless, this advantage is quickly sagaaby HMIPV6 in high
mobility scenarios due to its smaller handoff latency whigsults in fewer packets
being dropped. In the case of VIP traffic, HMIPv6 proves to deetier choice
than MIPv6 in all network circumstances. A feasible solatto further enhance
the HMIPv6 performance would be to implement IP header cesgon. This will

resolve HMIPv6’s degradation in quality due to the increlgacket size while at
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the same time benefiting from its lower handoff latency.

3.3 Network-Level Signaling Cost

This Section complements the investigation of the appboaevel performance
presented in Section 3.2. Here, an analytical model devseadsess the signaling
costs incurred on the network is presented. The analysig ulkis model focuses
on handoff scenarios and takes into account the mobilityadigg required to re-
connect a session after a handoff, in addition to the RSVPabignrequired to
re-establish the necessary QoS levels in the upstream antstteam directions.
Although the analysis presented in this section followsgaclavhich is consis-

tent with previous work [FAMLO5, XAO02], it differs in the fedwing manner:

1. The study focuses on signaling invoked due to a handofisatiterefore not

concerned with data packet delivery cost.

2. Itis assumed that an active session exists between thendisaCN when

the handoff occurs.

3. The CN is assumed to have a direct path of communication i&tMN

(Route Optimisation).

4. Processing costs at the HA, MAP and other nodes have besralsed by

using a single universal processing cogt (

3.3.1 Signaling Cost Analysis

In this subsection, the individual signaling costs of thikofeing protocols are de-

rived: MIPv6, HMIPv6, FMIPv6 and RSVP.
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Mobile IPv6

The following notations [FAMLO5, XAQ02], are used to deriveetsignaling cost of
Mobile IPv6:

P mip Mobile IPv6 signaling cost.

R, Toaky P, Registration, Transmission and Processing costs (MNA).
Roes Trnes P Registration, Transmission and Processing costs ¢MREN).
line Average distance between MN and CN in hops.

Lk Average distance between MN and HA in hops.

0B Per-hop binding update transmission cost.

v Processing cost at a node.

N Total number of mobile nodes.

tr MN residence time in a subnet.

At every subnet crossing (occurringad, a MN will register its new CoA at
the HA and hence incur a registration coB&t,(,). Moreover, since a data session
is already in progress with the CN when the handoff occurieel MN has to also
register its new CoA with the CNH,,,.). Therefore the average MIPv6 signaling
cost can be estimated as the number of MNs multiplied by thestration costs

with the HA and MN, divided by the average subnet resideme:ti

Rmh + Rmc
tr '

gMrE — N (3.6)

The registration costR) can be further broken down into the transmission co%t (

and the processing cogP] as follows:

Rmh - mh T th;
Rmc = Tmc + Pmc- (37)
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Rather than calculate the transmission cost as simply thdeuof hops {,.;,)
multiplied by the per-hop BU transmission coég), the following is taken into
account: Due to the nature of wireless links (MAC contergiand frame retrans-
missions), the transmission cost of a wireless hop is nifuragher than that of a
wired hop. As a result, a proportionality constamtié used to denote this effect.

Furthermore, when considering network-level performatieeprocessing costs
at the end points (MN and CN) should not be included in the amlys they are
incurred on user terminals and do not directly contributéhi overall network
load. ThereforeP,,;, results in a single processing cos) @t the HA, whileP,,,.

effectively equates to zero:

Ton = 2(lmn — 1+ p)ig, Pon = 1,

Toe = 2(lme—14 p)ig, P,.. = 0,
where(l,,, — 1) and(l,,. — 1) represent the number of wired hops from the MN to
the HA and CN respectively. Note that the transmission casaon is multiplied

by a factor of two to represent the BU/BAck message pair. ubing these values

into Equations 3.7 and 3.6 yields the following:

2(lmh -1+ p)(SB + 7+ 2(lmc -1+ p)(;B

\IJM[P — N[ ]
tr
2L + Lne — 2+ 2p)0
T
Hierarchical Mobile IPv6
\p HMIP Hierarchical Mobile IPv6 signaling cost.
Ryns Ty P Registration, Transmission and Processing costs
between the MN and MAP (MN- MAP).
linm Average distance between MN and MAP in hops.
M Average number of global handoffs (outside a MAP’s

domain).
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In HMIPv6, a MN can either move into a subnet that lies witliie tlomain of
its current MAP (local handoff), or to a subnet serviced bgtaer MAP (global
handoff). A local handoff occurs evety, and requires the MN to register its new
Local CoA (LCoA) with the MAP R,,,,). Global handoffs, however, occur every
(M xtr) seconds, and the MN is required to register the new RegionalBGoA)
with its HA (R,,;) and its associated CNR(,.). To calculate the total signaling
cost of HMIPvG6, the registration costs of local and globaldhaifs are combined as

follows:

Rmm Rmh + Rmc
+

QHMIP N
[ tr M x tr

]. (3.9)

For the registration cost to the MARY,,,), & single processing cost is incurred
at the MAP ¢,.,, = 7) in order to process the local BU. For the registration cost
with the HA (R,..»), however, there are three processing costs incurred: tahe a
HA to process the RCo0A, and two at the MAP to process the RCoA andva ne
LCOA (P,., = 37). For the registration cost to the CR/,.), the processing cost
at the CN is neglected as it does not directly contribute tcatttaal network cost.
Therefore, forR,,., only the transmission cost is taken into account whereas th

processing cost is effectively zero:

Tor = 2(lpn — 14 p)dp, Pun = 39,
Tpe = 2(lmc -1+ P)(SBa Pmc = 0.

Substituting these values into Equation 3.9 yields thewuilhg:

CEMIP _ 7 [Q(me —1+p)ip+~ N 2(lmn — 1+ p)op + 37 + 2(lpe — 1 +p)5B]
tr M x tr
2 —1 2 —242

tr M x tr
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Fast Handovers for Mobile IPv6

\p Fmrp Fast Handovers for Mobile IPv6 signaling cost.

P FR Registration costs of the Fast Handovers mechanism.

\p FPT Packet Tunneling costs of the Fast Handovers mechanism.
Roos Trios Pro Registration, Transmission and Processing costs (MNAR).
Ron, Ton, P, Registration, Transmission and Processing costs (6ARAR).
Rons Touns P Registration, Transmission and Processing costs (MNAR).
op Per-hop data packet transmission cost.

16} Buffering cost at nAR.

P Average number of packets dropped during a handoff.

FMIPV6's total signaling costy ™IP) can be broken down into three basic compo-

nents as follows:
\I,FMIP _ \I/FR 4 \IIFPT 4 ‘IJMIP7 (311)

whereUM” js simply the basic MIPv6 signaling cost (derived earlieEiquation
3.8). U7 on the other hand, is the additional registration costsifipés the Fast
Handovers mechanism. By referring to Figure 2.6, it can bemiesl that FMIPv6
signaling occurs across three nodes: The MN, the old AccesseR(MAR), and
the new access Router (NAR). Therefoie;” is accordingly comprised of three
registration costs: registration cost between the MN an@& ¢A&,,.,), MN and nAR
(R..n), and between the two access routers themselkgg).( Since this occurs

every tr, % is formulated as follows:

Rmo + RO’VZ + Rmn
tr

VR = N ! (3.12)

FMIPvV6 introduces four message types, and performs it Bignas illustrated
in Figure 2.6. For R,,.,), four messages (RtSolPr, PrRtAdv, BU and BAck) are ex-

changed across a single wireless hop (= 4p dg). The 0AR incurs two process-
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ing costs, one for the RtSolPr message and another for the Bsage .., = 2v).
Note that the processing cost of the PrRtAdv at the MN is iglhaeexplained ear-
lier.

In a similar fashionR,,, includes the cost of transmitting three messages across
wired hops between the oAR and the nAR,{ = 3l,, 65 ) and incurs two pro-
cessing costs, one to process the HI message at the nAR atiteiatm process
the HAck message at the 0AR®f, = 2v). Finally, when the MN moves into the
new subnet k,,,), it send an NA message to the nAR,{, = p dg) and incurs
a processing cost at the nAR(, = ). The registration costs can therefore be

summarized as follows:

Tmo - 4P 6B7 Pmo = 277
Ton 3lon 53; Pon - 277
Tmn = P 537 Pmn = 7

Substituting these values into Equation 3.12 yields thiewohg:

(5,0 + 3l0n)(53 + 5”)/
tr

iR — N[ ). (3.13)
The packet tunneling cost(””) however, includes the cost of transmitting the
data packets from the 0AR to the MN, via the nAR, which is miikgbby the Per-
hop data packet transmission ca$t,(+ p)dp). Two processing costs are incurred,
one for the encapsulation at the oAR and another for the detatpn at the nAR
(27), in addition to the buffering cost at the nAR)( This expression is multiplied
by the average number of packeiy) that are received at the oAR during the MIPv6

handover. Thereforey"T can be formulated as follows:

P[(lon + p)p + 2y + f]

\I]FPT — N[
tr

]. (3.14)
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To obtain the total signaling cost of FMIPv& {*/7), Equations 3.14, 3.13 and

3.8 are substituted into Equation 3.11 as follows:

(5p + 3lon)dB + 5y P[(lon + p)op + 27 + ]

WFMIP — N N
[ tr ] * [ tr ]
2L, + Lpe — 2 +2p)0p +
—l—N[ ( h p) B 7]’ (315)
tr
tr
P((lyn + p)op + 27 +
tr
Resource Reservation Protocol
P rsvp Total RSVP signaling cost.
Rsv,. Resource reservation costs (MN CN).
OR Per-hop RSVP message transmission cost.

Similar to MIPv6, subnet crossings occur evernand therefore reservations should
be re-established between the MN and Gd,,,.). Since we are considering full-
duplex communicationRsuv,,. is multiplied by two to include the upstream and

downstream RSVP sessions:

ghsve _ 22X SUne (3.17)
tr
whereRsv,,e = The + Pre.

Since an RSVP message is processed by all nodes along the isangcessary
to find the exact number of nodes included in the session. H@(MN < CN)
session there aig,. hops in between (including wired and wireless hops). Howeve
as discussed earlier, the processing cost at the end pbiNtsd CN) should not

be included and therefore the processing cost for a singleFR8¥ssage becomes
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[(7,.c — 1) 7]. This is simply multiplied by two for the Path/Resv messagg.Ihe
transmission on the other hand is the number of hops betweeMN and CN,

multiplied by the per-hop RSVP message transmission cost:
Toe = 2(ljme— 14 p)og, Pre = 2(lpme — 1)y.

Substituting the above into equation 3.17 yields the foitay

4[(lmc -1+ p)(SR + (lmc - 1)7]

\PRSVP — N[
tr

! (3.18)

3.3.2 Total Signaling Cost using RSVP

Using the equations from Section 3.3.1, we derive the tagakding cost of deploy-

ing RSVP over the different mobility protocols.

RSVP over Mobile IPv6

The signaling cost of deploying RSVP over Mobile IPYWBXIP ) is the sum of the

Mobile IPv6 signaling cost\lf’\’“P) and the Resource Reservation Protocol signaling

cost (URSVP):

‘P%ASI‘@P — \PMIP + \IJRSVP, (319)

where UMPand WRSVPare formulated in Section 3.3.1 and Section 3.3.1 re-
spectively. Substituting equations 3.8 and 3.18 into thevatkequation yields the

following:

2(lmh + lmc -2+ 2p)5B + 7]
tr
A(lme =1+ p)OR + (lme — 1)7]
tr

Visve = NI

+ N|

! (3.20)

78



RSVP over Hierarchical Mobile IPv6

Similar to the analysis presented in Section 3.3.2, we da&Hi¥P as the signaling
cost of deploying RSVP over Hierarchical Mobile IPv6. The tdrehical Mobile
IPv6 signaling costWHVP ) is formulated in Section 3.3.1. However, our study
focuses on local handoffs only (See Figure 3.1). Therettweesecond portion of

equation 3.10 is omitted and hend&™P can be simplified to:

2(lmm — 14 ,0)53 + Y
tr

gAMIP - — N ]. (3.22)

Therefore WHYIP is the sum of Equation 3.21 above and Equation 3.18:

\IJHMIP

G HMIP RSVP
rsvp = V¥ + v

tr
tr .

:N[

+ N (3.22)

RSVP over Fast Handovers for Mobile IPv6

To formulate the total signaling cost of deploying RSVP ovbtFv6 (‘IJE’\S"{,PP :
we simply add the FMIPv6 and RSVP signaling costs:

G = @FMIP g RSVE (3.23)

However, another signaling cost has to be taken into coratida, which is
the temporary RSVP tunnel established between the 0AR and(ag\Butlined in
Section 3.2.4). Since this signaling occurs on the wiredigoof the network, all

transmission and processing costs involved are taken stouat and hence the
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additional RSVP signaling cost over the tunnel is given by:

4l(m((53 + ’)/)

\I]RSVP — N{
tr

tunnel

! (3.24)

Adding equation 3.24 to 3.23 yields the following:

\Ijgj,g{[/g _ \I/FMIP + \I,RSVP + \IIRSVPZ
- tunne
2Lt + e + 1.5lon — 2 + 4.5p)55 + 67
tr
P((Zon + p)(SD + 27 + ﬁ)]
tr
4[(lmc + lon -1+ ,0)51% + (lmc + lon - 1)/7]
tr

= N |

+ N|

+ N| ).

3.3.3 Results and Observations

Numerical results were obtained by using the parameteesghiesented in Table
3.3. The network topology assumes that the MN is 10 hops away fts CN
(lme = 10) and is 3 hops away from its MAR,,.,, = 3). The 0oAR and nAR
are 2 hops away from each other and are connected to the sarRgIMA= 2).
Moreover, due to the frame retransmissions and medium sccggentions at the
data link layer of wireless links, transmission costs of eel@ss hop is higher than

that of a wired hop; this effect is denoted by a proportidgalonstant f = 10).

The processing cost (e.g. processing an RSVP message atianeadtate router
or a binding update at the HA) is 36 (= 30). Since the transmission cost of a
packet depends on its size, the per-hop transmission cestd®mn chosen to repre-
sent message’s packet size: 80 for a binding update message §0), and 140
for an RSVP messageé{ = 140). Similarly, the per-hop transmission cost of a

data packetd) depends on its traffic typ@,;p = 220,57, = 630). Note that
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Table 3.3: Signaling Cost Parameters.

parameter value parameter value
e 10 | 3
lon 2 P 10
tr 90 v 30
0B 80 Or 140
Ovorp 220 dvrip 630
Bvorp 220 Bvip 630
Pyorp / Pyrp 13

even though the maximum VIP data packet size is 1060, thaladtleo stream is
variable bit rate (as depicted in Figure 3.2b). For the paldr video stream used
in Section 3.2, the average VIP data packet size was measutael 630 bytes.
Similarly, since the buffering space that a packet occuigieslative to its size, the
buffering cost () has also been assigned according to packet sizg 4 = 220,
Bvip = 630).

To obtain the number of packefB) that get tunneled during the execution of a
FMIPv6 handoff, the simulation model in Section 3.2.1 wasdud~or VoIP traffic,
the number of tunneled packets was measured to be 7 on av@fage = 7)
while for VIP traffic 13 packets were tunnelef(;» = 13). The main reason for
this difference is due to the different transmission rafezagh traffic sourceMolP
= 88 kbps, VIP = 200kbps Finally, the average MN residence time in a subnet
is 90 secondst( = 90) to ensure that each MN undergoes one handoff during the

simulation time of 180 seconds

Impact of number of mobile nodes

In this subsection we study the case when the number of mobdes N) residing
in the subnet is increased from 1 to 20 and the effect on n&tgignaling cost is

presented. As can be observed in Figure 3.13, the signadsigricreases linearly,
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Figure 3.13:Impact of number of mobile nodes on signaling cost.

although at varying rates for the different mobility pradtez HMIPV6 incurs the
lowest signaling cost on the network (112 to 2250), while ¥8H/s slightly higher
(180 to 3550). This is because in a MIPv6 handoff, the MN ergea mobility
and QoS signaling along the complete end-to-end path wstick. In HMIPv6
however, a MN confines signaling to its MAP and hence a fewenbar of hops
are utilized in the process thereby reducing the total $iiggaost.

FMIPv6, on the other hand, has the highest signaling cosbuiined in Sec-
tion 2.5, FMIPv6 introduces additional mobility signaliog top of MIPv6 such
as RtSolPr, PrRtAdv, HI and HAck (Figure 2.6). Although thigrsiling overhead
contributes to FMIPv6’s network signaling cost, it does mopose a significant
impact as it is only exchanged locally across single hopsa Aesult, the key con-
tributing factor to FMIPv6's signaling cost is the packeatreling cost ¢FPT) which
depends primarily on the specific characteristics of tha ttaffic used.

In the case of VoIP traffic, FMIPv6 signaling cost ranges frod® to 10000,
while for VIP traffic it ranges from 1500 to 30000. An interiegt observation is
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that even though VoIP is transmitted at a rate of 88 kbps, dRdaVan average rate
of 200 kbps, the signaling cost is tripled (rather than dedpl The reason being
that the VoIP traffic source simulates human speech by aythrough active “on”
and silence “off” periods. VIP on the other hand is constaoti. Consequently,
a larger number of VIP packets are tunneled for the same fffatntle than VolP

packets.

Impact of residence time

In the previous subsection, the impact of number of mobiltesd\) was evaluated
by maintaining the residence timg) at a constant value of 90 seconds (half the
total simulation time of 180 s) while increasiigfrom 1 to 20. In this subsection,
the reverse process is done in order to evaluate the impaeswofence time: The
number of mobile nodes is fixed at half capacity=£ 10) whiletr is increased from
10 seconds to 170 seconds (since beyond this point no haodoiffs as the MN
would reside in the subnet for the duration of the simulaitee ).

From Figure 3.14 it is apparent that residence time has aitbhgac impact on
signaling cost as illustrated by the exponential decayesurt#MIPv6 decays at the
highest rate when using VIP traffic (from 135000 to 8000)piwed by VoIP traffic
(from 45000 to 2500). In comparison, MIPv6 and HMIPV6 ares leBected bytr
and decay at approximately (15000 to 1000) and (10000 to1&3pkectively.

By comparing Figures 3.13 and 3.14, it is noticeable thdtas a more sig-
nificant impact on signaling cost thah Therefore a scenario comprising a large
number of MNs with low mobility rates, would be more favoueathan a fewer

number of MNs at high mobility rates.

3.3.4 Analysis and Discussion

Several analytical models have been developed to assesgiiading costs incurred

on the network. The study focused on handoff scenariosngakito account the
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Figure 3.14:Impact of residence time on signaling cost.

mobility and QoS signaling invoked by the MNSs residing in titework. HMIPv6
was found to be the most favourable choice from a networkiges's perspective
as it generates the least amount of signaling cost on theonletWMIPv6 comes
in second place, although in realistic terms a trade-off thalse made between
complexity and signaling cost: While HMIPV6 offers less silyng cost, it requires
the network operator to setup and manage a MAP entity at t)e eikthe network.
MIPv6, on the other hand, does not require any additionaéa@d the expense of

higher network signaling cost.

In contrast, FMIPV6 has the highest signaling cost and istihetraffic-sensitive
protocol of the three: For the particular VoIP and VIP traffmurces used in this
study, signaling cost triples when using VIP over VoIP. Rin&MIPv6 was found
to be very prone to high mobility scenarios and is hence tast iavourable choice

from a network provider’s point of view.
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3.4 Conclusion

The framework presented in this chapter investigated ttezantion of RSVP with
Mobile IPv6 and some of its extensions. Two approaches wsd,.one from the
end-user’s perspective and another from the service peosigoint of view. The
first was a simulation-based study while the later was casegrof signaling cost

models.

The results of the simulation study revealed a number of Infaveings, par-
ticularly in the case of Hierarchical Mobile IPv6’s unexpest decline in perfor-
mance for Voice-over-IP traffic during periods of high costgen. Other findings
include the exceptional application-level performancEast Handovers for MIPv6
(FMIPv6); in addition to the notable degradation in qualtyen using Mobile IPv6
for Video-over-IP traffic, which was due to MPEG4's inteaifine dependencies that

trigger errors propagating to subsequent frames.

The analytical model, on the other hand, presented anoiber point to the
framework. HMIPv6 was found to impose the least signalingtgon the network,
followed by MIPv6. In contrast, FMIPv6 creates the highesbant of signaling
cost, which was found to be proportional to the actual cdriiemg delivered. This
was due to the packet tunneling cost of the temporary tuneehamism utilised by
FMIPv6 during the execution handoffs. The results alsoakdethat the average
residence time of a mobile node in a subnet has a greater irtipat the actual

number of mobile nodes present.

By investigating the interaction of RSVP and the presentedilibpprotocols
from two different perspectives, a more balanced perceptias achieved. While
MIPv6 and HMIPV6 exhibit a homogeneous performance achasapplication and
networks levels, they offer competitive advantages adngri traffic type, handoff
rates, and the desired level of complexity. FMIPv6, on theohand, displays a
strong bias in favour of application-level performancehittle regard to network

signaling cost.
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Finally, all studies presented in this chapter use defauliR8ehaviour with
minor modifications (RSVP signaling is triggered by the mitpiprotocol when a
handoff is completed). This highlights the necessity for @erefficient QoS so-
lution to address the inefficiencies observed. In order toese an optimum QoS
solution, both mobility and RSVP signaling should be intéggato work as one
functional block during handoffs. This would reduce thealatisruption in time
by means of a single process that re-establishes both IRectivity and resource
reservation. Moreover, since a handoff would most likelgrade only a small seg-

ment of the end-to-end path, the new QoS solution shouldo@sdle to distinguish
and re-establish only this changed portion of the link.
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Chapter 4

Minimising Interruption in QoS:
Using Embedded Mobility-Specific
Information in RSVP Objects

4.1 Overview

The performance analysis study conducted and presentedpt€lB indicates that
simple superimposition of RSVP and Mobile IP does not yiel@igient wireless
QoS solution. This is mainly due to the independent opeamnaifdhe two protocols
where QoS signaling is not performed until mobility signglis completed. With
this notion in mind, this chapter presents a new protocdled¢aviobility Aware
Resource Reservation ProtocMARSVE, in which the two protocols mentioned
above perform as a single functional block. The key concEptARSVP is to con-
vey mobility-specific information (binding updates andithessociated acknowl-
edgments) using newly defined RSVP objects embedded inrexiREVP mes-
sages. This allows a single message exchange to estabifshPblevel connectiv-
ity as well as QoS guarantees on the new link. An appealirngifeaf MARSVP is
that it adheres to the current RSVP standard (RFC2205) andefuses minimal
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changes to end systems without affecting the operation miogiified RSVP nodes
in between.

The rest of this chapter is organised as follows: The nexigeoutlines the
design criteria used in developing the proposed mecharaiowed by a descrip-
tion of features and functionalities. An evaluation of apgtion-level performance
is presented in Section 4.4, followed by a network signatiogt analysis in Sec-
tion 4.5. The chapter is then concluded with an in depth disiom of the results

obtained from the various experiments and analytical nedel

4.2 Design Criteria

In order to design a more efficient wireless QoS solution R&NWP, problem iden-
tification and design criteria have to be clearly defined. WR8WP and Mobile IP
are deployed in the same network, two key issues arise: Btesfsue relates to the
failure of intermediate routers to establish reservationa roaming MN, while the
second concerns the interruption in QoS during a handotidtition to addressing
these two issues, the QoS solution has to follow an impodesign criterion which

is to be compatible with the current RSVP standard.

4.2.1 IP-in-IP encapsulation

As outlined in Section 2.3, when a MN leaves the boundariés 6bme subnet and
enters a foreign subnet, it acquires a Care-of-Address (Cod)sands its Home
Agent (HA) a Binding Update (BU) message containing thisiimfation. The HA
then creates an entry for the MN in its binding cache, andhathming communi-
cation for this MN from Correspondent Nodes (CNs), would beapsalated with
the associated CoA and routed to the MN’s new location at tregdn network.
This mechanism performs sufficiently well, until resergas are involved: when

an RSVP Path message is encapsulated at the HA, the protonbkenat the outer
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IP header is set to 4 (for IP-in-IP encapsulation) while thgioal protocol number
of 46 (RSVP) is concealed in the inner IP header. Moreoverpther IP header
does not carry the Router-Alert option used to notify RSVPemuto process the
message in a hop-by-hop manner. As a result, the Path meassageally “invisi-
ble” to RSVP routers and is forwarded as a normal data packet fne HA to the
MN. When the MN’s RSVP module inspects the Path message, tiveoBseHop
(PHOP) entry would still be pointing to the HA's address eatthan actual previ-
ous hop router (since none of the routers beyond that poud pebcessed the Path
message). Consequently, the MN would fail to establish asgrvations initiating

from CNs while it resides at the foreign network.

An argument can be made that Route Optimisation could beeiilio enable
direct communication between the CN and MN, thereby avoidimgapsulation at
the HA. This in reality is not the case, since the first few maskrom the CN
(including the Path message) would always be tunneled tMtkdy the HA tem-
porarily until the CN is updated with a BU and responds to thewlth a Binding
Acknowledgment (BAck). This results in the failure of edisiing reservations in

a similar way.

Another argument would be to explicitly program the HA tofpem prefer-
ential encapsulation for RSVP messages by retaining the@g@sbhumber 46, in
addition to the router alert option. This would effectivelgable an RSVP session
to be established between the CN and MN (via the HA). Nonetkeliata packets
from the CN would still be encapsulated at the HA. Since thanHR encapsulation
mechanism adds only an IP header as the external wrappestmgdishing infor-
mation such as a UDP port is available in the outer header.rAsudt, it would be
impossible for a packet classifier (Figure 2.3) at any of th& R&uters between
the HA and MN to distinguish between packets that use resengafrom those
that do not. Hence, data packets belonging to the CN wouldvwecenventional
best-effort treatment while the reservations would remainsed for the duration

of the session.
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Figure 4.1:Mobility and QoS signaling during a handoff.

4.2.2 Interruption in QoS

Another issue arises in the event of a handoff where the itlruption in QoS
(TIg,s) inflicts a notable degradation in application level periance.T/,s con-
sists of the time required to reconnect the mobile node (Malft signaling) in
addition to reserving resources on the new link (RSVP siggaliwhen a handoff
occurs, a MN has to first acquire a new CoA and register it wighHi& and CN
before resuming data flow at its new location. This procegslves the exchange
of a BU/BAck message pair with the CN. As a result, mobilityrsiling takes ap-
proximately one round trip time (LRTT). Once connectivigstbeen established,
the MN has to re-establish the full-duplex reservationsaftd from) the CN. This
requires a Path/Resv pair for the upstream direction, asasedhother pair for the
down stream connection. As a result the RSVP signaling dslapproximately
2RTT, and hence the total interruption in QoS is three rouipdtimes (I'/g,s =
3RTT).

In real life, however, signaling is not performed in such guantial manner:
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The CN can respond with a BU and simultaneously issue a Pathagedor the
CN — MN direction (indicated by the dotted line in step 2, Figurg)4 Similarly,
the MN would respond to the Path message with a Resv messaiie aivthe same
time initiating a Path message for the upstream (MNCN) direction. As a result,
the total interruption in QoS is essentially two round tripés. (I'7g,s = 2RTT).
The main objective of the proposed wireless QoS solutioo mihimise 77,s
as much as possible. This would reduce the number of paciatpeld, and hence

result in an improved user experience at the applicatiosl lev

4.2.3 Compatibility with current standards

The proposed QoS solution should require minimal changeeetexisting architec-
tures (i.e. backwards compatible with the current RSVP andiMdP standards).
This entails close examination of RFCs 2205 (RSVP) and 3775\{®)Ifx order to

streamline the deployment and integration of the proposechamism into existing
RSVP-enabled networks. From a commercial perspectivepénsits manufactur-
ers to limit modification to the end systems, avoiding addii costs that would be

incurred by modifying or replacing existing routers.

4.3 Features and Functionalities

In order to address the current issues of RSVP performanceninedess networks
(Section 4.2), a Mobility Aware RSVP mechanism is propodddRSVR. This

mechanism enables nodes to convey mobility-specific infdion in RSVP mes-
sages through two newly defined RSVP objects. MARSVP explog$uture com-
patibility built into RSVP (Section 3.10 of RFC 2205), whichrpets defining new
object types. As a result, no changes are required to be matie tegacy RSVP-
enabled routers. This method of integrating mobility slgrpinto QoS signaling

should significantly improve RSVP renewing time after a hdihdbile at the same
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time preserving the fundamentals of the RSVP implementation

4.3.1 Protocol Overview

An RSVP message consists essentially of a common headenvéallby a set of
objects defining the various parameters of the data flow @&QadS requirements
(Figure 2.1). Each object has its own header consistingefdhowing informa-

tion:

e Object Length: Total length of the object in bytes.

e Class-Num: A number used to identify the RSVP object.

e C-Type: Identifies the version of the Internet Protocol used (1 Rw4, 2 for
IPv6)

In the proposed mechanism, two new object types are defirezlBU object (Fig-
ure 4.2) and the BAck object; used to store the content of BiJtha BAck mes-
sages respectively. Instead of assigning these new oltjectsext available class
numbers (15 and 16), they are assigned 192 and 193 respecticeording to the
RSVP implementation, a class number of 11bbbbbb (in binamé, whereb rep-
resents a bit), is considered an unknown object class andessihall intermediate
nodes (which do not understand these objects) ignore buafdrthem unexamined
and unmodified. This process allows the MN to send mobilitgrimation through
RSVP objects which are transparent to all intermediate reat@ng the way. As a
result, RSVP signaling continues to operate in its conveatimanner, unaffected
by the discretely embedded mobility information. Only twpés of nodes are con-
figured to be aware of the new mobility objects: The end no@&s&nd MN) and
the mobility agents (HA or MAP).
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Figure 4.2:BU object format.

4.3.2 Establishing an RSVP Session

When the HA receives a Path message from a CN, it first checksdirig cache for
an entry for the concerned MN. If an entry exists, it does mopsulate the Path
message but rather responds back with an RSVP PathTear reemsd@ppends
a BU object to it. This message serves two simultaneous:tdsksars down all
Path States established in routers from the CN to the HA, iitiaddo updating
the CN with the MN’s CoA. Upon receiving the PathTear messag@)tarmediate
node would search its Path State Block (PSB) list for a PSB ewitigse (session,
sendertemplate) pair matches the corresponding objects in thsages Once the
PSB entry is found, the associated Previous Hop (PHOP) & aséhe destination
address for the PathTear message. The message is thendedwarstream (along
with the unmodified BU object) while the PSB entry is deletexhf the list. When
the PathTear message finally reaches the CN, the CoA in the Bidtabjused to
construct a new Path message sent to the MN'’s exact locdtibe foreign network.
This new Path message is forwarded downstream to the MN gmebiessed
by all intermediate routers as defined in RFC 2205. If all resesiare available,

the MN responds with a Resv message, thereby successfldlylisbing an RSVP
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session in the downstream (CN MN) direction. For duplex applications, another

upstream RSVP session is also established for the reverse{MIW) direction.

In the case of HMIPv6, however, the MAP separates the RSVRosesso a
regional one (CN— MAP) and a local one (MAR- MN). This is accomplished
by utilizing the inherited behaviour of HMIPv6 which confssignaling to the
edge of the domain: When a MAP receives the Path message fe@Nhwith
the MN’s Regional CoA (which is essentially the MAP’s addreggkeplies with a
Resv message; thereby establishing the regional{€CMAP) RSVP session. The
MAP also setups a local (MAP-» MN) RSVP session by exchanging local Path
and Resv messages (using the local CoA) with the MN. The santeaqipis used
to establish the upstream direction is in the reverse (MNMIAP) RSVP session

for duplex applications.

4.3.3 Renewing an RSVP Session after a Handoff

To maintain an acceptable level of application performatieeinterruption in QoS
during handoffs should be kept to a minimum. A latency of 2RFifure 4.1) may
be acceptable at the time of session initiation, but it isausteptable in the mid-
dle of an active session. This is especially true in the cdd®i¥ or VIP calls.
The total interruption in QoS is essentially comprised sééhmain components:
Reconnecting the MN, renewing the downstream (E6NVIN) RSVP session, and
renewing the upstream (MN> CN) RSVP session. MARSVP reduces this latency
from 2RTT to 1.5RTT as follows: As soon as the MN acquires a @@ on the
new link, it sends the CN a Path message with an added BU objecthis Path
message propagates upstream towards the CN, it installhasR#t in all routers
along the way. Moreover, since these routers are not MARS\#Pled, they do
not process the added BU object but rather forward it unexadcheand unmodi-
fied. Once the CN receives the Path message, it reads the Btt abjg updates
its binding cache with the MN’s new CoA. It then uses the remmarRSVP ob-

94



MN CN

MN sends a ;
PATH with a (D Path + BU object (MN -> CN) >
BU object for
the * CN is updated
(I'\:I/I_N->_CN) with new CoA
irection P Resv + Back object (MN -> CN) .
< 2" It responds with a
< Path (CN -> MN) % RESVwith a
Back object
(MN -> CN)
MN replies * ltissues a PATH
with a RESV Resv (CN -> MN) _ (CN -> MN)
for the 3 v
(MN -> CN)
direction >
data packets
<

Figure 4.3:MARSVP signaling during a handoff.

jects (Sendeifemplate and SenddrSpec) to reply with a Resv message and adds
a BAck object to it. Furthermore, since the CN is now aware efMiN’s new lo-
cation it also renews the downstream RSVP session by issuraghamessage (CN
— MN) using the new CoA. Note that these two messages are seultamaously

as depicted by the dotted line in step 2 of Figure 4.3. As tleR8VP messages
are routed towards the MN, the Resv message (MNMCN) reserves resources for
the RSVP session in the upstream direction while the Pathagessstalls the Path
state for the downstream (CN MN) direction. Finally, once the MN receives the
Path message, it replies with a Resv message to reserve gesdar the down-
stream (CN— MN) RSVP session. In the case of HMIPv6, however, only thelloca
(MN <~ MAP) RSVP session is renewed while the regional (MARCN) remains

still valid since the RCoA is unchanged.
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4.4 Application-Level Performance

4.4.1 Methodology and Assessment

The aim of the simulation model is to evaluate the improvenmeperformance
achieved by implementing the proposed MARSVP mechanismrel@ss networks.
The main focus is on the total interruption in QoS experiendering a handoff
(TIy.s) and the effect it has on application-level performancen@g/0S as a

performance metric), as observed by a mobile node in a ctedy@dreless net-
work. Offered traffic is fixed at 120% of link capacity in orderensure intensive
contention for bandwidth. The same simulation setup us&®ation 3.2 was cho-
sen, with the addition of the MARSVP implementation.

The first study aims to measure the valueldt),s, both with and without im-
plementing the proposed MARSVP mechanism. The second staiyiees the
effect of T/g,s on VoIP performance by measuring the Mean Opinion Scoreeas th
number of handoffs is increased from 1 to 10. The same pragesgeated for VIP
traffic in the third study.

4.4.2 Results and Observations
Interruption in QoS

As outlined in Section 4.2.21'[ ¢ is the amount of time it takes the datastream to
return to its pre-handoff level of quality. This time inckslthe Mobile IP signaling
delay and the QoS signaling delay (whether RSVP or MARSVP). €munently,
TIy,s is measured from the last packet received before the haondoffrs, to the
first packet receivedfter resources have been reserved on the new link.

By measuring?/,,s for handoffs occurring in high congestion levels, the per-
formance of MARSVP was tested against default RSVP. Threelityobtenarios
were considered: MIPv6, HMIPv6 and FMIPv6. Table 4.1 suninearthe key

findings: In the case of MIPv6, an MARSVP session experienoesvarage in-
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terruption in QoS of 528 ms per handoff while a standard RS\&3iem experi-
ences 732ms. This translates into an improvement of 27.9%rdstingly, while
MARSVP still shows an improvement in a HMIPv6 scenario, th@rovement is
not as dramatic: 168 ms per handoff as opposed to 192 mstingsul an overall
improvement of 12.5%. The reason for this behaviour can p&aaed by closely
examining the factors contributing t6/,s: 71¢,s consists primarily of the hand-
off delay (\manaor) @and the RSVP signaling delay £svr). Anandop Can be further
broken down into three components: The Layer-2 handoffyd@a,) which is the
actual time is takes the MN to reconnect at the new access, ploeaddress res-
olution delay @ 44.), defined as the amount of time it takes the MN to acquire the
new CoA, and finally the Layer-3 handoff delay;¢) which represents the amount

of time it takes to register the new CoA&l/,s can therefore be expanded to:

Tlges = Az + Aagr + As + Arsve. (4.1)

In the presented simulations;, is around 20ms whil@ 44, is within the order of
100ms. Therefore\;; and\gsyp remain the factors with the biggest impact. Since
HMIPv6 confines signaling to the edge of the wireless donthm] ayer 3 handoff
delay is greatly reduced as the BU/BAck messages travelgemthe MAP (as
opposed to the CN). Similarly fokzsyp, only the local RSVP sessions between
the MN and MAP are renewed and hence the Path/Resv messagals@sent
only to the MAP. In MARSVP, the improvement ifil,s is 0.5RTT. In the case of
MIPv6, this value is quite high while in HMIPv6, RTT is consi@ébly lower since

it is the Round Trip Time to the MAP (as opposed to the HA). Couosetly, this
difference in the value of RTT between MIPv6 and HMIPV6 iseetied onT'l,s.

FMIPv,6 on the other hand, does not show indications of iwgmuent due to
two reasons: Firstly, in FMIPv6 the MN’s CoA is negotiated aedup in advance
(i.,e. before the actual handoff occurs) and hehigg. is effectively zero. Sec-

ondly, the temporary tunnel established during the exenudf the handoff enables
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Table 4.1: Total Interruption in QoS.

RSVP MARSVP Improvement

MIPv6 732ms 528ms 27.9%
HMIPv6 192ms 168ms 12.5%
FMIPv6 24ms 24ms 0%

data packet to be delivered to the MN. Moreover, an RSVP ses&s also estab-
lished over this temporary tunnel to maintain the desire® (@vel. As a result, no
matter how long it takes to perform mobility and RSVP sigmal{imhether using
the proposed mechanism or not), the MN will maintain its cativity and QoS
level through the FMIPV6 tunnel. From the MN’s perspectitere is virtually no
interruption during handoffs (except for the initial patkedirection). Therefore,

in terms of T'/,s, there is no tangible improvement when using MARSVP over

FMIPVG.

Impact of Number of Handoffs

In this study, the effect of the number of handoffs on appiicalevel perfor-
mance was examined through a series of simulation basedimgres. The of-
fered traffic was set at 120% of link capacity, while the numbiehandoffs was
progressively increased from 1 to 10. Figure 4.4 shows tkaltse using VoIP
traffic. It can be observed that MARSVP maintains a higher M@lsiesin both
MIPv6 (labeled MIPMARSVP) and HMIPv6 (HMIPMARSVP) scenarios than
conventional RSVP. Moreover, the improvement in MOS inaesass the number
of handoffs increase. This is because MARSVP redddess by 0.5 RTT for every
handoff. Therefore, at five handoffs, the total improvement/,s is effectively
2.5RTT for the whole session. This reductionlii,s translates to less packets

being dropped, thereby resulting in a higher MOS value.

98



4.4

"MIP_RSVP" —+—
"MIP_RSVP-ME" —x-—
"HMIP_RSVP" ---%---
s "HMIP_RSVP-ME" 8- |
. "FMIP" =
. - .
- e
- B - o E
i:L,,, .
TR e
o T Tk T .
(/8) " \\\\ )g U E] - Eee .
2 \ \\\‘\ ”-*”»””V””}L”””V
o
g -
£ T
O s =
g 4 ;
(]
2 \
3.9
38 ===
37
1 2 3 4 5 6 7 8 o 10

Number of Handoffs

Figure 4.4:Effect of number of handoffs on VoIP performance.

Another observation is that the differencefii,, s between MIPv6 and HMIPv6
(Table 4.1) can also be noted on MOS performance: At five HéddARSVP
shows an improvement in MOS of 0.06 (4.09-4.03) for MIPv6dmily 0.02 (4.16-
4.14) for HMIPv6. This difference is further amplified at teandoffs with 0.14
(3.95-3.81) for MIPv6 and 0.035 (4.11-4.075) for HMIPv6. Adl observation is
that at one handoff MIPv6 outperforms HMIPVv6 (both using RSV MARSVP),
while beyond two handoffs HMIPv6 provides better perforeenT his observation
was noted and explained in more detail in Section 3.2.3.

Similar observations are noted when using VIP traffic, withuech greater over-
all degradation in performance (Figure 4.5). Note that tadesused in this plot is
different from VoIP (Figure 4.4), and hence to gain a bet&spective on the mag-
nitude of the degradation the two are combined into a unifietlip Figure 4.6.

At five handoffs, MARSVP shows an improvement in MOS of 0.12733.1)
for MIPv6 but only 0.08 (3.53-3.45) for HMIPv6. This diffaree is further ampli-
fied at ten handoffs with 0.45 (2.65-2.2) for MIPv6 and 0.18{3.95) for HMIPV6.
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Figure 4.5:Effect of number of handoffs on VIP performance.

Moreover, HMIPv6 starts to outperform MIPv6 from one haridaet opposed to
three handoffs when using VoIP). For a full explanation @ thbservation, please

refer to Section 3.2.3.

4.4.3 Analysis and Discussion

The proposed MARSVP mechanism was assessed for applidatieiperformance
in wireless IP networks, using a set of simulation basedrx@ats. The total inter-
ruption in QoS ('/,s) during a single handoff was measured for the three mobility
protocols and the relative improvement calculated. MARS\A3 Wound to pro-
vide the greatest improvement if/,,s when deployed over MIPv6, followed by
HMIPv6. This is a consequence of the signaling delay sawi@5RTT achieved
by incorporating BU/BAck objects in RSVP messages.

In the case of MIPv6, RTT is measured between the MN and the GNew
for HMIPV6 it is measured between the MN and the MAP. This isucimshorter
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distance since the MAP lies within the boundaries of the saooess network as
the MN, while the CN could be located anywhere across theriaterAs a result,
a saving of 0.5RTT in MIPv6 translates to a larger improventkan 0.5RTT in
HMIPv6. FMIPv6, on the other hand does not provide any paéfdr improve-
ment when using MARSVP. This is due to the temporary tunnaldished by the
fast handoff mechanism during the execution of a handoff.aAssult, the MN
maintains its connectivity and does not experience anrimgéon in QoS, except
for the initial packet redirection.

When examining the impact of number of handoffs, the resuitserved for
T1g,s were mirrored on Mean Opinion Score: MIPv6 deterioratesféstest as
the number of handoffs is increased, while at the same tiraeiges the biggest
improvement when using MARSVP. HMIPv6’s performance deditess, but at
the same time offers less potential for improvement thanuwdlPFFMIPv6 on the
other hand, performs the best and does not indicate any waprent when using

MARSVP (hence a single plot used for FMIPV6 in Figures 4.4 abjl Finally, the
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same behaviour was observed when using VIP traffic, altheighmuch greater
magnitude (Figure 4.6). This is the result of the VIP tra#fiMPEG frame depen-

dencies outlined in Section 3.2.3.

4.5 Network-Level Signaling Cost

In this section, the proposed Mobility Aware RSVP mechaniBrARSVP) is eval-
uated at the network-level using signaling cost analysibe @nalytical models
derived in Section 3.3.2 are used as a benchmark for coroparis

Although the signaling cost analysis presented in thisi@edbllows a logic
which is consistent with previous work [FAMLO5, XAQ2], itftkrs in the following

manner:

1. The study focuses on signaling invoked due to a handofisatiterefore not

concerned with data packet delivery cost.

2. Itis assumed that an active session exists between thendiMsaCN when

the handoff occurs.

3. The CN is assumed to have a direct path of communicationitsitiN (i.e.

Route Optimisation is active).

4. Processing costs at the HA, MAP and other nodes have besralsed by

using a single universal processing cogt (

4.5.1 Total Signaling Cost using MARSVP

Based on the equations derived in Section 3.3.1, we formthatéotal signaling
cost of deploying MARSVP over Mobile IP, Hierarchical Mobi and Fast Han-

dovers for Mobile IP protocols.
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MARSVP over Mobile IP

In MARSVP no individual binding update messages are sentédCiN during a
handoff, therefore transmission cost for a BU message ftoenMN to the CN
is zero ([, = 0). This effectively equates the total CN registration cost¢oo
(R, = 0) since the processing cost at the CN is also zefp (= 0), as outlined
in Section 3.3.1. Consequently, the only cost incurrediis;() since the BU/BAck
message pair is still exchanged with the HA, regardless ®MARSVP mecha-

nism. The new MIPv6 signaling cost{"") is therefore formulated as follows:

2(lmh -1+ P)CSB + g
tr

gMIPt = N ]. (4.2)
Moreover, due to the addition of the two mobility objects (Bhd BAck objects
with a size of 36 bytes) to the first Path/Resv message paiulig.3), the new
per-hop RSVP message transmission cst)(has to be adjusted accordingly: The
first Path/Resv message pair increases in size to 176 bytds thilbisecond pair

consists of traditional Path and Resv messages (no addedABW/@bjects) and

thus remains at 140 byte§y = 140). The new average per-hop transmission cost

of all four RSVP messages is 158 bytég| = (176 + 140)/2 = 158) and hence

the total signaling cost of MARSVP over MIPVEMIF. . ) equates to

\IJMIP

_ MIP! RSVP!
marsvp = ¥ + W

2(ln — 14 p)dp + ’Y]

tr
4[(lmc -1+ 0)532 + (lmc - 1)'7]]
tr .

— N

+ NJ (4.3)

MARSVP over Hierarchical Mobile IP

Since only local handoffs are considered, no registratmswir with the HA in
HMIPv6 (Equation 3.21). Furthermore, in MARSVP, no indived BU/BAck mes-
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sages are exchanged with the MAP since this information isegltled in RSVP
messages (used to re-establish local reservations to the)M#&s a result, the
HMIPV6 transmission cost to the MAP is zerp,(,, = 0) and therefore the only
registration cost incurred is the single processing costeaMAP (R,.,, = ) and

the new HMIPV6 signaling costl{ 777!} is minimised to

pHMIP N (4.4)
tr

The total signaling cost of MARSVP over HMIPVEAZMIE ) is then formu-
lated by adding Equations 4.4 and 3.18 (usipgto denote the new RSVP message

transmission cost):

HMIP _ HMIP! RSVP!
Vitarsvp = ¥ + v

Y+ 4Ly — 1+ p)0r2 + (Lyum — 1)7]].

= N[
tr

(4.5)

MARSVP over Fast Handovers for Mobile IP

For the signaling cost of MARSVP over FMIPVBVEMIE. ), Equation 3.11 is

substituted into Equation 3.23 as follows

\Ifﬂj\ﬁggvp _ \IJFR + \I,FPT + \IJMIPZ + \I/RSVPJ + \I,RSVPI
- tunne
(5p + 3lon)5B + 57]
tr
P((lon + p)0p + 27+ 3)
tr
2(ln — 1+ p)op + W]
tr
4[(lmc + lon -1 + p)5R3 + (lmc + lon - 1)'7]
tr

:N[

+ N| ]

+ N|

+ N

.

104



Note that the last term of the above equation (which consfskg'*V* " andy i5VE
is being multiplied byyrs. This value is the average per hop transmission cost of
the total of eight RSVP messages exchanged (four for the xltf/P session,
and another four for the temporary RSVP tunnel between theatwess routers).
The average per-hop transmission cost of the first four RSV&sages has been
calculated earlier a&;, = 158. The remaining four RSVP messages are traditional
Path and Resv messages with a per-hop transmission cost ofThédefore the
average per-hop transmission cost of the eight RSVP messagesquates to 149

(Ors = (158 + 140)/2 = 149).

4.5.2 Results and Observations

The parameter values presented in Table 3.3 were used tio obtaerical results,

with the following MARSVP attributes taken into account:

e Since in MARSVP, the first RSVP message pair carries extra BU/Bae
jects, the average per-hop RSVP message transmission ¢ostéased ac-

cordingly: 0z, = 158. Similarly, for FMIPV6,iz3 becomes 149.

e Because MARSVP saves a signaling delay equivalent of 0.5 RIETtem-
porary tunnel established by FMIPV6 is retained for a shgréeiod of time;
thereby resulting in a fewer number of data packets beingei@d during
handoffs. To obtain the exact number of packéts) that get tunneled when
using MARSVP over FMIPVv6, the simulation model described éctdn
3.2.1 is used. The number of tunneled data packets per Handsfmea-

sured to be 5 on average for VoIP traffiey,» = 5), and 9 for VIP traffic
(Pvip = 9).

The results presented in Tables 4.2 indicate that MARSVP ymesl reasonable
signaling cost savings for all of the three tested mobilitgtpcols. In the case of

MIPv6 and HMIPv6, savings of 9.4% and 11.9% were achievedte Nlwat even
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though MARSVP does not transmit individual BU/BAck messatgethe CN, it

still embeds their mobility content into RSVP objects. Tliere the difference in
total signaling cost between conventional RSVP and MARSVRadriansmission
cost of the IP headers of the BU/BAck message pair. This laessto signaling
cost savings of 9.4% for MIPv6 and 11.9% for HMIPV6, as iltastd in Figure 4.7

by plotting the signal cost as the number of nodes is inctbase

The reason for the slight difference in these two values ft?\\8 and HMIPv6
is as follows: In MIPv6, a MN would send two individual BU/BRenessage pairs
during a handoff, one to the HA and another to the CN. Moredaher MARSVP
mechanism is applicable only to the (MN CN) direction over which the RSVP
session exists. Consequently, MARSVP offers cost savingsiy af the two
BU/BAck message pairs. For HMIPv6, however, only a singal®@U/BAck mes-
sage pair is exchanged with the MAP (since the CN is not notdfatle new local
CoA), and MARSVP offers signaling cost savings over it. Therethe IP header
cost savings of the MARSVP mechanism results in a relativelyeb overall im-

provement for HMIPvG6.

For FMIPv6, however, a number of observations are notegtlzithe signaling
cost savings is higher than that for MIPv6 and HMIPv6 (betw&e.9% and 26.7%
as outlined in Table 4.2). The main reason for this is MARSMUe®guction of
0.5 RTT in Tlg,s. When deploying MARSVP over FMIPVG, this translates to a
fewer number of data packets being tunnelBgd,;» is reduced from 7 to 5 packets,
while Py ;p is reduced from 13 to 9. Moreover, since FMIPv6’s Packet Eling
cost WFPT) has a significant impact on the total signaling cost of MARSWEr
FMIPv6 (\WEMIP )y any reduction inP is mirrored on toW ZMIP. . This results

in WFMIP  being directly proportional td.

Another observation is that the signaling cost savings MAv6 is traffic de-
pendent (VoIP = 17.9%, while VIP = 26.7%) even though the nemd tunneled
data packetsK) is reduced proportionally for VoIP and VIP traffic. To helpder-
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Table 4.2: Improvement in Signaling Cost.

Mobility Protocol Improvement

MIPV6 9.4%
HMIPV6 11.9%
FMIPV6 (VoIP) 17.9%
FMIPV6 (VIP) 26.7%

stand this, the ratio of the data packet size to the maRSVRepaide is examined:

Pyorp 220
= — = 1.39
On2 158 ’
Proip 630 g g
OR3 158 o

Therefore, a VoIP packet is 1.39 times larger than an MARS\WRgtavhereas
a VIP packet is 3.99 times larger. Consequently, even if timebar of data packets
being tunneled is reduced proportionally by MARSVP for Vol &P, this reduc-
tion has a bigger impact on the total signaling cost whengusili® traffic simply
due to the VIP packet’s larger packet size compared to the MAR®ackets. This
difference in improvement can be observed when plottingitpealing cost against

the number of nodes (Figure 4.8).

4.5.3 Analysis and Discussion

Several analytical models were derived to evaluate MARSYEBormance at the
network level. The signaling cost analysis conducted inti8ec.3.2 was used
as a performance benchmark to measure the improvementHirabgut by the
proposed mechanism. MARSVP was found to have the least iraprent in sig-

naling cost when deployed over a MIPv6 or a HMIPv6 wireledsvoek (9.4% and
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11.9%). This is because the only signaling cost saving aeties the transmission
cost of the IP headers of the BU/BAck message pair.

When deployed over a FMIPv6 wireless network, however, MAR®ides
the best improvement in signaling cost, both when using @@ VIP traffic. The
main reason behind this is the reduced number of data pao&etg tunneled and
buffered between the old and new access points. From a rlepwovider’s view-
point, MARSVP seems to be a favourable option to consider vadsdimering rich

multimedia content over a FMIPv6 wireless network.

4.6 Conclusion

A Mobility Aware RSVP mechanism (MARSVP) for wireless mobiletworks was
presented and evaluated in this chapter. MARSVP adheres t®RFEand oper-
ates concurrently with standard RSVP. It addresses twosssmefronted when a
MN roams outside its home network: establishing an RSVP @essi addition to
the lengthy QoS interruption periods experienced duringradbff.

The proposed mechanism was evaluated from two viewpoihts:ehd-user’s
perspective (application-level performance) and theiserprovider’s perspective
(network-level performance). The framework presented iapgiér 3 was used as
a performance benchmark to quantitatively assess any iraprent introduced by
the proposed mechanism.

Simulation results show that MARSVP reduces the total iofgion in QoS
(TIgos) by 27.9% when using Mobile IPv6, and by 12.5% when using &iihi-
cal Mobile IPv6. This reduction irff/g,s results in a better end user experience,
as indicated by the improvement in the Mean Opinion Scoreod®\And VIP ap-
plications used in the simulation study. Improvement getsel as the number of
handoffs increases; which indicates the suitability of MARSfor high mobility,
high-handoff scenarios. FMIPv6, however, provides no ipadéfor improvement

in T1g,s Since a temporary tunnel is always used to maintain the Mdisraunica-
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tion during a handoff regardless of how long it takes to penfthe actual mobility
and QoS signaling. As a result, MARSVP does not provide anyongment in
T1g,s when deployed over a FMIPv6 wireless network.

On the other hand, when examined at the network-level, topgsed mecha-
nism exhibits a bias towards FMIPv6: MARSVP provides the lmgrrovement
in total signaling cost when deployed over a FMIPv6 wirelestvork (17.9% for
VoIP applications and 26.7% for VIP). This was due to the i§iggnt packet tun-
neling and buffering cost savings resulting from MARSVP'duetion of 0.5 RTT
in T1g,s. In contrast, MARSVP provides a smaller improvement (9.4%Eh9%)
for MIPv6 and HMIPv6. This is because the only signaling @zstings gained is
the transmission cost of the IP headers of the BU/BAck mespadg.

By examining the proposed mechanism for application and orétevel per-
formance, a better overall insight into its features andtéitions was achieved.
MARSVP offers varying benefits, depending on the performametics required:
If the end user’s experience is a priority, MARSVP providestahle improvement
in Mean Opinion Score when deployed over MIPv6 or HMIPV6; velas FMIPV6
remains unchanged. If the network signaling cost is the roantern, MARSVP
offers considerable cost savings when using FMIPV6; intamdto a lower im-
provement when using MIPv6 or HMIPvV6.

In conclusion, it can be said that MARSVP is a viable altexesatid conventional

RSVP for the following reasons:

e It is compatible with current standards and can thereformtreduced as a
software update to end nodes. This allows for the core anelsaaretworks
to remain unchanged (operate using conventional RSVPeblygrroviding

significant cost savings to service providers.

o It facilitates reservations for a roaming MN in a foreign sah previously

unfeasible using conventional RSVP (see Section 4.2.1).
e It provides a better application-level performance for MBRand HMIPv6
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through a 27.9% and a 12.5% improvementif,,s (respectively).

¢ At the network-level performance, it offers significant teavings for all
three mobility protocols (ranging from 9.4% for MIPv6 up t6.2% for
FMIPvV6 using VIP traffic).

Finally, even though the mechanism proposed in this chagtasides substantial
improvements at the application and network-level, it msited by a design con-
straint (to be backwards compatible with current standardsis indicates that
there is still potential for improvement if this design ctrast is removed. This
will allow for a more efficient solution that would furtherdece the interruption in
T1g,s, albeitimposing a need for software upgrades in all routrsg the end-to-

end to path.
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Chapter 5

Classifying RSVP Flows Using the
Home Address Option

5.1 Overview

The proposed mechanism presented in Chapter 4 met its desjgimements and
produced sufficient results with improvements of up to 27.@%7',.s at the

application-level (MIPv6) and 26.3% improvement in signglcosts at the network-
level (FMIPv6 using VIP traffic). However, this improvemesdn be further in-

creased by eliminating the compatibility requirement (®ec4.2.3) from the de-
sign criteria. By doing so, this chapter presents a new d¢leagson mechanism for
RSVP in which routers are configured to classify flows basederhbme address

option in the MIPv6 destination options header.

With this arrangement, intermediate RSVP routers are theeible to correctly
identify an RSVP flow, even after a MN changes its CoA. Moreousmg this
mechanism a crossover router (COR) can detect the changednpoftthe end-
to-end RSVP session and confine RSVP signaling to it. As a ref@dtRSVP

re-establishment time and network signaling costs aretantislly reduced.

The rest of this chapter is organised as follows: The nexigeoutlines the
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design criteria used in developing the proposed mechaifdiowed by a descrip-
tion of features and functionalities. An evaluation of apgtion-level performance
is presented in Section 5.4, followed by a network signatiogt analysis in Sec-
tion 5.5. The chapter is then concluded with an in-depthudision of the results

obtained from the various experiments and analytical nsdel

5.2 Design Criteria

Since the compatibility requirement of Section 4.2.3 hasbemoved, greater flex-
ibility in designing a more efficient system is allowed ansliss can be addressed:
The first issue is dual reservations for the same MN due toufhrect RSVP packet
classification method, while the second issue relates tirgng RSVP signaling to
the unchanged portion of the end-to-end path. Moreoveinttreased design flex-
ibility permits reducingZ’l,,s even further than the MARSVP method presented in
Chapter 4.

5.2.1 Dual Reservations

As outlined in Section 3.2.2, when a MN experiences a handsfCoA changes.
The MN’s reservations, however, are still allocated foroits CoA. Once the MN
resumes its transmission, RSVP routers would not be ablectmrése the MN's
data packets (since the MN is using a different IP addressyamuld therefore not
allocate the reserved resources to the MN’s “post-handidta flow. As a result,
a new RSVP session (using the new CoA) has to be establishedtemerthe MN
moves into a new subnet.

This new session, however, is established before the oldsonginquished
(make before break). Moreover, since a handoff would mastyliaffect a small
portion of the complete end-to-end path, the old and new R&4Biens would

share several links along the path between the MN and the Cééuere cases, an

114



existing RSVP session for a MN (using the old CoA) can block #raesMN from
establishing a new RSVP session after a handoff despite ¢chéhta both sessions
are intended to handle the same traffic flow.

Even if a MN manages to establish reservations using its ned, @ee old
RSVP session would be retained for a significant period of.tifings is because the
MN would not be able to explicitly tear down its old reseraatiusing a ResvTear
message after a handoff occurs (since the message woudddeaalong a differ-
ent route). Consequently, the old reservations would bespred until the RSVP
refresh timer expires (anywhere up to 30 seconds, dependimgtwork settings).
In the worst case, a MN might ping-pong between two subnké&geby creating
new reservations as it moves between the two subnets. Ajthatsmaller refresh
interval might reduce the impact of this problem, it wouldalncrease signaling
overhead as refresh messages would be exchanged morenilgque

Therefore, a new classification method has to be developediar to reassign
existing reservations to a MN after a handoff occurs, thwsdang dual reservations

for the same traffic flow.

5.2.2 Confine RSVP Signaling to affected links

Since only a small portion of the entire end-to-end path engled, RSVP routers
should be modified to be able to identify the changed portr@hanfine signaling
to it accordingly. This is illustrated in Figure 5.1: a MNtiaily resides in subnet
1 (S1) and moves horizontally towards subnet 3 (S3). When tNdilt handoffs
to S2, the changed portion between the MN-CN path consistseofast hop (R1-
AR2) while the remaining hops remain unchanged. When the MNesiawto S3,
however, two hops are changed (R3-R2 and R2-AR3). Using coovetiiRSVP, a
new end-to-end session will always be reserved, regardfdbg actual number of
links that changed during the handoff. By limiting RSVP sigmglto the changed

links, a fewer number of routers will be involved and therefboth transmission

115



= End-to-end path
sn» Changed Portion S2
> Changed Portion S3

Internet ‘-a
5 B
RS 8

Figure 5.1:Changed links in an RSVP session during handoffs.

and processing costs would be reduced accordingly.

5.2.3 Interruption in QoS

As explained in Section 4.2.2, the total interruption in d3,s) consists of the
time required to reconnect the mobile node (Mobile IP sigwglin addition to
reserving resources on the new link (RSVP signaling). Thehar@ism proposed in
Chapter 4 minimised’l,s by merging mobility with QoS signaling. This allowed
a single message exchange to perform mobility signalingestablish reservations
for one of the two directions. However, another RSVP messagelsange was
required to renew the reverse RSVP session, resulting irmbdiginaling delay of
2RTT.
From a MN'’s perspective this is experienced as 1 RTT delayissigtion in

service (until CN is updated with the MN's new CoA), followed &yother 1RTT
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of substandard level of QoS (until reservations are estaddi for the reverse path).
The objective of the new mechanism is to reduck),s as close as possible to
1RTT, which would essentially consist solely of the mopikignaling delay. This
effectively means that the reservations should be renewsdgithe time frame of
1RTT used to conduct mobility signaling between the MN and Therefore, by
the time the MN and CN resumed their transmission, the resengashould have

already been renewed and ready to handle the traffic flow’sr@gdrements.

5.3 Features and Functionalities

Taking into account the aforementioned design criteriagahmnism incorporating
a new packet classification method is proposed as an extettsRSVP. The new
mechanism calle®SVP-HoAclassifies traffic flows based on the MN’s Home Ad-
dress rather than the source or destination address stoegacket’s IP header.
According to the MIPv6 specification [JP04], IP packets dBnea roaming MN
should explicitly include a home address option in the desibn options extension
header. RSVP-HOoA utilises this readily available inforraatand thus no changes
are required to the mobility protocols. On the other handnges are still required
to RSVP to allow routers to inspect the home address optioriendRSVP sig-

naling to the changed portion.

5.3.1 Protocol Overview

Several options are available in the current IPv6 spediicgRFC 2402) and are
handled as extension headers. These extension headensaned into the IPv6

header as needed and can consist of any of the following:
e Hop-by-hop options header,

e Routing header,
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Figure 5.2:RSVP-HoA Signaling during a handoff.

Fragment header,

Destination options header,

Authentication header,

Encrypted security payload header.

The Destination options header is used to carry informatidoe processed at the
destination node. Mobile IPv6, for example, specifies theneldddress option to
be carried by the destination options header. The main tgelsehind this is to
provide transparency at the application layer. Therefa@/N starts a session with
a CN using its Home Address (HoA) and then undergoes a handdftarts using
a CoA, the home address option must be included in all of thedwidta packets
transmitted to the CN. At the receiving end, the CN’s transfayrer retrieves the
MN’s HoA from the destination options header and places thensource address
field of the data packet (instead of the CoA), which is then @ass to the higher
layers. As a result, the MN’'s changed IP address would bepearent to the CN’s
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application-layer. The reverse process is done by the CNisank layer when
its application layer replies with data packet destinech® MN: the HOA in the
destination field is replaced with the MN’s CoA (which is theaogically correct
IP address).

This process provides application layer transparencybhlempapplications to
run smoothly, unaffected by the MN’'s changed IP address. smélar fashion,
the proposed RSVP-HoOA mechanism utilises the home addrégsdp provide
transport layer transparency for RSVP. Moreover, the BUMBAlgjects introduced
by the MARSVP mechanism are once again utilised in the prap&&vVP-HoA

mechanism to capitalise on the 0.5RTT savings (as depictEdjure 5.2).

5.3.2 Path Message Processing

Using the proposed RSVP-HoA mechanism, an RSVP router presad3ath mes-
sage according to the flowchart diagram depicted in Figu8e Fhe router first
examines the Path message’s headers for a destinatiom®pader containing a
home address option.

If a home address option is not found, the router would belratlee conven-
tional RSVP manner: The RSVP module’s Path State Block (PSByvbsid be
searched for an existing session using the sender address$ifothe session object
of the received Path message. If an entry exists, the Pathagess considered
a refresh message and the corresponding path state timeseisand the message
is forwarded upstream. However, if no existing PSB entryoisntd, the session
is treated as new one and a new PSB entry is created. The’'sdftexddress is
recorded in the Previous Hop (PHOP) field of the Path messageh is then for-
warded upstream towards the destination.

On the other hand, if a home address option is included in #tle Pessage,
the HOA is retrieved and swapped with the CoA in the sessioaabbjThe PSB

list is then searched for an existing entry using the HoA.dfemtry is found, it
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Figure 5.3:Path message processing using the RSVP-HoA mechanism.

indicates that the current RSVP router is a new one being atidée end-to-end
path of a MN that has undergone a handoff (home address apttuded but no
PSB found). A new PSB entry is therefore created and the mgedsdorwarded
upstream (router’s IP address is recorded in the PHOP efithed?ath message).
However, if an entry for the HOA exists, it indicates that therent RSVP node
is the COR for a MN that has undergone a handoff. The COR willefloee not

forward the Path message any further, and using the assddraservation State
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Block (RSB) entry, would issue a Resv message back to the MN orifldhhe
CN.

5.3.3 Data Flow Classification

An RSVP router would initially inspect an incoming data packe a home ad-

dress option. If a home address option is not found, the rovdald function in the

conventional RSVP manner by classifying the data packetrdoupto the sender
address field in the IP header. If an RSVP session exists, nesoare allocated
accordingly and the packet receives its desired QoS levelveder if a home ad-
dress option is included, the HoA is retrieved and used tesdiathe data packet.
If an RSVP session exists for the HOA, the designated ressuneeallocated and

the packet receives its desired level of QoS.

This method insures that, when a MN undergoes a handoff ahres com-
munication using its new CoA, the change in IP address woulttdrsparent to
the RSVP module’s packet classifier. As a result, the MN is mgéo required to
create new end-to-end reservations using its new CoA sigceetiervations on the
unchanged portion of the end-to-end path would be reakactd the MN'’s flow
(using the home address option). As a result, the dual rasenvissue outlined in

Section 5.2.1 is avoided.

Moreover, the Path message sent by the MN after the handottvemly travel
to the COR which would reply with a Resv to reserve resourceserchanged
portion of the link. This confines RSVP signaling to the COR (®&c5.2.2) and
would therefore result in a shorter RSVP signaling delayesthe Path and Resv
messages only traverse a few hops. This, in return, redbedstal interruption in
QoS (Section 5.2.3). The signaling cost of RSVP would likeviie reduced due to
the smaller number of hops and fewer number of routers ieebim processing the

Path message.
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Table 5.1: Total Interruption in QoS.

RSVP MARSVP Improvement RSVP-HOA Improvement

MIPv6 732ms 528ms 27.9% 312ms 57.4%
HMIPv6 192ms 168ms 12.5% 168ms 12.5%
FMIPv6 24ms 24ms 0% 24ms 0%

5.4 Application-Level Performance

5.4.1 Results and Observations

The application-level performance of RSVP-HoA was measanetcompared agai-
nst standard RSVP and MARSVP by monitoring the effect on tred toterruption
in QoS under high congestion levels. Offered traffic was fiaed20% of link
capacity while the number of handoffs was increased fromtorten. The same
simulation environment and topology used in Section 3.2 wtidised, with the ad-
dition of the RSVP-HOA implementation. Table 5.1 presentedgumance matrix
of T1g,s using the different combinations of the three mobility pials and RSVP

mechanisms.

Mobile IPv6

As shown in Table 5.171,s for MIPv6 was further minimised using RSVP-HoA
to 312 ms per handoff, compared to 528ms for MARSVP and 732 mstémdard
RSVP. This translates to an improvement of 57.4%, which isiggantly higher
than 27.9% for MARSVP.

Since RSVP-HoA confines RSVP signaling to the COR (node N4 asi@debi
in Figure 3.1), the associated RSVP signaling delay is retlaceordingly. More-

over, because the transmission delay from the MN to the CN ishrhigher than
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Figure 5.4:Effect of number of handoffs on VoIP performance.

that to the COR, RSVP signaling is effectively performed in paravith (and is
completed before) mobility signaling. As a result, by thadithe CN is ready to
resume transmission, the resources would have alreadyrbserved for it at the
new nodes, N3 and AR1. This essentially means fat s consists of the mobility
signaling delay between the CN and MN, in addition to the inedrMAC con-
tention delay at the access routers due to high traffic caioges he improvement
in T1,,s can also be noted on application-level performance, astifited in the
MOS graphs for VoIP and VIP traffic (Figures 5.4 and 5.5 retpely).

In the case of VoIP traffic, MARSVP (labeledIP_MARSVRP provides an im-
provement in MOS of 0.06 (4.09 - 4.03) over standard RSVP [galidIP) at five
handoffs. However, RSVP-HoA (label@dIP_RSVP-HoA provides a better im-
provement in MOS of 0.11 (4.14 - 4.03) for the same number ofib#is. This
difference is further amplified at ten handoffs with 0.14 nmgment in MOS for
MARSVP and 0.24 for RSVP-HoA.

An interesting observation is that using RSVP-HoA with MIRigivers a MOS
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performance comparable to that of HMIPv6 and standard RSatselg@dHMIP-
RSVB. A slight variation exists where MIRSVP-HoOA performs slightly better
than HMIP-RSVP below five handoffs, after which HMRSVP starts to outper-
form it. Note that even though HMIRSVP provides a bette€f],s of 192 ms per
handoff (compared to 312 ms for MIRSVP-HoA), the additional 40 byte IP-in-
IP 40 header (18% increase in data packet size) results hehjgacket delay and
loss in RSVP routers and access routers (MAC contentionk dffects HMIPv6'’s
MOS performance to the point where it is slightly worse thaiPNRSVP-HOA. As
the number of handoffs increase, the lowdg,,s of HMIPV6 results in less packets
being dropped and delayed (for every handoff) and thus byheweloffs it starts to
compensate for the increased data packet size.

For VIP traffic (Figure 5.5), HMIBRSVP outperforms MIERSVP-HoA regard-
less of the number of handoffs. As explained in Section 318 is due to the
larger packet size of VIP traffic which reduces the relatimpact of HMIPv6 IP-
in-IP encapsulation (3.8% increase for VIP, compared to 18/0I1P). Finally,
RSVP-HOA results in a more noticeable MOS improvement whamguglP traffic
than VolP: By ten handoffs, MIPv6 MOS is enhanced from 2.2 fandard RSVP
to 3.1 for RSVP-HOA, compared to 3.805 and 3.95 for VoIP traffic

Hierarchical Mobile IPv6

For HMIPv6, RSVP-HoA and MARSVP provide the sariié;,s value of 168 ms
(Table 5.1). This is because the simulation topology uséguE 3.1) is a single
level hierarchy in which the MAP (node N4) is the COR between ARl AR2.

Moreover, since RSVP Operation over IP Tunnels is used, mphitd QoS signal-
ing are confined to the MAP regardless of the RSVP mechanisth ésea result,
the only advantage RSVP-HOA provides at single level hiénais the 0.5RTT

saving in T1g,s achieved by implementing embedded BU/Back objects in RSVP

messages. This results in the same improvemerit/if)s of 12.5% achieved by
MARSVP.

124



4.5

"MIP_RSVP-HOA" %

"MIP_RSVP" —+—
"MIP_MARSVP" -

"AMIP_RSVP" &
"FMIP_RSVP" = -

Mean Opinion Score
//, ’,' ;
// !
// J !
) , !
/ : li
ARy i
/ % ; i
// B I
/ ; : i
// ," f
/ / ; i
/ i
4 . i
/ /
¥ &
%

25

1 2 3 4 5 6 7

Number of Handoffs

Figure 5.5:Effect of number of handoffs on VIP performance.

Therefore, in order to measure the advantage of RSVP-HoAgar#dMIPv6

hierarchy architecture should be considered. For exarfgsle,2-level hierarchical

topology, the COR would be one hop away from the MN while the Maduld

be two hops away. As the number of hierarchy levels incredbesadvantage of
RSVP-HoA becomes more apparent: At five handoffs, RSVP-Hogstablishes

reservations to the COR (one hop away), while MARSVP re-eistads them to the

MAP (5 hops).

With this notion in mind, a new set of simulations were cortddaising various

HMIPV6 levels of hierarchy for the three RSVP mechanisms. ashe observed in
Table 5.2, RSVP-HoAs advantage over MARSVP increases asutmder of hier-

archy levels is increased: At a 5-level hierarchy, stan®R8¥P results in &'1,s
of 433 ms, while MARSVP is 326 ms (24.7%) and RSVP-HoA 248 ms/%).

In order to illustrate the effect df/,,s on MOS performance, a three-dimensional

plot is used for the three parameters involved: the numbbkantioffs (x-axis), the

Mean Opinion Score (y-axis), and the number of hierarchglge(z-axis). By ex-
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Table 5.2: Improvement ifi'/,,s according to HMIPVv6 hierarchy depth.

Levels of RSVP MARSVP % RSVP-HoA %
Hierarchy

1 192 ms 168 ms 12.5% 168 ms 12.5%
2 250 ms 205ms 18% 189 ms 24.4%
3 311ms 247 ms 20.6% 206 ms 33.8%
4 372ms 289 ms 22.3% 227 ms 39%

5 433 ms 326 ms 24.7% 248 ms 42.7%

amining the VoIP MOS performance graph for MARSVP (Figure) &6ew ob-
servations are made: MOS performance decreases as the mahtendoffs is
increased (as illustrated in earlier two-dimensionalgloHowever, the magnitude
of this drop is higher as the number of hierarchy levels isaased. For example,
at one-level of hierarchy MARSVP’s MOS drops from 4.23 (onaduf) to 3.95
(ten handoffs), resulting in a 0.28 drop in MOS. At five-lesef hierarchy, MOS

decreases from 4.28 to 3.4, resulting in a larger drop 0f.0.88

By comparing MARSVP’s performance against RSVP-HoA (Figurésand
5.7), it can be observed that RSVP-HOA's advantage is moigl@iat larger hierar-
chy levels: At five-level hierarchy, RSVP-HoA's MOS decreafiem 4.27 to 3.49
while MARSVP’s MOS from 4.28 to 3.4. Therefore, even at onedudfy RSVP-
HoA still performs better than MARSVP since RSVP signalingydrdvels a single
hop to the COR, while with MARSVP it travels five hops to the MAP.

When examining VIP traffic performance (Figures 5.8 and 199, effect of
hierarchy level seems minimal (the MOS plot does not curvtherz-axis as much
as it did for VoIP traffic). This is due to the larger scale usatte the number of
handoffs has a bigger impact on VIP traffic than it did for V@yPaxis ranges from
2.6 to 4, as opposed to 3.4 to 4.3 for VOIP). By closely exangjtie impact of each
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of the two variables, it becomes clear that in the case of Ydffi¢, the number of
handoffs has a bigger impact on MOS performance than the euofthierarchy

levels:

e Effect of Number of Handoffs: At single level hierarchy, MOS drops from
4.02 (one handoff) to 3.1 (ten handoffs), resulting in aeddhce of 0.92.
Similarly, at five-level hierarchy it drops from 3.94 to 2.{@ difference of
1.21).

e Effect of Number of Hierarchy Levels: For a single handoff, MOS drops
from 4.02 (1-level hierarchy) to 3.94 (5-level hierarchggsulting in a dif-
ference of 0.08. Similarly, for ten handoffs, MOS drops fr8r to 2.73 (a
difference of 0.37).

As a result, the relatively small change due to hierarchgl&e(0.08 to 0.37) is not
as clearly visible on the larger y-axis scale used for VIHitraln terms of RSVP-
HoAs performance against MARSVP, Figures 5.8 and 5.9 ilatst MARSVP’s
lower MOS value as shown in the darker template colour on gperiright region
(large number of handoffs and hierarchy levels). RSVP-HaAthe other hand,
provides a better MOS performance as illustrated by thetidigbolour template
for the same upper-right region. Therefore, RSVP-HOA is ¢éebetandidate than
MARSVP for large HMIPv6 wireless networks, where the numbkhierarchy

levels is larger than two.

Fast Handovers for Mobile IPv6

For FMIPV6, no improvement if'],,s is achieved (Table 5.1). This is due to the
pre-handoff CoA configuration and the FMIPv6 tunnel utiliskaling handoffs (as
explained in Section 4.4.2). Therefore, in FMIPv6’s cadetheee RSVP mecha-
nisms provide the sam&I,s value of 24 ms, which consists of the initial delay

due to packet redirection.
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5.4.2 Analysis and Discussion

The proposed RSVP-HoA mechanism was assessed for appiidatiel perfor-
mance in wireless IP networks, using a set of simulation das@eriments. The
total interruption in QoS1,s) during a single handoff was measured for the three
mobility protocols and the relative improvement calcutate SVP-HoA was found
to provide the greatest improvementiig,s when deployed over MIPV6 (57.4%
over standard RSVP), followed by HMIPv6 (12.5%), whereasmarovement was
achieved for FMIPV6.

To further assess RSVP-HoA's improvement in HMIPv6 wirelestsvorks, an-
other set of simulations was conducted using simulatiooltzpes consisting of
multiple levels of hierarchy. As the number of hierarchyelsvincreased, RSVP-
HoA provided better performance than MARSVP. This is becagservations were
renewed only to the COR (one hop) whereas MARSVP renewed théme td AP
(multiple hops, depending on hierarchical depth).

The corresponding effect dfI,,s was observed on MOS performance. In the
case of HMIPv6, three-dimensional plots were used to ilaistthe effect of both

the number of handoffs and hierarchy level on MOS perforraanc

5.5 Network-level Signaling Cost

In this section, the proposed reservation model (RSVP-HsA9valuated at the
network-level using signaling cost analysis. The ana#ytmodels derived in Sec-

tion 3.3.2 are used as a benchmark for comparison.

5.5.1 Total Signaling Cost using RSVP-HoOA

Based on the equations derived in Section 3.3.1, we formthaté¢otal signaling

cost of deploying RSVP-HOA over the different mobility protds.
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RSVP-HoA over Mobile IPv6

Similar to the MARSVP signaling cost analysis conducted iati®a 4.5.1, RSVP-
HoA does not transmit a binding update message to the CN darimndoff but
rather embeds it in a BU object sent in a Path message to the @ietheless, this
holds true for RSVP-HoA until the Path message reaches the C@iRhwould
not transmit it any further. The COR would read the BU object s&nd a standard
BU message to the CN, while at the same time replying to the M wiResv
message and another Path/Resv message pair for the revdrseTha CN then
replies with a standard BAck message to the MN (consult Eigu2 for detailed
message signaling).

Therefore the CN registration cogt..) consists of the transmission cost of the
BU message from the COR to the CN (MN to COR is not included sineeBth
information is transmitted in an BU object in the Path mes$aig addition to the
BAck message from the CN to the MN. Furthermore, the numbeop§tirom the
COR to the CN can be calculated as simply the number of hops betihe MN
and CN (,,,.), minus the number of hops between the MN and CQR.J. The CN
registration cost is then calculated as the sum of the tressson costs of the BU

(COR — CN) and BAck message (N — M N) as follows:

N<lmc - lmc7'>5B + N<lmc — 1+ p)5B
tr tr

Rmc =

(2lmc - lmcr —1 + /))53
tr '

= N (5.1)
As for the HA registration costH,,.;), the BU/BAck message pair is still ex-

changed with the HA regardless of the RSVP-HOA mechaniBpy, is simply the

transmission costs of the two messages (BU/BAck) in additiothe processing

cost at the HA:

2(lmp — 14+ p)op + v

R,, = N
h tr

(5.2)
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The new MIPV6 signaling costif #/P2) is formulated by combining Equations 5.1

and 5.2 as follows

\IJM[PQ - Rmc + Rmh

tr tr

= N

(2lmc -+ Qth — lmcr — 34+ Sp)(;B —+ ¥

= N[
tr

] (5.3)

As for the RSVP signaling cost, it consists of the first Pathgage (with an embed-
ded BU objectdr = 176) to the COR, in addition to the remaining three Path/Resv
messages exchanged between the MN and COR (do not includeldB®Ek ob-
jects, thereforér = 140). In order to simplify the equation, the average value of
dr for the four RSVP messages is useg; = [(140 x 3) + 176]/4 = 149. The

RSVP signaling cost becomes:

4[(lmcr -1+ p)5R4 + (lmcr - 1)’7] ]

QRSVP2  _ N[
tr

(5.4)

Finally, the total signaling cost of RSVP-HoA over MIPVW/ (/I , .. ) is formu-

lated by combining Equations 5.3 and 5.4 as follows:

\I]MIP

_  MIPs RSVP,
RsvP—ton = Y + v

(2lmc + 2lmh - lmcr -3 + 30)53 + Y

— N . ]

RSVP-HoA over Hierarchical Mobile IPv6

Since only local handoffs are considered, no registratimesir with the HA or the
CN in HMIPV6 (R,.;, = R... = 0). The only registration cost incurred is that to the
MAP (R,..,). Similar to the RSVP-HOA signaling cost analysis for MIPttt total

132



signaling cost of RSVP-HoA over HMIPvBI(#4IP Y is formulated as follows,
using the number of hops between the MN and the MAR, (instead ofl,,.) and
excludingR,,,,:

Um — ler — 1+ p)O5 + 7
\IJHMIP _ N( mm mer
RSVP—HoA tr

4[(chr -1 + 10)534 + (lmcr _ 1)’}/]
tr '

+ N| (5.6)

RSVP-HoA over Fast Handovers for Mobile IPv6

For the signaling cost of RSVP-HoA over FMIPW/EXIE ), Equation 3.11 is

substituted into Equation 3.23 as follows:

\Ilg]g{/};_}[ 4= \I/FR + quPT + \I/MIP2 4 \I}RSVPQ 4 \IthSVF;
5p + 3lon)d5 + i
tr
P((lon + p)op + 27 + ﬁ)]
tr
(lec + 2lmh - lmcr -3+ 3p)éB + '7]
tr
4[(lmc + lon -1 + p)5R5 + (lmc + lon - 1)’7]
tr

_ !

+ N|

+ N|

+ N| ] (5.7)
Similar to the signaling cost analysis of MARSVP over FMIPvégented in
Section 4.5.1, the last term of the above equation, congisti 2572 andb Z5VE
is being multiplied byyrs. This value is the average per hop transmission cost of
the total of eight RSVP messages exchanged (four for the xlUpB/P session,
and another four for the temporary RSVP tunnel between theatwess routers).
The average per-hop transmission cost of the first four RSVEsayes has been
calculated earlier a&;4 = 149. The remaining four RSVP messages are traditional

Path and Resv messages (no added BU/BAck objects) and treetedoe a per-
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Table 5.3: Improvement in Signaling Cost.

Mobility Protocol MARSVP RSVP-HoOA

MIPV6 9.4% 44.7%
HMIPV6 11.9% 11.9%
FMIPV6 (VoIP) 17.9% 45.4%
FMIPV6 (VIP) 26.7% 56.7%

hop transmission cosz; = 140. The average of the eight RSVP messages)(

becomes:

Sru+ 6 149 + 140
Ops = % = + — 1445,

Moreover, since the RSVP-HOA mechanism limits RSVP signalrthe COR, the
total interruption in QoS is reduced and hence the tempdtamyel established by
FMIPV6 is retained for a shorter period of time. This resuita fewer number of
data packets being tunneled during handoffs. To obtaintaet@umber of packets
(P,) that get tunneled when using RSVP-HoA over FMIPV6, the sitiarianodel

described in Section 3.2.1 was used. The number of tunneltal mhckets per
handoff was measured to be 3 on average for VoIP traffi¢ - = 3), and 5 for

VIP traffic (PVIP = 5)

5.5.2 Results and Observations

The network-level performance of RSVP-HoA was analysed angpared against
standard RSVP and MARSVP using the associated signaling cos¢lmfor the

three mobility protocols. The parameter values presemteihble 3.3 were used
to obtain numerical results, with the following RSVP-HoArgtites taken into

account:
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e The average per-hop transmission cégs) of the four RSVP messages used
in MIPv6 and HMIPV6 is 149.

e The average per-hop transmission cogt) of the total of eight RSVP mes-
sages used in FMIPv6 (four for the RSVP session, and four éteimporary
RSVP tunnel) is 144.5.

e The average number of tunneled data pack&n(FMIPv6 using RSVP-
HoA is 3 for VoIP traffic, and 5 for VIP traffic.

Mobile IPv6

Table 5.3 compares the signaling cost savings achievedy BRBVP-HOA and
MARSVP for each of the three mobility protocols. In the cas&/iPv6, the sig-
naling cost savings achieved using RSVP-HoA is 44.7%; coetptr 9.4% when
using MARSVP. This substantial improvement is a consequehtiee new packet
classification system (using the HomeAddress Option) whaffines RSVP sig-
naling to the COR. As a result, the RSVP-HoA mechanism saves RS43age
transmission and processing costs on the unchanged poftibe link (COR «

C'N). Moreover, since the RSVP session is full-duplex, savimgsh@ade in both
directions while the mobility signaling remains unchangedreby resulting in the

44.7% overall signaling cost savings for MIPVv6.

Figure 5.10 illustrates the signaling costs incurred byttiree RSVP mech-
anisms when deployed over a MIPv6 wireless network, as tmebeu of nodes
is increased from 1 to 20. Conventional RSVP (labdli® _RSVH ranges from
200 to 4000, while MARSVP (labelddIP_MARSVR offers a slight improvement,
ranging from approximately 180 to 3600. RSVP-HoA, howevéers the highest
improvement, with signaling costs ranging from 110 to 22@0€ledMIP_RSVP-
HoA).
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Figure 5.10:MIPv6 signaling cost using the different RSVP mechanisms.

Hierarchical Mobile IPv6

Similar to the results of the application-level performari8ection 5.4.1), RSVP-
HoA offers the same signaling cost savings achieved by MARSVE3%, as
shown in Table 5.3). This is due to the simulation topologgdugFigure 3.1)
in which the COR is the MAP (consult Section 5.4.1 for a deth#&planation).
Therefore, for a single-level hierarchy, RSVP-HOA and MARS){erate in essen-

tially the same manner and hence incur the same signalirtg.cos

In order to investigate the advantage of RSVP-HoA, larger P8l hierarchical
topologies are considered. Table 5.4 presents the incsigedling costs of the
three RSVP mechanisms as the number of hierarchy levelsrsased from one
to ten. For MARSVP, signaling cost savings are slightly reau¢from 11.9%)
for every added level of hierarchy, until it reaches 11.2%afden-level hierarchy.
This is due to the additional transmission costs (for RSVPraadility messages)

and processing costs (RSVP message processing at intetenadies) for each
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Table 5.4: Improvement in Signaling Cost according to HMIRig&archy depth.

Levels of RSVP  MARSVP % RSVP-HoA %
Hierarchy

1 990 873 11.9% 873 11.9%
2 1083 956 11.7% 890 17.8%
3 1177 1040 11.6% 908 22.3%
4 1270 1123 11.5% 926 27.1%
5 1363 1207 11.5% 944 30.8%
6 1457 1290 11.4% 962 34%
7 1550 1374 11.4% 979 36.8%
8 1643 1458 11.3% 997 39.3%
9 1737 1541 11.3% 1015 41.6%
10 1830 1625 11.2% 1033 43.6%

additional hop introduced towards the MAP.

The RSVP-HOA mechanism, however, operates in a contrary emasignaling
cost savings increase considerably as the number of higrdegels is increased
(11.9% at single-level hierarchy, and up to 43.6% for a el hierarchy). This
is because the higher the number of hierarchy levels, theduaway the MAP is
positioned from the MN. According to the RSVP-HoA mechaniR8YVP signaling
is limited to the COR which is always one hop away (rather thenfiopm it across

multiple hops towards the MAP, as is the case with RSVP and MARSV

This can be better understood by examining Figure 5.11 witlicktrates the
signaling costs incurred by the three RSVP mechanisms whployd over a
HMIPV6 wireless network as the number hierarchy levelsdsaased from 1 to 10.
As can be observed, MARSVP's signaling cost (labéldtiP_MARSVPR increases
linearly with conventional RSVP (label¢déMIP_RSVB. Note that even though sig-

naling cost savings are higher at a ten-level hierar¢Bg( — 1625 = 205) than at
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Figure 5.11:HMIPv6 signaling cost as the number of hierarchy levels is in-
creased.

single-level hierarchyd0 — 873 = 117), the percentage signaling cost savings are

slightly lower (11.2% as opposed to 11.9%).

In the case of RSVP-HOA (labelddMIP_RSVP-HoA, the larger signaling cost
savings are apparent in RSVP-H0A's signhaling cost plot wiiak a much lower
slope than those of RSVP and MARSVP. The reason for this is thetPR$oA
always limits RSVP signaling to the COR (typically one hop ayvaggardless of
the total number of hops to the MAP (i.e. number of hierarewgls). Therefore the
gradual increase in signaling cost of RSVP-HOA as the numblkiecarchy levels
is increased is solely due to the transmission cost of thdBBtK message pair to
the MAP (increases by a single hop for every added level ohhtly). Note, that
unlike RSVP signaling, this does not include any additiomacpssing cost since

mobility signaling is only processed at the end nodes.
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Table 5.5: Number of Tunneled Packef?) jn a FMIPv6 Handoff.

QoSMecham'sm T]QOS PVoIP PVIP

RSVP 732ms 7 13
MARSVP 528 ms 5
RSVP-HoA 312ms 3 5

Fast Handovers for Mobile IPv6

For FMIPV6, higher signaling cost savings are achieved4b5tor VoIP traffic,
and 56.7% for VIP traffic) than MIPv6’s signaling cost sasngf 44.7%. This
is because FMIPVv6 not only saves the transmission and miogesosts of RSVP
messages from the COR to the MAP, but the smaller valu€lgfs (312 ms) re-
sults in less data packet®) being tunneled during handoffs (3 for VoIP traffic and
5 for VIP traffic). By observing the values df/,s and P for the different RSVP
mechanisms and traffic types (Table 5.5), an associatiotbeanade with the rel-
ative signaling cost plots for VoIP and VIP traffic presentespectively in Figures
5.12 and 5.13: As can be observed by comparing the two figslightly better
signaling cost savings are achieved when using VIP trafaa WIP traffic. This
is due to the VIP traffic’s larger packet size which has a higigact on signaling
cost savings of FMIPv6 when considering tunneling and binfecosts. For exam-
ple, 13 VIP packets are tunneled when using RSVP comparedaiiosSVP-HoA.
This difference in 8 VIP packets reduces the signaling casterdingly since the
larger VIP packets naturally incur higher transmission lauftering costs than VoIP
packets. This is mirrored on to the respective signaling plogs of VolP and VIP
traffic (Figures 5.12 and 5.13), where the latter inflictsighdly larger impact on

signaling cost savings.
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Figure 5.12:FMIPv6 signaling cost using VoIP traffic.

5.5.3 Analysis and Discussion

Several analytical models were derived to evaluate RSVPdHpérformance at
the network level. The signaling cost analysis conductegiiation 3.3.2 was used
as a performance benchmark to measure the improvementHirabgut by the
proposed mechanism. RSVP-HoA was found to provide the lagjgisaling cost
savings when deployed over a FMIPv6 wireless network (45d@A0IP traffic,
and 56.7% for VIP traffic). The difference in performanceld two traffic sources
was due to the different number of packets being tunnelemhglivandoffs, in ad-
dition to the packet size of each. In MIPv6 wireless netwpdtsthe other hand,
RSVP-HOA provided signaling cost savings of 44.7%, whilerayided the same
signaling cost savings as MARSVP (11.9%) when deployed ov&viEPv6 wire-
less network. This was due to simulation topology used wieeeMAP was the
COR.

To further assess RSVP-HoOAs improvement in HMIPv6 wirelassworks,
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Figure 5.13:FMIPv6 signaling cost using VIP traffic.

larger HMIPV6 hierarchical topologies were considered. ties number of hier-
archy levels increased, RSVP-HoOA provided greater siggatwst savings while
MARSVP’s signaling cost savings were slightly reduced. Tiisecause reserva-
tions were renewed only to the COR (one hop) whereas MARSVRvaththem to
the MAP (multiple hops, depending on hierarchical deptld) la@nce savings were

made in transmission and processing costs.

5.6 Conclusion

A new RSVP mechanism (RSVP-HoA) for wireless mobile networks presented
and evaluated in this chapter. RSVP-HOA presents a new fitad&in mechanism
for RSVP in which routers are configured to classify flows basedhe Home

Address option in the MIPv6 destination options headeermmediate RSVP routers
are therefore able to correctly identify an RSVP flow, evearadtMN changes its

CoA. Moreover, using this mechanism a crossover router (COR)dedect the
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changed portion of the end-to-end RSVP session and confine Rigvigling to
it. As a result, the RSVP re-establishment time and netwaghkading costs are
substantially reduced.

According to the MIPv6 specification [JP04], IP packets d@nta roaming
MN should explicitly include a Home Address option in the titestion options
extension header. RSVP-HOA utilises this readily availablermation and thus
no changes are required to the mobility protocols. On therdtland, changes are
still required to RSVP to allow routers to inspect the homerasisloption and limit
RSVP signaling to the changed portion.

The proposed mechanism was evaluated for application amarielevel per-
formance, and was compared against standard RSVP and the MAR®®hanism
presented in Chapter 4. Simulation results reveal that, imRvBInetwork, the total
interruption in QoS can be reduced by 57.4% when using RSVR;Elampared to
27.9% for MARSVP. This significant improvement is due to RS\Whaling being
confined to the COR by the RSVP-HoOA mechanism, which reduceagsbeciated
RSVP signaling delay accordingly.

For HMIPv6 however, RSVP-HoA provides the saffig,,s value of 168 ms as
MARSVP (12.5% improvement). This is due to the single-leveldation topol-
ogy used in which the MAP (node N4) is the COR. Further simutetiwere con-
ducted using higher levels of hierarchy to investigate R$\dAs advantage over
MARSVP. RSVP-HoA was found to provide better improvements/iig,s than
MARSVP as the number of hierarchy levels was increased: Atex@&-hierarchy,
standard RSVP results in&l,s of 433 ms, while MARSVP is 326 ms (24.7%) and
RSVP-HoA 248 ms (42.7%). In the case of FMIPv6, however, nth&rimprove-
ment in T/,,s was achievable. This is due to FMIPv6’s anticipation of heffsl
and the associated tunneling mechanism used which ensiidssaconnectivity
during the execution of the actual handoff.

When examined at the network-level, RSVP-H0A produces saamfisignaling

cost savings for MIPv6 with 44.7% improvement compared #&®when using
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MARSVP. This is because the RSVP-HOA mechanism confines RSVilsig to
the COR and hence saves RSVP message transmission and prgpoesss on the
unchanged portion of the linkK{OR < CN). For HMIPv6, however, RSVP-HoA
once again produced similar results to MARSVP due to the siteylel hierarchal
topology used. Further signaling cost analysis were caredugsing larger levels
of hierarchy to investigate RSVP-HoA's advantage over MARS$VP-HoA was
found to produce better signaling cost savings as the nuoftbeerarchy levels was
increased, while MARSVP slightly deteriorated.

The highest signaling cost savings were achieved when B8\P-HoA over
FMIPv6 wireless networks with 45.4% improvement when udfotP traffic, and
56.7% for VIP traffic. This is because FMIPVv6 not only savesttnsmission and
processing costs of RSVP messages from the COR to the MAPdositrtaller value
of T1y,s (312 ms) results in less data packe®y peing tunneled during handoffs
(3 for VOIP traffic and 5 for VIP traffic).

After examining the proposed RSVP-HoA mechanism for appboaand
network-level performance, it was found to be the best @dtiere compared to
MARSVP and standard RSVP: RSVP-HoA delivers the best end ugariexce
(as shown in the lower value @fl;,s and the associated MOS plots). RSVP-HoA
also proves to be the lightest in terms of signaling costaritecl on the network.
The only drawback of the RSVP-HoA is in its implementation ethiequires mod-
ifications to be made to all RSVP-enabled nodes. This, howegustifiable by
the significant signaling cost savings and applicatiomli@erformance achieved.
Moreover, the new packet classification method is constaminor modification

which could be introduced as a firmware upgrade to existing R&¥ters.
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Chapter 6

Conclusion and Future Work

6.1 Summary

The focus of this research was to develop reservation méalelmproved resource
allocation in wireless All-IP networks in order to meet the®requirements of
real-time applications whilst maintaining resource s#tion at high levels. The
following requirements were taken into account in the degigbcess of the pro-

posed models:
¢ Interoperable with Mobile IP (specifically with IP-in-IP espsulation).
e Minimise Tlgesin the event of a handoff.
e Localise RSVP signaling to the affected sections of the erelrd path.

Two models were proposed as extensions to the existing RSAfidatd: namely,
MARSVP and RSVP-HoA. The first adheres to the current RSVP stdnda
(RFC 2205) [BZB 97] and is hence backwards compatible with it; while theelatt
significantly reduces s at the expense of strict adherence to the existing RSVP
standard.

Depending on a service provider’s desired level of compexiny of the two

proposed reservation models could be implemented to ineptiog performance
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Table 6.1: Comparison of QoS Mechanisms.

Proposal Mobility New Modi fications New
Prediction Messages Nodes
MRSVP Y 9 MN and CN Proxy
Agents
SMRP N 3 All network entities -
WLRP Y 3 MN and MA -
ARSVP N 1 MN and all -

Internal Routers

RSVP-MP N 0 DAT on all Mobility
RSVP packets Proxy

QoS-Conditiona- N 0 MN and all -

lised Handoff Internal Routers

QoS-Aware Y 2 MN and all EVL

Handoff Internal Routers Processors

MARSVP N 0 MN and CN -

RSVP-HoOA N 0 MN and all -

Internal Routers

in wireless networks: While MARSVP provides a simple and edffitialternative,
RSVP-HOA delivers superior application-level performatwéhe end user, and at
the same time imposes fewer signaling costs on the netwolks, iowever, is
achieved at the expense of requiring changes to be madeR&¥IP-capable nodes
in the network.

Finally, Table 6.1 compares MARSVP and RSVP-HoA with the syedeQos

mechanisms from Chapter 2. In order to identify the most blétarotocol for a
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head-to-head comparison with MARSVP and RSVP-HOA, an elitranapproach
is used: Since both proposed protocols do not introduce dd§i@nal nodes, pro-
tocols that do require the installation of new nodes areighited (MRSVP, RSVP-
MP, and QoS-Aware Handoff). Furthermore, both proposal aloimroduce any
new messages and hence SMRP, WLRP and ARSVP are also eliminatesl. T
leaves QoS-Conditionalised Handoff (QoS-CH) as the nonuhateposal for com-
parison.

As outlined in Section 2.6.3, QoS-CH performs mobility andS@ignaling as
a single functional block, thus resulting in a similar thetaral reduction in Tdos
to that of MARSVP. Having said that, MARSVP still represents arenappealing

choice due to the following features:

1. MARSVP provides a similar improvement ingbk to that of QoS-CH, while

limiting modifications to the end nodes.

2. QoS-CH explicitly assumes that the coverage areas ofegsedubnets over-
lap, while MARSVP does not .

3. Qo0S-CH is designed over a HMIPv6 network; while MARSVP caarafe
over a MIPv6, HMIPv6 or a FMIPv6 network.

On the other hand, when comparing RSVP-HOA to QoS-CH, a simianber of
modifications is required (MN and all routers). Nonethel&SVP-HoOA has the ad-
vantage of confining QoS signaling to the changed portiotes@oS-CH confines
it to the MAP. When considering multiple-hierarchy levelsarHMIPv6 network
(Table 5.2), RSVP-HoA delivers superior application levetfprmance with a re-
duced network signaling cost. Furthermore, RSVP-HOA (likAR&EVP) neither

assumes overlapping wireless subnets, nor does it assuiiRvBl network.

6.2 Thesis Contributions

This section recaps the major contributions of the workgmé=d in this thesis.
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Chapter 2 presented a critical review of the research contgisinelated work
in the area of QoS provisioning mechanisms in wireless IWoikds. Chapter 3
introduced a performance analysis study to investigatentkeaction of RSVP and
Mobile IPv6 (including its extensions). The analysis fravoek was comprised of a
simulation-based section to measure application-lewdébpeance, and a signaling

cost analysis section to measure network-level perforemanc

Chapter 4 presented a mechanism for enhancing RSVP perfoeno&ac Mo-
bile IPv6 and its extensions, called Mobility Aware ResouReservation Protocol
(MARSVP). The key concept of MARSVP is to convey mobility-sifieanforma-
tion using newly defined RSVP objects embedded in existing R8¥g5ages. This
allows a single message exchange to establish both IPdewnekctivity as well as
QoS guarantees on the new link. The appealing attribute oREB¥P is that it
requires minimal changes to end nodes and is hence congatithl the current
RSVP standard.

Finally, a new packet classification mechanism for RSVP ¢édaRSVP-HoA)
was proposed in Chapter 5. According to RSVP-HOoA, routers anfigured to
classify flows based on the home address option in the MIPs&rdgion options
header. Through this approach, intermediate RSVP routersi@le to correctly
identify an RSVP flow, even after a MN changes its CoA. Moreogecrossover
router (COR) using this mechanism can detect the changedpatithe end-to-

end RSVP session and confine RSVP signaling to the changed.nodes

These mechanisms will improve the QoS provisioning in rggexteration wire-
less networks. Efficient QoS provision remains a crucialdiam enabling future
4G mobile technology which will be based on an all-IP corevoek. This thesis
presented a detailed outline of the major issues encouhtersuch an environ-
ment and conducted studies provided feasible solutionartisva fully integrated,

efficient multi-service network.

148



6.3 Recommendations for Future Work

Throughout the course of this thesis various limitationd apportunities for im-
provement were encountered, some of which had to be ovextbdise to time re-
strictions. This section presents these observationscasnreendations for future

research work.

6.3.1 Simulation Accuracy
Links

The link between nodes N1 and N4 (Figure 3.1) was configureaoel the Inter-
net by introducing an 80ms delay. Although this simple apphoprovides viable
results, an Internet topology generator such as Inet [WJ@ijldlbe used for more
realistic results. The Inet generator creates random mkttepologies with char-
acteristics similar to those of the Internet from Novemb®®7 and beyond. A
drawback however is that it generates a minimum of 3037 notleis would con-
sume significant processing power and may make each indivglulation run

last for a considerably long time.

Mobility

Each simulated RSVP session consists of a mobile end node ¢biNinunicating
with its respective fixed node (CN). It would be interestingdath end nodes were
mobile, undergoing random handoffs. This would not onlyvpte more realistic
results (since we expect to place mobile to mobile callsahlif2) but also test the

robustness of the proposed models.

Data Traffic

A VoIP traffic generator was used to simulate voice calls akierinternet. How-

ever, a more realistic approach would be to sample real wmneersations and use
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them as data traffic in the simulation environment. For Vé##it on the other hand,
it was noted that the MPEG-4 inter-frame dependencies haghdisant impact on
application-level performance (Section 3.2.3). A feas#xlution would be to im-
plement a selective packet dropping mechanism at RSVP sothtat distinguishes
the different frame types of an MPEG-4 data stream and assiffierent levels of
priority accordingly: an I-frame, for example, would beigsgd the highest level

of priority and would therefore have a lower probability @fithg dropped.

6.3.2 Further Research

During the progression of this thesis, the Next Steps In&8igg (NSIS) [HKLdABO5]
framework was proposed. NSIS is argued by many researchbesé the potential

of replacing RSVP due to the following reasons [Blo]:

e Transport: RSVP is transmitted over UDP while NSIS can be transmitted
over TCP or UDP.

e Reservation Model: RSVP is initiated by the receiver, while NSIS could be

initiated by either the sender or the receiver.

e Multicasting: Unlike RSVP, NSIS does not support multicasting. This re-
duces the complexity of applications, which mostly consfstinicast com-

munications.

e Two-way Reservations:NSIS enables two-way reservations by performing

bindings to sessions in both directions.

e QoS Models:NSIS can be used within any QoS model signaling model such
as DiffServ [BBC 98] or IntServ [BCS94]. In contrast, RSVP is closely tied

to the IntServ architecture.

e Mobility: RSVP identifies a session using the 5-tuple flow identifier (E®u

and destination IP addresses, source and destination yotters, and pro-
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tocol ID). NSIS however, uses a random session identifietlaefore does
not rely on IP addresses that may change due to mobility. mhisees mobil-

ity support in NSIS much easier.

e Security: In RSVP, various security issues have been pointed out imttie! i
specification, but were later on addressed as extensionsSIS however,

security is built-in.

Further research should be conducted for the investigafithe interaction of NSIS
with the different mobility protocols presented in this $lee Such a work would
provide a quantifiable comparison between RSVP and NSIS; aove dif it is the
case) that NSIS is a suitable candidate for replacing RSV&turd.
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Appendix A

NS-2 and RSVP Simulation Models

and Modifications

A.1 NS-2 Simulation Package for Performance Anal-
ysis

Performance analysis is considered an integral part of ampater or communica-
tions research undertaking. Researchers develop modelalt@ate various aspects
of an actual system. This may range from the investigatiothn@faccuracy of the
developed model itself, to analysing the performance ofap@sed protocol de-
ployed using the model. This section first presents a compainf analytical and
simulation models, followed by a brief introduction to thetWork Simulator 2
(ns-2).

A.1.1 Analytical and Simulation Models

Performance analysis can be conducted using either atadlgti simulation mod-
els. Analytical models consist of a set of mathematical ns@eth their associated

approximations and assumptions), while simulation modeissist of a computer
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Figure A.1:Simulation package usage in MobiHoc survey.

program developed to mimic various aspects of the actuéisys

Traditionally, analytical models were used more commonmhce simulation
models took a relatively longer time to build and executel%@8, the prevailing
perception of simulations was lead by Kobayashiis quite often found, how-
ever, that a simulation model takes much longer to constreguires much more
time to execute, and yet provides much less information themodel writer ex-
pected[Kob78]. However, as the studied systems became larger amd oom-
plex, analytical models require making unrealistic assiiong and approximations
[BGAMKO06].

With the phenomenal evolution of computer processing p@mdrdata storage,
performance analysis shifted in favour of today’s accuaatglarge scale simulation
models. Nowadays researchers have a broad choice of siomufsickages, both
commercial and freeware, for modeling complex computewoeks. A survey
conducted on the usage of simulation models in the ACM Inteanal Symposium
on Mobile and Ad Hoc Networks (MobiHoc) from 2000 to 2004 [KC(,0®vealed

that 75.7% of the published papers used simulations to pressearch results. As
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can be observed from Figure A.1 the most popular simulatamk@ge of choice was
NS-2 (44.4%) followed by GloMoSim (11.1%); whereas 24.5%uwathors opted to
develop their own simulation code.

Upon surveying the various simulation packages availdi&2 was selected
as the simulator of choice for the experiments presentddsriiiesis. This decision

was based on the following features:

e NS-2is open-sourck

¢ At the time of this research, NS-2 was the only open-souroelsition pack-

age with both RSVP and Mobile IP modules readily available.

e NS-2 is used extensively in academia, and is supported bsga roup of

researchers.

A.1.2 Network Simulator 2

NS-2 is discrete-eventfor applications in networking. It performs two main tasks,
and is consequently based on two languages: an object@dismhulator, written
in C++, and an interpreter, written in OTcl (Object-orienfezbl Command Lan-
guage) to execute user’s command scripts [AJ02].

The compiled C++ code achieves high efficiency, and is thezdbest suited
for detailed definition and operation of protocols where-tinme speed is critical.
On the other hand, network topologies and parameters aebles that are defined
at the beginning of a simulation run. For these dynamic condigons, a more
friendly command language is more appropriate (OTcl).

The main features of NS-2 can be summarised as follows [BGdBtKO

IPublicly available source code permitting users to usen@baand improve the software in a
collaborative manner.

2In a discrete-event simulator, the operation of a systenepsesented as a chronological se-
quence of events.
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e It provides canned sub-models for several network proto¢slch as TCP
and UDP), router queue management mechanism (tail-drop, RBR) and

routing algorithms (Dijkstra).
e It provides several traffic sources (Telnet, FTP, and CBR).
¢ It implements some MAC protocols for LAN multicast protogol

e |t contains a simulation event scheduler and a large nunflvertwork objects

(such as routers and links) which are interconnected to fonatwork.

e Events can be visualized through a graphical interfaceoart#ta logged in

a file for post-simulation analyses.

A.2 Hierarchical Addressing Problem

When running Marc Greis’ simulation model of “RSVP/ns’[Muner Mobile IP
(incorporated in NS-2 simulation package by default) a eonéiccurs due to the
type of addressing used. RSVP/ns was developed based os dsfdult flat ad-
dressing system in which nodes are assigned integer valu#seir addresses. For
consistency, these node addresses are assigned accardnegrtodes’ respective
node numbers (i.e. node 1 is assigned an address of 1, nodddtisss is 2 and
so on). Mobile IP models however, use a hierarchical adomgsystem similar to
traditional IP. The number of hierarchical levels can bas&bur to resemble IPv4
addresses (e.g. 192.168.0.1) or six for IPv6.

Since most of ns-2’s code assumes the default flat addresgstgm (i.e. node
id = node address), RSVP/ns was developed to pass node t#gdmvalues) to all
its methods. However, when Mobile IP’s hierarchical adsires is used, routing
problems occur. For example, in a Mobile IP scenario an RSViBesemight have
a node id of 1 and an IP address of 192.168.0.1. Accordingetdr®VP/ns code,

the sender would record its node id as the sender addressgetterated Path mes-
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sage. At the receiving end, the RSVP receiver would reply wiesv message to
the sender address stored in the Path message. Althoughiahid work for flat

addressing (node id = node address = 1), in hierarchicakaduirg the destination
would be unreachable since the actual sender address wewdlerarchical ad-
dress (e.g. 192.168.0.1) and not the integer value of 1. &sutr no reservations
would be established due to the different addressing systesed by RSVP/ns and

Mobile IP simulation models.

A.2.1 Converting Hierarchical and Flat Addresses

To resolve this issue, two new methods have been adulieer. _addr (returns a

node’s hierarchical address), aindat _addr (returns a node’s flat address).

int RSVPAgent::flat_addr(nsaddrt flat) {
Tcl & tcl = Tcl::instance();
tcl.eval f("[Sinulator instance] idby.addr % %", flat, node_nunber.);
int nl=atoi(tcl.result());
if (n1==0 && flat != 0)
return flat;

el se
return nl;
}
int RSVPAgent::hier_addr(int id) {
Tcl & tcl = Tcl::instance();

tcl.eval f("[Sinmulator instance] addr_by.id % %l",id, node_nunber.);
int nl=atoi(tcl.result());
if (nl1==0 && id !'= 0)

return id;
el se
return nl;
}

The two methods are used as interfaces between RSVP/ns antk MdFigure
A.2)

e fl at _addr () : Used to convert a hierarchical address to its flat equitalen
(which is in essence the node’s id) for RSVP/ns’s internatessing, such as

creating or deleting PSB and RSB lists. This is done by addiegntethod
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Figure A.2:Address conversion using hi er _addr and f | at _addr .

nodeid() wheneveher e_. addr 2 is called. For example:

if ((p = find_psb(s, flat_addr(here_. addr.)))

e hi er ;addr (): Used to convert a flat address to its “actual” hierarchical
address for routing purposes. The flat address is retrieoed the RSVP/ns
code (stored in either a PSB,RSB or session list) and convestedhi er _addr
method to the equivalent hierarchical address. This addr&s then used to

send packets usindst _. addr _*:

dst _. addr _ = hi er _addr (s->s->get _dest ())

A.2.2 Retrieving Node IDs using oTcl

Since node numbers are generated at the beginning of a siomutan (i.e. when

running conmon/ si mul at or . cc), the hi er .addr andfl at _addr methods of

3her e_. addr _: A default ns-2 method that returns a node’s actual addiessdapbile IP’s case,
the hierarchical address).

4dst _. addr _: A default ns-2 method used to set a packet’s destinatiomeaddor routing
purposes.
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Appendix A.2.1 can only gain access to node numbers by imgoKiTcl scripts.
Two methods, namedd- by- addr andaddr - by-i d , have been added accord-
ingly to the simulation code in order to invoke the OTcl conmalsnode | i st [ ]
andnodei d() .

if (strcnp(argv[l], "idby.addr") == 0) {
i nt address=atoi (argv[2]);
int numn= atoi (argv[3]);
for (int i=0; i<((numn)+0); i++) {

i f(nodelist_[i]->address() == address) {
tcl.resultf("%l", nodelist_[i]->nodeid());
return TCL_OK;

}
¥
¥

if (strcnp(argv[1l], "addr by.id") == 0) {
int id=atoi(argv[2]);

int numn= atoi (argv[3]);

for (int i=0; i<((numn)+0); i++) {

i f(nodelist_[i]->nodeid() == id) {
tcl.resultf("%l", nodelist_[i]->address());
return TCL_CK;

}
}
}

A.3 Packet Tracing Problem

To allow the user to analyse simulations efficiently, NS datar stores all net-
work events (trace data) in a file to be post-processed angsaoa In order to
distinguish RSVP messages and log them accordingly (as edpodogging them
as generic or UDP packets), modifications have to be madeetaraicing code

(trace/cnmu-trace. cc) .

A.3.1 Tracing RSVP messages

To distinguish the different RSVP messages, switch casestbdwe added accord-

ingly in the methodCMUTr ace: : f or mat () .
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switch(ch->ptype()) {

case PT_RSVP_PATH:
format i p(p, offset);
br eak;

case PT_RSVP:
format i p(p, offset);
br eak;

case PT_RSVP_RESV:
format i p(p, offset);
br eak;

case PT_PATH.TEAR:
format i p(p, offset);
br eak;

case PT_RESV_TEAR:
format i p(p, offset);
br eak;

case PT_RESV_ERR
format i p(p, offset);
br eak;

case PT_RESV_CONF:
format i p(p, offset);
br eak;

A.4 Validation

To validate the operation of the modified RSVP/ns code, thear&ttopology de-
picted in Figure A.3 is used. The main objective is to creatgention in a wireless
environment and use RSVP to reserve sufficient bandwidthrferad the contend-
ing traffic flows.

The network topology is comprised of three sender nodés (V2 and N3)
connected via node§4 and N5 to two wireless subnets (serviced by and N7).
Three wireless receiver node®/{V,, MN, and MN;) reside in their shared home
subnet. The three sender nodes transmit 500 kbps UDP dedanstto their respec-
tive receiving wireless nodes.

All wired links have a link capacity of 1 Mbps, creating a betieck at the
N4-N5 link since three 500 kbps data streams contend for a totalciypacity of
1 Mbps. An RSVP session is established betw&@rand M/ N, at the beginning of

the simulation run, and at t = 100&//N; moves from its Home NetworkHoA =
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Figure A.3:Test Scenario.

1.0.1) and roams into the Foreign Network'¢A = 2.0.1).

Note that the two subnets are deliberately placed furthartap order for their
respective coverage areas not to overlap. This createstandexi period of time
in which MN; would be temporarily disconnected as it moves from one diutione

another.

A.4.1 Relinquishing Reservations

The simulation was run for a total of 200 seconds and the vedehroughput at
each of the mobile nodes was measured. As can be observeéigane A.4,M N,
maintains a throughput of about 500 kbps (reserved bandwising RSVP) while
MN, and MN; share the remaining 500 kbps link capacity amongst themselv

(best-effort traffic) resulting in an average throughpu2s0 kbps each.
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Figure A.4: Throughput of the three mobile receiving nodes without re-
establishing the reservations for M V.

Att=100s,MN, starts moving to the foreign subnet (its throughput is effec
tively zero for about 3 seconds). HowevéfN, and M N; remain stationary at the
home network and therefore continue to receive their reés@e250 kbps through-
put. OncelM N, reconnects at the foreign network, its throughput reduoasider-
ably from its pre-handoff level of 500 kbps to around 166 ktgmsporarily. M N,'s

and MNs's respective throughputs are also reduced temporarilg&kibps.

The reason for this behaviour has been outlined theorltizaSection 5.2.1
and is now embodied in this simulation scenario as followke Teservation for
MN; held at theV4- N5 link was setup using/N;’'s home addresd (0.1) whereas
after the handoff N, uses a different IP addres§'¢A = 2.0.1). As a result,
the 500 kbps would remain allocated fofV;’s old IP address1(0.1) even though
in reality it would not be able to gain access to this banduidite to the IP ad-
dress mismatch. Consequently, all the three data streanid sloare the remaining

bandwidth (500 kbps) amongst themselves (166 kbps each).
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After around 13 seconds/N;’s old reservation is automatically relinquished
since no Path/Resv message pairs are exchanged to refragiseneation (as out-
lined in Section 2.2). Note that the default value for theereation refresh timer is
20s. This means that the last Path/Resv refresh messageguais@nt at around 7
seconds before the handoff occurred. Since resources bandieed up at th&'4-
N5 link, all three data streams share the 1 Mbps link capacityreyst themselves
(333 kbps each).

A.4.2 Re-establishing Reservations

While the scenario presented in Appendix A.4.1 examined hevsimulation mod-
els default RSVP behaviour, the scenario presented in thigoeetests the simu-
lation’s ability to re-establish reservations for a mobilede after it completes its
handoff.

In order to perform this)/N; is configured to explicitly relinquish its old reser-
vations when a handoff occurs by sending a ResvTear message. M, recon-
nects at the foreign subnetV; is configured to re-establish reservations at foreign
subnet usingl/N;’s new CoA @.0.1) as the destination address (since it is notified
of MN,’s CoA through the BU message).

As can be observed from Figure A.5, att = 100A&Y;’s throughput is reduced
to zero (handoff occurs) whil® N,’s and M N;'s throughput increases to 500 kbps.
This is due toMN; explicitly tearing down its old reservation, thereby firegiup
resources at th&/4- N5 link.

Once MN, reconnects at the foreign subnet, all three mobile node® gsha
available bandwidth (333 kbps each) for a small period oktwhile the reser-
vations are re-established fafN; using its new CoA. As soon as resources are
reserved forMN,, all three mobile nodes return to their respective pre-b#nd
throughputs {/N; = 500 kbps,MN, = MN, = 250 kbps).

Note that for the plot presented in Figure A.5, reservateestablishment has
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Figure A.5: Throughput of the three mobile receiving nodes with re-
establishment of reservations for M N;.

been deliberately delayed for 3 second®V( waits for 3 s before sending the new
Path message tdV;). This is done for testing and visualisation purposesesihe
default behaviour @N; immediately send a new Path message once it receives the

BU) would be barely notable in the plot (typically less th&®Tns of best-effort).
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